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AHOTANIA

Opaiscbka B.O. Metoau i cnoco0u BUsSIBJICHHS Ta 00pOTHOM 3 aTaKaMHu
Ty ''mMizkcaiiTtoBa minpoOka 3amuTiB''. Cnemianbhicts 125 "KibepOesnexa'.
JloHenbkHii HalllOHAILHUHN YHiBepcuTeT iMeHi Bacuins Cryca, Binnuns, 2025.

VY kBamdikamiiiHiil (6akanaBpchbKiii) poOOTI AOCHIIHKEHO €(EeKTUBHICTD
ICHYIOYUX METOJIB 3aXMCTy BIJ arak TUIly "MiDKcaiToBa migpoOka 3amuTiB" y
BeOcepenoBuili. Po3pob6iaeHo MOBHOMIHANKN Opay3epHUi TIariH, Mpu3HAYeHUN JIJIs
BUSIBJICHHS, 3aI1001TaHHs Ta OJIOKYBaHHS aTak TUITY "MIXKcaiToBa MmiipoOKa 3anuTiB"
nuaxoM ananizy HTTP-3anuTtiB, mepeBipku BIANOBIAHOCTI MOJITUK O€3MEKH,
BUKOPHCTAHHS 3aXMCHUX TOKEHIB Ta Bi3yaiizalli iH(opmalii Mmpo pU3UKU IS
KIHIIEBOTO KOPUCTyBaya.

KitoyoBi cioBa: araku Tumy "MibKcailToBa MiApoOKa 3amuTiB", Opay3epHHit
marid, Beo-6e3neka, HTTP-3anuTu, TokeHn Oe3neku, Be03aCTOCYHKH, KITIEHTChKUN
3aXHUCT, KiOepOe3meka, MIKCAUTOBI aTakd, MEPEXOIUICHHS 3aluTiB, aHai3
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ANNOTATION

Orlivska V.O. Methods and means of detecting and combating cross-site
request forgery attacks. Specialty 125 "Cybersecurity". Vasyl Stus Donetsk
National University, Vinnytsia, 2025.

The qualification (bachelor's) thesis investigated the effectiveness of existing
protection methods against cross-site request forgery (CSRF) attacks in the web
environment. A full-fledged browser plugin has been developed to detect, prevent,
and block cross-site request forgery attacks by analyzing HTTP requests, checking
security policy compliance, using security tokens, and visualizing risk information
for the end user.

Keywords: cross-site request forgery attacks, browser plugin, web security, HTTP
requests, security tokens, web applications, client-side protection, cybersecurity,
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CIIMCOK TEPMIHIB, CKOPOYEHbDb TA ITO3HAUYEHb

AJAX-3anmutu  (Asynchronous JavaScript and XML) — acuHxpoHHI
JavaScript-zanutu. TexHomoris st  0OOMiHY JaHMUMH 3 CcepBepoM  0e3
NepPEe3aBaAHTAKEHHS CTOPIHKHU.

Angular (Angular Framework) — d¢peiimBopk Angular. Ilmardpopma s
CTBOPEHHSI OJTHOCTOPIHKOBHX Be03acToCyHKIB Ha JavaScript/TypeScript.

Chrome Storage API— API 36epexenust Chrome. [ntepdeiic mist 30epesxeHHs
JaHUX po3lupeHHs y opay3epi Chrome.

chrome.storage.local — nokanshe cxoBuine Chrome. O6nacTh 30epeskeHHS
JTAaHUX TUIariHa Ha MPUCTPOT KOPUCTyBava.

chrome.storage.onChanged — cinyxad 3min cxoBumia. Ilofis, sika pearye Ha
3MiHH y chrome.storage.

Content Scripts API — API ckpuntiB KoHTeHTy. Jl03Boisie miariHy
B3a€EMOJIISITU 3 BMICTOM BEOCTOPIHOK.

Content Security — Oe3neka BeOkoHTeHTY. CyKyIHICTh 3aXO/lIB JIJISl 3aXUCTY
pecypcy Bijg arak tuny XSS, CSRF.

Content Security Policy (CSP) — momituka Oe3rnekyn KOHTEHTY. MexaHi3M
KOHTPOJTIO JKEPEIT 3aBaHTAXKCHHSI KOHTEHTY Ha CTOPIHII.

Cookie (HTTP Cookie) — HTTP kyku. Maneubkuii (paiis, 1o 306epiraerbes y
Opay3epi /uis aBTeHTU]IKAIil Ta 30epeKESHHS CECIi.

CSRF (Cross-Site Request Forgery) — MixkcailToBe MiipOOJICHHS 3alUTiB.
ATaka, sika 3MyIITy€ KOPUCTyBaua BUKOHATH HECAHKI[IOHOBAHY 110 HA CaMTI.

CSRF Detector — BussmroBaau CSRF. Haspa miariHa, mo aBTOMaTH4YHO
BUsIBIIsiE Ta Osiokye ataku CSRF.

Django (Django Framework) — ¢peiimBopk Django. Python-dpeiimBopk st
IIBUJIKOT PO3pOOKHU BEOA0ATKIB.

Excrnoiir  (Exploit) — excruioit. ®@parmMeHT komy abo mporpama, ska

BUKOPHCTOBYE BPA3JIMBOCTI JIJISl aTak.



Fetch API-3anutu (Fetch Application Programming Interface) — 3anuTu uepes
Fetch API. Cyuacuwii intepdeiic nis sinnpasku HTTP-3anuTiB 13 6pay3epa.

FormData (Form Data Object) — 06’exT dhopmoBux nanux. [HTepdeiic mis
dbopmyBaHHs Tija 3anuTy Y hopMati GopmH.

HTML (HyperText Markup Language) — MoBa pO3MITKH TIiNEPTEKCTY.
OcHOBHA MOBa JIJIs1 CTBOPEHHS CTPYKTYpPHU BEOCTOPIHOK.

JavaScript (JS) — JavaScript. MoBa mnporpamyBaHHS IJIsi B3aEMOIIi 3
BeOCTOPIHKOIO B peaJIbHOMY Yaci.

JSON (JavaScript Object Notation) — 00’ekTHa HoTalis JavaScript. @opmar
OOMIHY CTPYKTYpPOBaHUMHU JTAHUMHU.

Application Boundary Enforcer Module — w™momynb oOMeEXeHHS Mex
3acTocyHky. KomnoHeHT, mo konTpostoe Buxig HTTP-3anuTiB 3a Mexi1 103BOJICHUX
JIOMEHIB.

Origin (Request Origin Header) — 3aronoBok mxepena. BusHauae mxepeno
HTTP-3anuty aj1st KOHTPOIIIO HOJITUK O€3MeKH.

[Tnaria (Browser Extension/Plugin) — Gpay3epHe posutupenss. JlogaTkoBuii
KOMIIOHEHT, 1110 PO3MIKpPIOe PyHKIIOHAT Opay3epa.

Referer (HTTP Referer Header) — 3aromoBok pedepepa. Bxkasye, 3 sikoi
CTOpIHKH OYyB 3/11MCHEHUI Mepexi.

RequestPolicy (Request Policy Extension) — nmosituka 3anuTiB. Po3mupeHns
Opay3epa 1isi 0OMEKeHHSI MIKCAMTOBHX 3aITUTIB.

Ruby on Rails (RoR Framework) — ¢peitmBopk Ruby on Rails. [lonynsipaa
riardopma asist po3pooku BeO10AaTKiB MOBOIO Ruby.

SameSite (SameSite Cookie Attribute) — arpubytr SameSite. Buznauae
MOJIITUKY BIMPABKHU cookie y MI>KCAaWTOBUX 3alUTax.

SweetAlert (SweetAlert Library) — 6i0morexka SweetAlert. [HcTpymeHT 11st
CTBOPEHHS NMPUBAOIUBUX MOBIIOMJICH Y Opay3epi.

Synchronizer Token Pattern — mabiaoH CHMHXpOHI3allli TOKEHIB. 3aXUCHUMN

MEXaHi3M, TIPH SKOMY Y (hOpMi MepeIacThCsl YHIKATbHUN TOKEH.
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Synchronizer Token Pattern with Cookie — ma6non cunxposizariii 3 cookie.
BapianT 3axucrty, sikuii KoMOiHy€e cookie 1 TOKeH y 3aIuTi.

XML (eXtensible Markup Language) — posmuproBaHa MOBa PO3MITKH.
dopmar ams npeACTaBlIeHHS CTPYKTYPOBAHUX JTaHUX.

XMLHttpRequest (XHR) — zanutr XMLHttpRequest. Crapuii, ane poci

BUKOPUCTOBYBaHM iHTepdeiic 1 BianpaBku HTTP-3anuTiB 3 JavaScript.



BCTVII

AxmyanvHicmb pob6omu. IHTEHCUBHUN PO3BUTOK BEO-TEXHOJOTIN 3yMOBIIOE
HE JIMIIE 3PYYHICTh Ta (YHKIIOHAJBHICTh CyYaCHHX Be0-3aCTOCYHKIB, ajie¢ U
3pOCTaHHs KUIBKOCTI Kibep3arpo3. Cepesl HUX 0COONIMBOI yBaru moTpeOyroTh aTaku
Tunmy "MDKcaiiToBa TiApoOka 3amuTiB", sAKI 3aJMIIAIOTECA  OIHUMH 3
HaWIMOIIMPEHINX Ta HalHeOe3MmeyHImmX 3arpo3 y BeO-Oesmerri. [loaiOH1 araku
JO3BOJISIFOTh ~ 3JIOBMHCHHKY BHKOHYBaTH HECAHKIIOHOBaHI Mii Bix 1MeHI
KOpUCTYyBaua, 110 NPU3BOAMUTH 10 BTPATH KOH(PIACHIIMHUX JaHUX, (PIHAHCOBUX
30UTKIB, IOPYIICHHS Mpale3aaTHOCT1 1HHOPMaIIMHUX CUCTEM Ta IIKOIU pemyTarlii
KOMIIaHIH.

HesBaxaroun Ha HasBHICTh pI3HUX METOAIB Ta 3aco0iB 3axHCTy, IX
e(EeKTUBHICTh YaCTO 3AJUIIAETHCS OOMEKEHOI0 Yepe3 CKIAJHICTh BIPOBAKEHHS,
HEJOCTATHIO THYYKICTb, a TaKOX HEOOXIAHICTh CYTTE€BOI MOAMQIKALII ICHYIOUHX
BeO3acTocyHkiB. Kpim Toro, rnepeBakHa OUIBIIICTh PIllIEHb CIPSIMOBAHA BUKIIOYHO
Ha aBTOMATH30BaHMUM 3axuCT 0e3 3amydeHHs Oe3MOoCepeHbO KOPUCTYBAUiB, IO
3HUKYE 3arajibHUM piBeHb 0013HAHOCTI Y cpepi iHDopMaIIifHOI Oe3MeKH.

Tomy po3pobka Opay3epHOro ruiariHa, SKUM TO€AHYBaTUME B COOI1
aBTOMATHYHI MEXaHI3MH BUSIBJICHHS Ta 3amo0iraHHs arakaMm 13 HaBYAJIbHOIO
IHTEPaKTUBHOIO CKJIAIOBOIO, € aKTyaJibHOI. Take pillleHHs JO3BOJIUTH HE JIMIIE
e(exkTuBHO OJOKyBaTH 3arpo3u, aje U MiABUIIUTH 3arajibHy OO13HAHICTh
KOPUCTYBaulB LIOJ0 MUTAaHb KiOepOe3neku, (PopMyroud HABUYKH IPABUIBLHOIO
pearyBaHHs Ha MOTEHIIIMHI 3aTPO3H.

Memor  xBamidikamiiHoi (6akamaBpCchbkoi) poOOTH €  JTOCIIKEHHS
e(EeKTUBHOCTI ICHYIOUMX METOIB 3axucTy. Po3poOka MOBHOIIIHHOTO Opay3epHOTO
IUIariHy, MPU3HAYEHOTO JUIS BUSIBJICHHS, 3aro0iraHHs Ta OJOKyBaHHS aTak THILY
"MiKcaiToBa miApoOka 3anuTi" musixom aHamzy HTTP-3anuriB, mnepeBipku
BIJIMOBITHOCTI TIOJITUK O€3MEeKH, BAKOPUCTAHHS 3aXMCHUX TOKEHIB Ta Bi3yasizarlii
1H(pOopMallii PO PU3UKHU JJIs1 KIHLIEBOIO KOPUCTYBaya.

3asoarnns pobomu:
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[IpoananizyBaru ataku Tumy "MiKcaiiToBa MmigpoOKa 3amuTiB" Ta 1ICHYIOU1
METOJIN 3aXHUCTY.

Jocaiautu icHyroul Opay3epHi IIariH{, BU3HAUUTH iX TII€peBaru Ta
HE/IOMIKH.

Busnaunty ocHoBH1 BuMoru g0 Chrome-mutariga st 60poTEO0M 3 IUMH
aTakaMH.

OOpatu onTUMaIbH1 TEXHOJIOTI /I peai3allii miarida.

Po3pobutn  intepakTuBHMil ~ Chrome-marid, sSKui  BHUSBIATHME,
OJIOKyBaTHME aTaKy Ta HABYaTUME KOPUCTYBAUiB.

PeanizyBaru ananiz HTTP-3anutiB, nepeBipKy NMOJITUK O€3IMEKH, 3aXUCH1
TOKEHHM 1 Bi3yai3alliio pU3HKIiB.

[TpoBecTu TecTyBaHHs MJIariHa Ta OLIIHUTU HOTO €(DEKTUBHICTS.

Hanatu pexoMenmariii mo70 BIPOBAIKEHHS PO3POOJIECHOTO PIIICHHS Y

MIPAKTUYHUX YMOBAX.



PO3/IT 1. AHAJII3 OCOBJIMBOCTEM ATAK TUITY "MDKCANTOBA
[IIJIPOBKA 3AIIUTIB" TA CYUACHMX ITIJIXOIB J10 3AXUCTY BIJ] HUX

1.1O0mnsx arak Tuny "mixkcaiToBa migpoOKa 3arnuris"

MixcaiiToBa miipoOKa 3amuTiB — II€ OAWH 13 HAMAABHIMIUX 1 BOJHOYAC
HaWMpOCTIMMX BHAIB BebOarak, SKUH J0CI 3alIHIIAEThCA €(PEKTUBHUM MPOTHU
0araTh0X 3aCTOCYHKIB 1 MOYKE MIPU3BOAUTH J0 TYKe CEPHO3HUX HACIIIKIB — 30KpeMa
(GhiHAaHCOBUX BTpaT Yd KOMITpOMETAIIlll aKayHTIB KOpUCTyBadiB [1].

Artaxka Oyna Brnepie BUsiBiaeHa Ha nodarky 2000-X pokiB 1 BIATOI CTAOLUTBHO
BXOJUTH J0 MEpeiiky HauOuIpIux 3arpo3 y Bedoesmeri [1][3]. 3a cBoero cyTTIO
araka TUNy '"MDKcaWToBa MiApoOKa 3amuTiB" 0OMaHOM 3MyIye Opay3ep >KepTBU
BUKOHATU HEOaXaHW  3amuT O CTOPOHHBOIO  BeOcalTy Big  1MeHI
aBTEHTU(IKOBAHOTO KOPUCTyBaya. [HIIMMU CIOBaMU, 3TOBMUCHUK BUKOPHUCTOBYE
aBTOPU3AIIIIHI JaHl KepTBU (HampuKIial, 1i ceciiiHuil cookie), 110 aBTOMaTHYHO
JOJIal0ThCS Opay3epoM J10 3alMTIB, JJIsi BUKOHAHHS A1i Ha JOBIPJIMBOMY CaiTi 0e3
BiJIOMa 1 HAMIPY CaMOT0 KOpUCTyBaya [2].

BaxxnuBo, mo mpu mpoMy MOPYIIYETHCS MOJEIH JIOBIpH: SKIIO Y BUMAAKY
araka MDKCAaWTOBMH CKPUITHUHI €KCIUIyaTye JOBIpY KOpUCTyBaya A0 HIOWUTO
0e3MevyHoro caiiTy, T0 araka TuUmy ''MiXcalToBa MiapoOKa 3amuTiB" EKCILTyaTye
JOBIpY caMoro BeOcaiiTy 10 Opay3epa KOpucTyBaya Ta Horo aBreHTHdikauii [2].
Came TOMY, HE MalO4M JOJATKOBUX MEXaHi13MIB BepHQiKailii, ypa3IuBHil CEpBEp HE
B 3MO31 BIAPI3HUTH IIKIJIMBUN 3aluT, 1HIIMOBAaHUN HEMOMITHO uepe3 Opaysep
JKEPTBH, B1JI JIETITUMHOI JIli CAaMOT0 KOPUCTyBaya.

VY pesynbrati BeOCalT, SKU aTaKyBasid, BUKOHYE MiAPOOICHUIN 3amuUT Tak,
HIOM HOro caMOCTIHHO HaJiciaB aBTEHTHU()IKOBAHUIM KOPUCTYBAY, XO04a HACIpPaBIl
1HII1aTOpoM OYyB 37TOBMUCHHUK.

MexaHi3M araku TUIy "MiKCaWTOBa MmiipoOKa 3amuTIiB" MOJIATAE B TOMY, IO
KEPTBY OYIIb-KHUM IUISIXOM CHOHYKAIOTh 3aBaHTAXUTH CTOPIHKY, KOHTPOJIHOBAHY

JIONUHOIO, IO aTakye (ab0 BCTABJICHHW HEIO €JIEMEHT Ha IHIIOMY pecypci), sika
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HEMOMITHO 11 KopuctyBaua Bignpasisie HTTP-3amur 1o  uiboBoro
Be03acTOCyHKy. Takwii 3amuT MICTUTH 110, OOpaHy 3JIOBMHUCHHUKOM (HAIPUKIIA],
nepekas rpoliei, 3MiHa HaJlalmTyBaHb PoQ 1T YU IMyOJTiKaIlis KOHTEHTY), 1 Opay3ep
aBTOMAaTUYHO JIO/Ia€ 0 HhOTO BCl MOTPIOHI iMeHTU(IKaIIiHI JaHI KOpUCTyBada —
30kpema cookie MoTo4HOI cecii Ha IIpoBOMY caiTi [2][6]. Skmio kopucTyBad Ha
el MOMEHT aBTOPHU30BAHMI Ha CaWTI-)KEPTBI, TO CEpBEp NpHUIMAaE 3amUT SK
aerituMuui. KimrouoBa nepeaymMoBa ycIixy — BIACYTHICTh Y 3aCTOCYHKY JOAATKOBOT
MEePEBIPKU JICTITUMHOCTI 3aITUTY.

BpasznuBumu € Ti BeOCalTH, K1 MOKJIAJa0ThCS JIUIIIE HA HAIBHICTh CECIHHOTO
cookie mims aBreHTU®IKaIi Ali 1 HE BHOPOBAKYIOTH >KOJAHMUX I1HIIMX METOJIIB
NepeBIpKU 3anuTiB [6]. 3a TaKMX YMOB KOXEH 3aIUT, 10 HATXOAUTH 31 CTOPOHU
Opay3epa, BBKAETHCS JOBIPEHUM — HABITH SKINO HOTO 3reHEPOBAHO MPUXOBAHO Ha
CTOPOHHbOMY (ILIKIJJIMBOMY) CalTi. 3a3BWYail araka BUMarae, 1o0 >kepTBa cama
3M1MCHWIA TIEBHUM Tpurep (HampuKIal, KIalHylda Ha CHeliaibHO chopMoBaHE
NOCWJIAHHS YW BIJB1ajla CTOPIHKY 3 BOYJOBaHUM IIKIJIMBUM KOAOM), TOOTO
3aCTOCOBY€ETHCS CoOIllayibHa 1HXeHepis. [Ipore micins mporo Bci momamibImi il
BUKOHYIOThCSI aBTOMATUYHO: TpuxoBaHuii konx (Hampukian, HTML-dopma abGo
ckpunt) Bianpasnsie HTTP-3anuT no Bpa3nuBOro caity, BAKOPUCTOBYIOYM CECIiHI
JaHl JKePTBU, 1 TUM caMUM "BMOBIISIE" cepBep 3AIMCHUTH HeOakaHy Iit0. ATaku
TUy "MicaiToBa miApoOKa 3anuTiB" 3a3BUYail HAlILJICHI HA BUKOHAHHS caMe TUX
oTieparlii, mo 3MIHIOIOTh JaH1 YU CTaH OOJIKOBOTO 3aIMKCy, a He MTPOCTO Ha KPATIKKY
iHpopmaii [1][2]. Lle moscHIOETbCA TUM, IO 3JOBMUCHUK, HE MAarO4Yu JOCTYITY
METOJIOM M1KCAUTOBHI CKPUIITUHT JI0 BIJMOBIII cepBepa, HE 0aUYUTh PE3yJbTaTiB
CBOTO 3alUTy — TOOTO HE MOXKE O€3MOCepeHhO BHKPACTH YEpe3 aTaKy THILY
"MixcaiToBa miapoOKa 3anuTiB", CKakiMo, KOH(IACHIIIHHI AaHi, K1 TOBEPTAIOTHCS
y BiamoBimi. HatomicTe araka 103BOJIsi€ 3MIHIOBAaTU JaHI Ha CEpBEpi Bia 1MEHI
JKEPTBH.

TunoBi mpuKIaad MOTEHIIMHUX MIKIJIMBUX 1 BKJIIOYAIOTh: HEJICTITUMHE
3M1ACHEeHHS (PIHAHCOBOTO MepeKaszy, 3MiHY MMapoiisg ad0 aJpecu eNeKTPOHHOT MOIITH

OOJIIKOBOTO 3amucy, AOAaBaHHS HOBOIO aJMIHICTparopa CHUCTEMH, MyOIiKalio
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MOBITOMJICHHSI 200 HABITH 3aMOBJICHHS TOBapy Ha iM’s skepTBH [2][6]. Hacminku
3aJIe)KaTh Bij MpaB KOPUCTyBaya: SIKIIO 11€ 3BUYAWHUNA KIIIEHT, BIH MOXKE BTPATUTH
KOILITH YU JOCTYI JI0 CBOTO aKayHTY; SIKILIO K aJIMIHICTPATOp — 3JIOBMUCHUK MOXE
3aXOIMMUTU KOHTPOJIb HAJl YCIM 3acTOCyHKOM [3].

VY peanbHUX BUMaAKaX TakKl aTaku CIPUYUHSIIN 3HaYH1 nmpooaemu. [Ipumipom,
iHIuaeHT 3 iHTepHeT-0ankiHroM ING Direct y 2008 porri mpomeMoHCTpyBaB, 1110
ypa3NuBICTh 10 aTak TUIy "MiKcaiiToBa mMigpoOka 3amuTiB" y Qopmi mepekasy
KOIIITIB JIO3BOJIsIJIa HEMOMITHO MEPEBECTH TPOIIl 3 PaxyHKIB XKEPTB Ha PaXyHKH
3JIOBMHUCHHUKIB [3].

[H1IIM#E BiTOMUM BUITaI0K — Bpa3uBICTh Ha caiiTi YouTube, sika naBana 3mMory
yepe3 TMIApOOJIeH] 3amuTH BHUKOHYBAaTH TMPAKTUYHO Oynb-siKi [ii BiJ 1MeHI
KOpPUCTYBaulB, 30KpeMa HaJICUJIATH MOBIJOMJICHHS iXHIM KOHTAKTaM Ta 3MiHIOBAaTH
HaJlamTyBaHHs [3].

Hogimi npukiiagy Takox MATBEPIKYIOTh aKTyallbHICTh mpooaemu: y 2020
pOIIl BPa3JMBICTh A0 aTak TUMY '"MIKCailTOBa MipoOKa 3anuTiB" Oysa BUSBICHA B
comanbHiii mepexi TikTok, mpm vomy Ti ekcruTyatallis T03BOJSUIA 3aXOMUTH
OOJIIKOBMI 3amuC >KEPTBHU JIMLIE OAHUM KIIKOM — 3J0BMHUCHHUK MIT MiAPOOIEHUM
3aMUTOM MPUMYCOBO BCTAHOBUTH CBIii MAPOJIb ISl AKAYHTY >KEPTBHU 1 TAKUM YHHOM
OTpUMaTH MoBHUM noctym [6]. KomnaHis oniepaTUBHO yCyHY A 110 YPa3IUBICTh, ajie
(akrt il iCHyBaHHS CBITUUTh, 1110 HABITh IPOB1JIHI CyYacH1 CEPBICH HE 3aCTPAXOBaHI
B1JI aTak TUITy "MiXcalToBa miapoOKa 3amuriB'.

[lixaBo, 110 Taki IHIUIEHTH YaCTO BAXKKO BIJCTEHKUTHU: Y KypHAJIaX cepBepa
BC1 JI1i BUTJIAIAI0Th SIK BUKOHAHI CIIPaBXHIM KOpUCTyBayeM 3 Horo [P-aapecu, Tomy
BUSIBUTH (DAKT CTOPOHHBOTO BTpydaHHsS HempocTo [3]. Uepes 1ie mpo ataku TUITY
"MiKCalTOBa MiAPOOKa 3aMUTIB" PIJIKO MOBIAOMIISETHCS MyOIIYHO, X04a HACIIpaB/i
iX KUTBKICTh MOXKe OyTH 3HAUHO O1ITBIIOTO 32 3adikcoBany [3].

[cHy1OTh pi3HI pI3HOBUIM Ta ClieHapii Takux artak. Kimacuuna cutyariss —
OJTHOpa30Ba MipoOKa OKPEMOro 3aluTy BiJ IMEHI KOpPUCTyBaua (HAmpUKIIa,
BiJllIpaBJeHHsT JopMU 3 3MIHOIO HajamTyBaHb). OKkpemMo BUILIAIOTH login-aTaku,

KOJIM KEPTBY HEMOMITHO 3MYIIYIOTh YBIMTH 0 CUCTEMHU Tij OOIIKOBUM 3alIUCOM,
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KOHTPOJIbOBaHUM 3J70BMUCHHUKOM [3][7]. Ha mepiuuii nomsia, 1e 34a€ThCs MEHIII
HeOe3neyHuM (apkKe 3TOBMHUCHUK JIUIIIE HaB SI3y€ Uy KUl JIOT1H, @ HE BUKOHYE JII0 B
ICHytOUiii cecii xepTBU). OnHak login-aTaka MOXKe MaTH MiACTYITHI HACTIAKHU: SKILIO
KEepTBa HE MOMITUTH MIJIMIHM 1 MPOJAOBKHUTH KOPUCTYBATHCS CHCTEMOIO, BBOISUH
OCOOMCTI JIaH1 y «3JIaMaHMi akayHT, 3JJOBMUCHHUK 3T0JIOM OTPUMAE JOCTYI A0 L€l
1H(pOopMaIlii, MpOCTO yBINIIOBIIN y CB1i 00mikoBuit 3anmuc [3][7].

[Hmumit BapianT — Tak 3BaHa "30epekeHa araka TUMy "MiKCalToBa MigpoOKa
3aMMUTIB", KOJIW MIKIUIMBUAN KOJ, 110 3A1HCHIOE aTaky, 30epiraeTbcsi 6e€3mocepeHbo
Ha CaWTI-XKepTBl (Hampukiag, y npodiiai ado komeHTapi). Xoda came Ho coOi
BCTaBJIGHHA KOAY B pE3yJbTaTi arakd TUIy "MibKcaidToBa MigpoOKa 3amuTiB"
3a3BUYail HEMOXKJIMBE 0€3 1HIIOI BPA3IMBOCTI (HAMPUKIIAL, TAKOl K MIXKCAWTOBUMN
CKPUIITHHT), 1HOA1 TparuisitoTbesi cutyarlii, koau HTML-enemeHT 13 30BHIMIHIM
3alUTOM MOXKHa 30epertv y BiakpuToMy moii (Hanpukian, ter IMG B omuci
npodinaro). Aknio agMiHicTparop ad0 1HIIMI KOPUCTYBau MEpEryisHe Ied BMICT,
B1JIOY/I€ThCS aTaka THILY '"MIXKCaWTOBa MiApoOKa 3anuTiB" 0e3 MoTpedH NepexoauTu
Ha CTOPOHHIN calT. 30epekeHui MiaApoONeHU 3amuT 30UIBIITY€E BIPOTIAHICTH
YCHIIIHOI eKCIUTyarTarlii, OCKIJIbKH JK€pPTBa paHO YM Mi3HO caMa BIJIKPUE CTOPIHKY 31
BOYIOBaHUM "TPOSHCHKUM" €IEMEHTOM Ha JJOBIPEHOMY CaMTI.

[le ogun THM, 110 3’SIBUBCS BITHOCHO HEIaBHO, — aTaka THUITY '"MIKCaWTOBa
nigpoOKa 3anuTiB" Ha OOII KiIl€HTa. ATaka HalllJIeHa He Ha CepPBep, a Ha ypasJIuBICTh
y clieHapisx JavaScript caMoro 3acTOCyHKY. 3TOBMUCHUK 3HAXOAUTH CIA0Ke MICIIe
y KJIIEHTCHKOMY KO/l — HaINpHUKJIad, TaKy (YHKIII0, 110 T€HEPYE 3alluT Ha OCHOBI
JaHUX 13 aJIpECHOTO psjaKka ado 1HIIUX BXITHUX IapaMeTpiB, 1 MOXKE MIAMIHUTH IIi
napameTpu. Y pesyabrari Opaysep cam chopMmye 3amuT J0 cepBepa, BKIOYHO 3
JTIACHUM TOKEHOM ISl 3aXMCTy BiJl aTak TUIYy '"MiKcaiToBa migpoOka 3amuTiB",
SKIIO Takui MOTpiOeH, ane el 3amuT Oylde CKepoBaHO Ha ajJpecy, oOpaHy
310BMUCHUKOM. [0 CyTi, KiliEHTChbKUI KOJ "0OMaHOM" 3MYIIYIOTh BiJIIPABUTH CBIN

3aIllUT HC Tyau a00 HE 3 THMH JaHHUMHU, K 3ayMaHO, THM CaMHUM O6XOII$IIII/I 3aXHCT

[].
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Hocmimkenns 2021 poky mokazano, mo y 87 i3 106 mpoanamizoBaHUX
Cy4acHMX Be03aCTOCYHKIB 3HAWJEHO BpPa3JMBOCTI JO arak TUIY ''MiXcaiToBa
nigpobka 3anuTiB" Ha OoIll KII€HTa, NOPUYOMY JJII CEMH 3 HUX Oylu
IPOIEMOHCTPOBaH1 MOBHOIIIHHI €KCIUIONTH, K1 JT03BOJISUTA BUKOHYBAaTH KPUTHUYHI
orepailii Ha cepBepi a00 HaBITh 1HIIIIOBATH MIXKCaUTOBHUM CKpUNTUHT 1 SQL-1H’eKIIii
yepe3 1ieit Bekrop [S]. Taka HOBa 3arpo3a YCKJIAIHIOE 3aXHCT, aJKe KJIACHYHI
CepBEpHI MeTOoAM (TOKEHH, TEpPEeBIpKH cookKie) HE CHpaIfoloTh, SKIO B JIOTIIl

(bpOoHTEHy MPUCYTHI ITOMMJIKH.

1.2 Meroau Ta 3aco0u 3axHCTy BiJl arak THUMY ''MDKcalWToBa ImiJipoOKa

3aruTiB"

OcHoOBHa MpUYMHA BPa3IUBOCTI BEO3aCTOCYHKIB J0 aTak TUIy 'MIDKCaWToBa
nigpoOka 3amuTiB" moisArae 'y Tomy, 1o mnporokod HTTP He 3abesneuye
BOYIOBAaHOTO MEXaHI3My MIATBEP/UKEHHS HaMIpPIB KOPUCTyBaya NpH 3A1HMCHEHH]
3anmuTy. bpay3zep aBromatndHO HajJcHIae aBTeHTH(IKaIiiiHI AaH1 (cookie, 3ar0JI0BKH
aBTOPH3AIlii TOMIO) 10 IOMEHY MPU3HAYCHHS HE3JICKHO BiJl TOTO, 3BIIKH MPUIIIOB
3aMUT — 13 CHPABXKHBOI B3a€EMOJIT KOPUCTyBaya YW 3 IHIIOTO cauTy [6]. Skmio
3aCTOCYHOK HE BUMArae JIOJaTKOBOTO MIATBEp/KEHHs (Hampukial, TOKeHa ado
NEepeBIpKUA JDKEepena), BIH JOBIpsS€ KOKHOMY 3amuTy, IO BIAMNOBigae cecil
KOpPHUCTYBaua.

CnabkuMH MICISIMH, SIKI pOOJISTH MOXKJIMBUMM aTakd TUIY ''MIXKcCaWToBa
nigpoOKka 3anuTIiB", HAWYACTIIIE €: BIJICYyTHICTh YHIKaJIbHOTO TOKeHa (TapaMmerpa-
MIATBEP/KEHHS) Y KPUTUYHUX 3aMUTaX; BUKOPUCTAHHS 1EMIIOTEHTHUX METOJIIB
(GET) nns 3MmiHu crany; abo irHopyBanHsi niepeBipku HTTP-3aronoBkiB mxepena
(Origin, Referer) Ha 6omi cepepa. Tak, 3riIHO 3 EMIIPUYHUMH JOCIIKCHHSIMH,
noHaiiMenie 6au3pko 10% cydacHux BeOCaMTIB Bce IIe MarOTh KPUTHUYHI i,
peamizoBani 4epe3 HeOesneudi GET-zamutu [5]. Ile o3Hauae, 1mo HaBiTh 13
BIIPOBA/PKCHHSAM TIPOTOKOMIB 3aXUCTy, MPO sAKI WIAEThCA JMaji, 3Ha4YHA dYacTKa

Be03aCTOCYHKIB 3JIMIIAETHCS TOTEHLIMHO BPA3JIMBOIO: JIIOIMHA, 10 aTaKye, MOXe
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BUKJIMKATH Tiepexia Opaysepa »epTBu 3a crnemianbHo copmoBanuM URL (uepes
<img> abo mpocTe nepeHanpasieHHs), 1 akmo 3a uuM URL 3nilicHIO€ThCS 3MiHA
cTaHy Oe3 JI0IaTKOBUX IEPEBIPOK — cTaH OyAe 3MIHEHO. 3 1HIIOro OOKY, HABITh
BukopuctanHs wmetony POST He rapantye Oe3meyHOCTi, SKIIO PO3POOHUKHU
MPUITY CTUITUCS TTOMUJIKH.

Binomi Bumasgku, konu cepBep npuiiMaB Tod camuii 3anuT 1 mo GET, 1 mo
POST (uepe3 HEKOpPEKTHY MapIIpyTH3allif0), a00 KOJIM TOKEHOM JIJISl 3aXHUCTY BiJ
aTak TUMy "MiKcaiToBa mipoOka 3anuTiB" OyB repeadadyBaHUM UM CHIIBHUM IS
BCIX CECli — TaKi MOTPIITHOCTI 3BOJISITh HAHIBEIb 3aXUCHI 3ax0Au. JIJist 3aXucTy BijJ
arak TUMy 'MDbKcaiiToBa TMiApoOKa 3amuTiB" TPaJMIINHO 3aCTOCOBYIOTHCS
CreliajgbHl TOKEHH — BUIAJKOBI Ta KPUNTOCTIMKI PSJKU, K1 CEPBEP T€HEPYE IS
KOKHO1 cecli (44 HaBiTh ISl KOXKHOTO 3alUTY) 1 OYIKY€ MOOAYUTH Yy KOKHOMY
KPUTUYHO BAKJIMBOMY 3alUTI (HANpPUKIAJ, Y MpUXOBaAaHOMY Moji GopMmu). SKio
TOKEH BIJACYTHIM a0o0 HEBIPHHWH, cepBep BIAXWISE 3alHUT SAK MOTEHLIIMHO
nigpoonennii. Takuil minxig, Bimomuidl gk Synchronizer Token Pattern,
JNECATUIITTMA OyB CTaHJIAPTHUM PIIICHHSAM 1 3aJUIIAETHCS €PEKTUBHUM, MPOTE
BHMAara€ HaJIe)KHOI IMILUIeMeHTaIlii [6].

BaxnnBo, mo0 TokeHH OyJM JTOCTaTHHO BUIIAJKOBUMH, YHIKAJIBHUMU JIJIs
cecii (a Kpare — JuIsl KOKHOTO 3aIuTy) 1 MepeBIpsIIMCcs CTPOTo Ha cepBepi.

AnpTepHaTUBHI 200 JOTIOMDKHI METOIM 3aXUCTy BKJIOYAIOTh MEPEBIPKY
3aronoBka Referer/Origin (cepBep MEepEeKOHYETHCS, IO 3aUT HAIIMIIIOB 3 BIACHOTO
caiiTy, a HE CTOPOHHBOTO — ajie Iel MeTOoJ MOKe OyTH HEHaJIMHUM, OCKUIbKH
3arojIOBKM MOXYTh OyTH BIJICYyTHI a00 MiApOOJeH] y NEeIKUX BHUIIAJKax), a TAKOXK
BUMOTY TOBTOPHOI aBTeHTH(}IKaIl a00 MIATBEPKCHHS I Yy TIHBUX OMepariii
(manpukian, BBeaeHHs naposst uu CAPTCHA nepen npoBeaeHHsM Tpan3akiii) [1].
binbmicte cygacHux BeOdpeitmBopkiB (Django, Ruby on Rails, Angular Toio)
MaroTh BOyIOBaHI 3acO0M NPOTH arak TUMY "MikcailToBa MigpoOKa 3amuTiB",
aBTOMATUYHO JI0JIal0ur TOKEeHU 710 (opM ab0 3aCTOCOBYIOUH 1HIII MMATEPHU 3aXUCTY.
[le cyTT€BO 3HM3UIIO MOIMIMPEHICTh ypa3nuBocCTi: 3a nanuMu OWASP, Bxe y 2017

poIIi aTaky TUIy "MiXKcalToBa MiIpoOKa 3aUTIB" BUSIBISUIACS JIUIIE TPUOIU3HO Y
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5% mnporecToBaHMX 3aCTOCYHKIB, TOJl SIK PaHillleé BXOAWUB IO MEPLIOI IECATKH
HaHOIBIIT PO3MOBCIOKEHUX TpooieM [1].

[IpoTe MOBHICTIO MpOOJIEMYy HE BHPIIMICHO — SK IOKa3aJdd HaBEJICHI1 BHUIIE
MIPUKJIAIN, TTOMUJIKA peajtizarii abo HeIOTIs T MOXKYTh 3aJIUIIaTh ""1a3iBKU" HaBITh
y 3aCTOCYHKaX, 10 3arajoM OCHAII[EH1 3aXUCTOM.

HoBiTHiif KpOK y €BOJIOMII 3aXMCHUX 3aXOIiB — II€ MEXaHI3MH Ha PiBHI
Opaysepa, 30kpema atpulyT SameSite 1y cookie. Bnepmie 3anmpoBamkenuit y 2016
poIIi 1 OTpUMABIIY IUPOKY MIATPUMKY OpaysepiB 10 2020 poky, arpudyT SameSite
JIa€ 3MOTy OOMEKUTH aBTOMAaTU4YHY MepecuiKy cookie mpu Kpoc-caTOBHX 3aIUTaxX.
3nauenHs SameSite=Lax (3a 3aMOBUyBaHHSAM y CydacHHX Opay3epax) 3a00poHse
HAJICWJIATU ceciiiHl cookie y OIBIIOCTI BUMAIKIB MEPEXOY 3 UY>KOTO CalTy, OKpIM
NesSKUX HaBiramii piBHS BEPXHbOI CTOPIHKHM (HAMPHUKIIAJ, NPSIMOrO MEPEXOLy IO
nocuianHio). Pexxum SameSite=Strict me cyBopimmii 1 moBHICTIO OJI0Ky€e cookie y
OyIb-KUX 3aluTax, 0 MOXOASATh BlJl CTOPOHHIX pecypciB. 3aaBanocs 0, e maio 0
MOKJIACTHU Kpai aTakam TUIly "MiKcaiToBa migpoOKa 3anuTiB", ajpke sSKIo Opay3ep
He J0JacTh CeciiHui cookie, 3amuT 3 4yKoro caity He Oyae aBropu3zoBanuM. Ha
MPAKTHUIII K 116l MeXaH13M BUSBUBCS HE "maHarneer0" [5].

[To-niepmie, HEe BCi PO3POOHHKH MOXKYTh JIO3BOJUTH COO1 BHCTABUTH
SameSite=Strict mis cBoix cookie, OCKITBKH YacTo MOTpiOHA 1HTerparis 3i
CTOPOHHIMU cepBicamu (aBTOpH3allis Yepe3 1HII JOMEHH, BIIPKETH, TUIATEX1 TOIIO).
3HayHa YacTUHA CaWTIB BUMYIIIEHO BUKOPUCTOBYE pexuM SameSite=None (110
(bakTUYHO MOBEpTAE CTApPy MOBEAIHKY 0€3 0OMEXKEHb) /JIs KOPEKTHOI pOOOTH CBOIX
dbynkiii [5].

[To-npyre, HaBiTh SameSite=Lax 3anuinae MOXIHBICTH KPOC-IOMEHHOTO
3anuTy uyepe3 npsiMe nepenanpasiieHHsa (GET-3amuT) — sk 3a3Havyanocs, yumasio
3aCTOCYHKIB BCE III€¢ TIOMHJIKOBO JOIYCKAaIOTh BUKOHAHHS CTAHO3MIHHUX i
metonoM GET, y TomMy umcii B koMmepiiiiHux BeOcepBicax [5]. B Takux Bumaakax
JIIONIMHI, 1110 aTaKye, JOCTaTHbO MPUMYCUTH Opay3ep 3aiiicHutu nepexig Ha URL
ypa3nuBoi 1ii — 1 cookie OymyTh BKITFOUEH1, OCKUIBKY II€ HaBITAIlisl BEpXHBOTO PIBHS,

no3BosieHa mofitukoro Lax. IlpaktuuHi BuMiproBaHHS e(ekTuBHOCTI SameSite
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HiATBEPKYIOTh, 110 IIeH 3aXUCT MOKPUBA€ HE BC1 CLIEHapii aTak TUMY ""MiXcalToBa
migpoOKka 3amuTiB": 30KpeMa, ogHa 3 poOIT MmokKaszaja, 0 3a YMOB MPABHIBHOTO
HaJalTyBaHHa SameSite yCHilHO OJIOKye OCHOBHMI BEKTOP arak, MPOTE BCE XK
Bpa3JIMBUMH JIMIIAIOTHCA HECTAHIAPTHI BUMAAKHU, 1 SIK OyIb-SKHM KOHTP3axij,
SameSite Mmoxxe OyTu 00iiiieHnii pu eBHOMY 30iry 00CTaBUH [5].

Jlo Toro *k, iICHYIOTh CIIOCOOM 0OXOAYy CYMICHOCTI: JIeKi pO3POOHUKH 3aJIs
HOIATPUMKH 3acTapiinx Opay3epiB BCTAHOBIIOBAIM IyOmikatu cookie — OmuH 3
SameSite=None, iHmmii 3 SameSite=Strict. ¥ Takux koH}iryparisx 0yi0 BUSBICHO
HOBY ypa3JMBICTh: CTapi Opay3epu ITHOPYIOTh aTpuOyT SameSite (BiAMpaBIsiOun
nepiuii cookie 3aBxIM), a HOBI — ITHOPYIOTh cookie 6e3 arpulyTy (aje npuitMaroTh
npyruil). B pe3ynasrari B IeBHUX YMOBaX CECis BCE OJJHO MOXKe OyTH BUKOPHUCTaHA
CTOPOHHIM 3alHUTOM, 1110 Oyno moka3aHo Ha npukiaal caiutie GitHub, CNN, Yahoo
Ta IHMHX [5].

Hapemiti, BapTO BpaxoByBaTH, IO aTakd TUIly 'MDKCaWTOBa MiaApoOKa
3anuTIB" €BOJIIOLIIOHYBAIM — 3rajlaHa paHillle araka TUIly "MiKcalToBa migpoOka
3anmuTiB" Ha OOIll KIIIEHTa B3arajl He 3aJIeKHUTh Bia cookie (amke Opay3ep BUKOHYE
3alUT y KOHTEKCTI TOTO K CaWTy, TUIbKU 3 MOJAM(DIKOBAHUMH MapaMeTpamu), TOMY
SameSite TyT He TomoMoxe [5].

3 UMX NPUYUH EKCIEPTH 3a3Ha4ar0Th, 10 Xo4a mosiBa atpulyty SameSite
ICTOTHO MiJABUIIMIIA O€3MeKy 1 3MEHIIMIA KUTBKICTh YCHIIIHUX aTak, npodiema He
BTpaTuia akTyaidbHOCTI [5]. BebG3acTocyHKHM 1 J0ci MOTpeOyIOTh HaJICKHOTO
BIIPOBA/XKEHHS MEPEBIPOK Ha PIBHI cepBepa (TOKEHIB, BaJIlAaropa JKepesaa TOUIO)

Ta PETeJIHbHOTO0 TECTYBaHHS Ha aTaku TUMy ''MDKcalToBa MipoOKa 3amuTiB'.

" "

VYpa3mmBiCcTh 3aIUINAETHCS HEOE3MEYHOIO, IMONPH CBIM MOBakHUM "BIK", amke
JIOCTaTHbO €IWHOI 3a0yToi TepeBIpKM ab0 HECTAHJAPTHOIO CIEHapit0 — 1
3JIOBMUCHUKH 3MOXXYTh CKOPUCTATHCS TOBIPOI0 MDK Opay3epoMm 1 cailToM st

npoBeneHHs araku [1][5].

BucnoBok 110 po3auny 1
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AHani3 arak Ty "MiXcaiToBa mipoOKa 3amuTIiB" 3aCBIUMB, IO IIi aTaku
3aJUIIAIOTBC  CEPHO3HOI0  3arpo30i0 il  Be03aCTOCYHKIB HAaBITh IOMNPHU
BIIPOBA/KEHHS] CYYaCHUX TEXHOJOTiH 3aXHCTy. IXHA Hebesneka HoJArae y
BUKOPHCTaHHI MOJEII JOBIpH MK Opay3epoM KOpHCTyBa4da Ta BEOCEPBEPOM, IO
JI0O3BOJISIE BUKOHYBaTHM HECAHKI[IOHOBaHI Jii Big 1MEHI aBTEHTH(IKOBAHOTO
KOopucTyBada 0e3 Moro mpsmoi yuacTi. [lompu Te, mo HalieeKTUBHIIIUMU
KOHTP3aXOlaMH TIPOTSITOM JECATUIITh Oy BUKOPHUCTAHHS CHUHXPOHI30BAaHHUX
TOKEHIB 1 IepeBipka 3aroyioBkiB Origin Ta Referer, Ha mpakTuii 111 3aX011 HE 3aBXK/IH
BIIPOBAKYIOTHCSI KOPEKTHO, IO CTBOPIOE YHCIICHHI TOUYKH YPa3IUBOCTI.

Oco6auBy yBary BapTO 3BEpHYTH Ha HOBITHI BEKTOPH aTak, 30KpeMa aTaku
TUITy "MDKCAMTOBA IMAPOOKa 3amuTiB" Ha OOl KJIIEHTA, 1[0 0OXOAATh TPaJAMIiHHI
CEepBEpPHI METOAW 3axHUCTy. BomHodac JOCBiJl peaIbHUX 1HIUJCHTIB JEMOHCTPYE
oOMexeHy e(peKTUBHICTh HaBITh TaKUX PIllIeHB, K aTpuOyT SameSite mist cookie,
KWW X04 1 3HAYHO 3MCHIIIY€E TIJIONLY aTaKd, OMHAK HE TapaHTY€E TIOBHOTO YCYHEHHS
pU3MKIB. AHaji3 ICHYIOYMX METOMIB 3aXUCTYy MIJTBEPIKYE, IO KOMIIEKCHUN
MIIX17, SKUH TOEAHYE CEpBEPHI, KIIEHTChKI Ta OCBITHI 3aX0[d, € HaWOLIbII
e(peKTUBHUM CITOCOOOM MPOTHUIT aTaKaM JaHOTO TUITY.

TakuMm uymHOM, 3aXUCT BiJ arak TUmy ''MibkcaiToBa migpoOka 3amuTiB"
3aJIMIIAETHCSL OAraropiBHEBOIO MPOOJIEMOI0, MO MOTpPeOye HE JHUIe TEeXHIYHHUX
pllieHb, a W MiJABUIIEHHS OO0I3HAHOCTI PO3POOHHUKIB 1 KOPUCTYBayiB MO0
MOTEHIIITHUX PU3MKIB 1 Cy4yaCHUX METOJIB 3axucTy. Lle minkpeciroe akTyanbHICTh
NOJANBIINX JOCHIDKEHb Ta PO3POOKH JOJATKOBHUX I1HCTPYMEHTIB, 30KpeMa

Opay3epHUX IUIariHiB, 3IaTHUX MTOCUIIMTH O€3TIeKy Ha CTOPOHI KJIIEHTA.
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PO3JIUI 2. AHAJII3 TIPOTOTUIIIB TA BU3HAYEHHS OCHOBHUX BUMOT
JIO CHROME-TJIATTHA TSI BOPOTBEU 3 ATAKAMU TUITY
"MIKCAMUTOBOI MIIPOBKHU 3AITNTIB"

2.1 Ornsin ICHYOUMX TJIXOAIB 0 BUKOPUCTAHHS TUIAriHIB JJIsl 00pOTHOM 3 aTakaMu

TUITY "MIKCAUTOBOI IiIPOOKH 3amuTIB"

ATaku THIy «MDKCAMTOBA IMIPOOKA 3aMKTIB» BU3HAHI OJHUMH 3 KIIFOUOBHUX
3arpo3 BeOOe3Melrl, M0 CTUMYIIIOBAJIO PO3BUTOK SIK CEPBEPHUX, TaK 1 KIEHTCHKUX
MPOTOHYIOTh Opay3epHl IUIAriHM SIK JOAATKOBUM pPIBEHb 3aXHCTY, IO MPAaIfoe
MOBHICTIO Ha 0ol kopuctyBaya. Hanpuknan, y nocnimkenni 2019 poky onucano
iHcTpyMeHT CSRF Detector nnsi Chrome — KIi€HTCBKHM MOMYIb, 110 aHANI3Yy€e
BeO3amuTu Ta BMICT CTOPIHOK JUIsl BUSIBJICHHS THUIIOBUX INAOJIOHIB aTaK THITY
«MDKCaToBa MIAPOOKa 3amuTIB». Y pe3yJbTaTl eKCIEepUMEHTAIbHOI MEepeBIPKU
IUIariH BUSIBUB YC1 3MOJIEJIbOBAaHI aTaku 0€3 XMOHOMO3UTHUBHUX pE3YJIbTaTIB,
MPOAEMOHCTPYBABIIM TPUHITUIOBY KUTTE3AATHICTD MiaAXoay [7].

[TomupeHuM TEXHIYHUM pPINICHHSIM cepell Opay3epHUX PO3IIUPEHb €
3aCTOCYBaHHS TOJITUKHA 3a00pOHM M1KCAUTOBHX 3allMTIB 32 3aMOBUYBaHHsM. Taki
1HCcTpyMeHTH, ik RequestPolicy nns Firefox abo uMatrix, 010KylOTh MIXKIOMEHHI1
HTTP-3anutu, D0KM KOPHCTYyBad SIBHO HE IO3BOJIMTH B3aeMomito. lleit meron
MPAKTUYHO YHEMOXKJIMBIIIOE HECAHKIIIOHOBAHI [ili 3JOBMHCHHKAa Ha CTOPOHHIX
cepBepax, o pooUTh HOro e(HEKTUBHUM MPOTHU aTaK TUITY «MIKCAWTOBA MiapoOKa
3anuTiB». OJHaK Takui MiAXiJ Mae 3HAUHUN HEIOJIK: ICTOTHE MOpYILICHHS
(GYHKIIOHATBHOCTI  JIETITUMHMX  BE03aCTOCYHKIB, $KI 4acTO MOTPeOYyIOTh
3aBaHTAXCHHSI KOHTEHTY 3 1HIINX JOMEHIB [§].

[Ile omuH w™etom peamsanii KIIEHTCHKOTO 3aXUCTy — (UIbTpaIlis
aBTEHTU(IKAIIHHUX JaHUX Yy Kpoc-AOMEHHUX 3anuTax. Posmmpenns CsFire
(Firefox) Bumanse cookie 3 ycix mixkcantoBux HTTP-3amutiB, 3a6e3nedyroun

OJOKYBaHHSI TMOTEHI[IMHUX arak 0e3 MOpYIIEHHS OCHOBHOI (YHKI[IOHAJBLHOCTI
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cauTiB. [logi6Hy cTtparerito 3actocoBye No-CSRF y Chrome, mo Buimyuae ceciitHi
nani 3 MmibknomeHHnx POST-3anutiB 1 Hagae kopuctyBauy iHTepdeiic s neperisgy
JKypHaTy TaKUX 3alUTIB, peai3ylouu AJlarHOCTUYHY QyHKIIio [9].

[Tnarinm tumy NoScript moe€aHyIOTh (QUIBTpAIil0 BUKOHAHHS CKpPHWIITIB 3
JIOJIAaTKOBUMH MOIYJISIMU 3aXHCTY BiJl aTak THUITY «MIKCaWTOBa MiApoOKa 3aluTiBy.
Hampuknazn, momayns Application Boundary Enforcer 3amo6irae nagcunanaio HTTP-
3aIUTIB JI0 JIOKAJBHUX apEeCHHUX MPOCTOpiB (Hampukiaia, localhost), mo ocobauBo
BXXJIMBO JUIsI MPOTUJIT arakaM Ha BHYTPIIIHI cepBicu KopuctyBaya [8]. Taxuit
N1X11 MIHIMI3y€ PU3MKH aTak yepe3 Kpoc-nomeHHl POST-3anuth, mo npuxoBaHo
BUKOHYIOThCS IIKIJIJTABUMU CTOPIHKAMMU.

Kpim cyto Onokyroumx 3aco0iB, ICHYIOTh TaKOX HaBYaJIbHO-/[1arHOCTUYHI
miariay. 3okpema, CSRF Spotter ckanye cropinku Ha HasBHICTE HTML-dopm 6e3
HAJICKHUX TOKEHIB IEPEBIPKM ABTEHTUYHOCTI W MOBIJOMIISE TMPO MOTEHIIIIHI
BpazuBOCTI. Lle 1ae MOXKIMBICTH PO3POOHUKAM 1 TE€CTYBAJIbHUKAM IIBUKO OI[IHUTH
pIBEHb 3aXHCTY CTOPIHOK, XO4a METOJ HE € O€310raHHUM 1 MOXE SIK MPOMYCTUTHU
HeOe3MeyH1 BUTIAIKU, TaK 1 CTBOPIOBATH XMOHOIMO3UTHBHI morepemkerHs [10].

Crij 3a3HAUUTH, 110 aTaKu TUITY «MDKCaWTOBa MiApoOKa 3amuTiB» € 0COOIUBO
CKJIAHUMU JJisi BUSBICHHS AHTHUBIPYCHUMHU TMpPOTpaMaMH YU YHIBEPCAIbHUMH
TJIariHaMH, OCKUTBKM araka eKCIUTyaTye KOpeKTHMM (QyHKIloHan1 Opaysepa 1
(bopManbHO BUIIIAIAE AK JETITUMHUMN 3alUT. 3 €1 IPUYUHU OLIBIIICTh MOMYIISIPHUX
3ac001B 3aXMCTy HE peati3yloTh CHEIiali30BaHUX MEXaHI3MIB OOpOTHOM 3 IUM
THUIIOM arax [8].

[Ilono edeKTHBHOCTI aBTOHOMHMX KIEHTCHKUX IUIATIHIB, JOCIIIKCHHS
MOKa3yloTh, M0 BOHM MOXYTh 3HAYHO TIJABUIIUTH pPiBEHb Oe3meku Bebcecii,
OJIOKyIOYM  HEKOHTPOJIhOBAaHI  MDKCAMTOBI  B3aemoxii. BomHowac moBHa
YHIBEPCATbHICTh TAKUX PIMICHb HEAOCSHKHA: 3aHAATO CYBOP1 (PUIBTPU MOPYIIYIOThH
po0OTy Gararbox CaiTiB, a MOMIPHI PEXKUMH MOXYTh HE MOKPUTHU BCl MOTEHIINHI
BEKTOpHU aTaku. JlomaTkoBOIO MPOOIEMOIO € aTakd y MeXax TOrO CaMOTO JIOMEHY
(HampuKIIa, 4epe3 MIKCAaUTOBHM CKPUNTHHT), KOJU IUIATiH, IO MPAIIO€ HA PIBHI

MDKJIOMEHHHUX B3a€MOJIiH, HE 3/1aTeH 3a0€3MeYnTH HaJeKHOTOo 3axucty [8][9].
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HaykoBi mparii oCTaHHIX POKIB TaKOX JOCTIHKYIOTh KOHIIEMIIIIO 130711
CeaHCIiB MDXK pI3HUMH TpyNaMH CalTiB (HampuKiIad, dYepe3 BUKOPUCTAHHS
koHTelHepiB y Firefox), 1m0 103BoJIs1€ TOKai3yBaTH CECiitH1 J1aH1 Ta YHEMOXIUBIIIOE
iX BUKOpHUCTaHHS y MDKcaWToBuX 3amutax [l11]. Takwii miaxim AEMOHCTpYE
MOTEHITia] JUIsl MONAJBIIIOTO PO3BUTKY KIIEHTCHKHX pillleHb, X0ua HHUHI HOTO
3aCTOCYBaHHS OOMEKEHE paMKaMH IIPUBATHOCTI, a HE MPSIMOI POTH/IIT aTaKaM THITY

«MDKCcalToOBa miApoOKa 3aMUTIBY.

2.2 BuzHaueHHsi OCHOBHUX BUMOT 10 Chrome-miarina ajisi 3aXycTy Bij aTak

TUITY "MI>KCaWTOBOT MIAPOOKHU 3amUTiB"

Ataku Tuity "MiKcaWTOBa MipoOKa 3amuTiB" 3aJMINAIOTHCS aKTyaJbHOIO
3arpo30l0 IJIsl CydacHHX Be03aCTOCYHKIB, HE3Ba)aloul Ha BIOCKOHAJICHHS
CTaHAapTiB O€3MeKu Ta TMOLIUPEHHS 3aXMCHUX MEXaHI3MIB Yy Opay3epax i
¢dpeitmBopkax [12]. Lleii Tun arak excruryarye 0a30By JIOBIpY BEOCAWTIB JI0 3aIIUTIB,
10 HAIXO/SITh Bij Opay3epa KOpUCTyBaua, 1, 3a BIICYTHOCTI JJOJIATKOBUX MEPEBIPOK,
JT03BOJISIE 3JIOBMUCHUKY BHKOHATH Jii BiJl IMEHI aBTEHTH(IKOBAHOTO KOPHCTyBaya
0e3 ioro Bioma. 3BaxarouM Ha Iie, po3poOka miariHa s Opayszepa Chrome,
CIIPSIMOBAHOTO HA 3aXKCT BiJ] aTaK TUITYy "MiXKCalTOBa MIAPOOKa 3anmuTIiB", MTOBUHHA
OyTH OpIEHTOBAHA HAa KOMIUICKCHE BUPIIICHHS MPOOJIEMHU HA CTOPOHI KITIEHTA.

Hacamniepen kimtouoBa BUMOTa A0 TaKOTO TUIAriHa MOJSTae y WOTO 3JaTHOCTI
aBTOHOMHO aHai3yBaty Bci BuxiaHl HTTP-3anuTtw, mio im0 Thcs 6pay3epom. Le
BKItodae nepeBipky HTTP-meToniB (3 ocoOnuBuM akiieHToM Ha 3anutu tuny POST,
PUT ta DELETE, siki 3a3Buuail 3MiHIOIOTH CTaH pecypcy), 3arojoBkiB Origin 1
Referer, a Takox crpykrypu URL-agpecu [13]. [lnmarin Mae Bu3Ha4yatu, 4u
BIJINOBIJIAIOTh MMapaMeTpH 3alMTy OYiKyBaHid momiTuil 6e3neku. OcobnuBa yBara
Ma€ TIPUAUIATHCS CIIEHAPIsAM, y SKHUX JKEPENIO 3alUTy BIAPI3HAECTHCS BiJl JOMEHY

MPU3HAYEHHS, 1110 € TUIIOBUM 1HJIMKATOPOM MIKCailToBOi aTaku [14].
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Jpyroio BaxIHBOI (DYHKIIIOHATEHOIO BUMOTOIO € TIEPEBIpKa HASIBHOCTI Ta
KOPEKTHOCTI TOKEHIB I 3aXHCTy BiJl aTak TUIY "MDKcaiToBa miJpoOKka 3amuTiB",
K1 € CTaHAAPTHUM MEXaHI3MOM 3axXHUCTy y OUIBIIOCTI Cy4acHUX Be03aCTOCYHKIB
[15]. [Inarin moBuHeH ineHTUdIKyBaTH GopMU abO0 1HII MEXaHI3MH HaJCHUJIaHHS
JIAHUX 1 MEPEeBIPATH, YA BKJIIOYEHO JO HUX YHIKaJlbHI BUMAJKOBl TOKCHH. Y pasi
BUSIBJICHHS 1X BIZICYTHOCTI 200 HEMpPaBUIBHOI peai3allii miarid Mae 3a0e3mneqyBaru
TeHEPAIIiI0 CTIMKUX TOKEHIB Ta iX TWHAMIUHY IHTETPAIIiI0 Y CTPYKTYpy CTOpiHKH. [le
JTIO3BOJIMTH 3HAYHO T1JBUIIUTH 3aXUINCHICTh HaBITh TUX BeOPECYpPCiB, Jie CepBepHa
YacTHHA HE MICTUTh HEOOX1JHUX 3aX0/iB Oe3mneku [16].

Oco6auBy 1IHHICTh CTAHOBUTDH (DYHKIIIOHATIBHICTh AUHAMIYHOTO OJIOKYBaHHS
HeOe3MneyHnx 3amuTiB 10 cepBepiB. Skmio micns anamzy HTTP-3anuty mnarin
BU3HAYa€, 110 BIH MAa€ O3HAKU MOTEHIIMHOI araku TUMY "MiXcalToBa MiIpoOKa
3anuTiB", BIH MOBUHEH MAaTU MOXJIMBICTH MEPENIKOJUTH WOTO BUKOHAHHIO IIIE /10
BianpasneHHsa. Ile nocsraerbcsi BukopuctanHsM APl Opayszepa (30xpema
WebRequest API), 1o 103BoJisie mepexXomiioBaTy 3alUTH y peaibHOMY Yaci Ta 3a
nmoTpedbu ckacoByBary ix [17]. KpiM 115010, BaXKJIMBUM 3aBIaHHSM € BiJIOOpaKeHHS
pe3yapTariB poOOTH IJIariHa AJjis KIHIEBOIO KopucTyBaya. IHTepdelic MoBHHEH
iHQopMyBaTH MPO TOTOYHUN PIBEHb PU3UKY KOHKPETHOI CTOPIHKU, HaJaBaTH
1ICTOpif0 OJIOKOBAaHUX 3aMUTIB 1 MPOMOHYBATH MOPaaAX MIOAO MIiABUIIEHHS PIBHS
oesnekwu [18].

Jlns 3a0e3rneueHHs TepcoHamizamii podoTH miariHa HeoOXiaHO BIPOBAIUTH
MEXaHI3MU HaNalTyBaHHS piBHS 3axucTy. KopucrtyBau mMae MaTu MOXIHMBICThH
BCTAHOBJIIOBATH YYTJIMBICTh aHAJI13y, BU3HAYATH OLTUH CIIUCOK JOBIPEHHUX JIOMEHIB
Ta KepyBaTH IHIIUMH acCMeKTaMH pPOOOTH PO3IIMPEHHA. BaXXIMBUM € TaKoX
BIIPOBAPKCHHS aBTOMAaTUYHOTO OHOBJICHHSI TIOJIITUK OE3IEKH Ta TIPaBUIJI TIEPEBIPKU
JUIST TATPUMKH aKTyaJlbHOCTI 3aXWCTy BIAMOBIIHO J0 HOBHUX 3arpo3 Ta
BpaznuBocTei [19].

3 oISy Ha BUKIIAJIEHE, OOOB'SI3KOBUMU TEXHIYHUMM BUMOTAMU JI0 TjIariHa
€. CYMICHICTh 13 OcTaHHBbOIO Bepciero Chrome (Ta, 3a MOXJIMBOCTI, 1HIITUMH

Chromium-0Opay3epamu), MiHiMi3al1lisl BIUIUBY Ha IPOAYKTUBHICTh Opay3epa, 3aXUCT
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30epeKeHNX HaJalllTyBaHb KOPUCTYBaya, a TAaKOXk CyBOpE AOTPUMAHHS MPUHIIUITY
HallMEHIIMX TPUBIIEIB, M0 mepeadadae IOCTYI JHIIE A0 THX PECypciB, fKi
HeoOX1HI 11 poOoTu. OKpeMo BapTO 3a3HAYUTH HEOOXITHICTh 1HTErparii
HaBYaJbHUX MaTepiaiiB A0 iHTepdeiicy muariHa. Lle m03BonuTH KOpUCTyBauam
Kpallle 3pO3yMITH CYTh 3arpo3M aTak TUIly "MikKcalToBa mMmiapoOKa 3amuTiB" 1
MIBUIIMTHU BIacHY 0013HaHICTh y cdepi kidepoesneku [20].

Takum umzoM, BuMoru A0 Chrome-mnariHa sl 3aXHUCTy BiJl aTak THITY
"MiKcalToBa MiIpoOKa 3amuTiB" MalOTh KOMIUIEKCHHUM XapakTep 1 OXOIUTIOIOTh
(YHKIIOHANBHICTD JUISl aHAJII3y Ta MOAM(DIKALIi 3a1IUTIB, 3pPYUYHICTh 1 3pO3yMIUIICTh
iHTEepdecy, a TAKOXK BIMOBIIHICTh CTaHAapTaM O0€3MEKH Ta CyYaCHHUM IT1JIX0/1aM 0
3aXUCTy JAHUX HA CTOPOHI KiieHTa. Peamizariis mMuX BUMOT J03BOJIUTH CTBOPUTHU
e(DEeKTUBHUN IHCTPYMEHT /I 3HUKEHHS PU3MKIB aTaKk [aHOro THUILy HaBIThb Yy

BUIIAJIKaX, KOJIU CEPBEPHI 3aXKCHI 3aX0/I1 B1ICYyTHI 200 peaizoBaHi 4acTKoBO [21].

2.3 BuOip TexHonorii aig peanizauii Chrome-mnnarina

Bubip texnomnoriii 1iist po3po0ku Chrome-riarina, o mpoTHIi€ aTakam TUITY
«MikcalToBa MigpoOKa 3aluTiB», Mae€ KIOYOBE 3HAYEHHS sl €(EKTUBHOCTI,
CTaOUIBHOCTI Ta O€3MEYHOCTI KIHIIEBOTO TMPOAYKTY. TEXHOJNOTIYHUN CTEK
BU3HAYAETHCA (PYHKI[IOHAIBHUMHU MOTpe0aMy IUIariHa, 30KpeMa Horo 37aTHICTIO
aHajizyBaru BeOTpa(ik, BHUSABIATA IIKJUIMBI 3a0UTH Ta B3aEMOMISATH 3
KOPUCTYBaueM y PEXKUMI peanabHoro yacy [22].

BpaxoBytoun 3aBnaHHs mnepexoruieHHs Ta Monudikauii HTTP-3anwuris,
JOTUThHAM € BUKOPUCTaHHS JavaScript S5k OCHOBHOI MOBHU MpOrpaMyBaHHS, aiKe
BOHA MAa€ PO3BUHEHUN TEXHOJOTIYHUHN 1HCTPYMEHTapid, MATPUMYE aCUHXPOHHY
MOJIeJIb BUKOHAHHS Ofepalii 1 103BoJisge ehekTuBHO B3aeMoisaTu 3 API Gpaysepa.
JavaScript Takox 3a6e3nedye poboTy 3 AMHAMIYHOIO CTPYKTYporo Document Object
Model (DOM), mo HEOOXiAHO Jisi aBTOMAaTHYHOTO BHSBJIEHHS Ta BCTAaBJICHHS

3aXMCHUX TOKEHIB y 3amutu [25].
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Ocob6nuBy poyib MpW CTBOPEHHI IUIariHa BiAirparoTh cremiamizoBadi API
opaysepa Google Chrome. Jlns peamizarii QpyHKII# MOHITOPHUHTY Ta yHpaBIiHHS
HTTP-3anutamu kimo4uoBoro TexHonoriero € webRequest API. Ileit API no3Bosisie
PO3IIMPEHHIO TEPEXOTUTIOBATH, aHalli3yBaTH, OnokyBatu abo 3minroBatd HTTP-
3aUTH JI0 TOro, SIK BOHM OyayTh BHUKOHAHI Opay3epoM. 30Kpema, 3aBIsKu
webRequest API, muarin 3gatHuii mepeBipsati BianosigHicTe HTTP-3aromoskis
Referer ta Origin, KOHTPOJIOBAaTH HAsIBHICTh 3aXMCHUX TOKEHIB, aHaJI3yBaTu
HajamryBanHsa SameSite Cookies Ta BU3Ha4YaTH PiBEHb PU3UKY KOHKPETHHUX 3aITUTIB
[22].

[ammm HeoOximuuM 1HcTpymMeHToM € Content Scripts API, mo mo3Bossie
3armyckaty Ko JavaScript 6e3rnocepeHb0 B KOHTEKCTI BEOCTOPIHKH, 110 KPUTUIHO
BaYKJIMBO JIJIs aBTOMATUYHOI MEPEBIPKU a00 J10/IaBaHHS 3aXUCHUX TOKEHIB Y (popmu
ta 1HUI enemeHTu DOM-nepeBa. 3aBiasiku LbOMY peai3yeThCsl MPO30pUM 1
HaJIMHUN MEXaHI3M 3aXUCTy KOPUCTYBaya BiJl HECAaHKIIIOHOBAaHUX 3aIIUTIB.

Cxemy apxitektypu Chrome-miarina HaBeIeHO Ha pUCYHKY 2.1.

Iepexonnenns Amnauisz | Bisyaaizanis il
IANMTIR 3aT0JI0BKIB PH3HKIB *| kopucryBaua
| I
I l [ l
Buxopncramms TTepeBipka TOKEHIB UL 3enennii: Gezneunnii 3annT; TTiqTBepIITH 3a1IHT;
webRequest API; 3aXHCTY BLIl 8TAK THITY JKoBTHIT: miIo3pimIil 3ammT; 3abmoKyBaTH 3ammT;
Amnanis fetch ta "mixcailToRa nijgpotka Yeppommnii: nebesmeunmi Hoparu caiit y 611nil cHcok;
XMLHttpRequest; 3AnUTIE"; 3aIIHT;
BrzHaueHHs Amanis Referer Ta Origin
BHXIIHIX 34THTIE, Omingka SameSite
Cookies; .
. Moxaagnmit Munaminne
Bussauensa pisaa — ) —  »
PH3HKY; AHALI3 1Arpo3n HATANITYBAHHA
v l
TIpHEHHN T1103PINocTi 3anuTy; Kongirypanis pisns
BimcyTHICTE TOKEHIB I 3aXHCTY Yy TIBOCTI;
BIZ aTak THIY 'MizkcaiiToBa ARTOMATHUHE OHOBTEHHA
ILIpoOKa 3amHTIB", MO THK;
Hesianosiaaicts Referer/Origin, MeHeKMEHT BHKIIOUEHE;

Pucynok 2.1 — Cxema apxitektypu Chrome-mnarina

BaxnuBuM acnekToM po3poOKH PO3MIMPEHHS € Mo0yIoBa 3py4YHOrO Ta

3posyMmiuioro  iHTepdeiicy  kopuctyBada. J[1s  1bOro  peKOMEHJ0BaHO
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BUKOPHUCTOBYBATHU cy4acHi JavaScript-¢dpeiiMBopku abo 610110TeKH, Taki ik React.js
abo Vue.js, 10 MO3BONAIOTH IIBHJKO CTBOPIOBAaTH IHTYITHBHI iHTepdelicu, sKi
3a0e3MeuyoTh KOPUCTYBaueBl MPOCTUH JOCTYyN JI0 HaJlalTyBaHb O€3MEKH,
NEeperIsiAy CTaTyCy 3aXUCTy Ta OTpUMaHHS iHGopMaIlii mpo MOTEeHIIiiHI 3arpo3H.

Jlns 3a06e3neueHHs] TMHAMIYHOCT] Y HaJaIllTyBaHH] MpaBujl O€3MeKH IiIariHa
kopucHO 3actocoByBatn Chrome Storage API, mo nHamae moxnuBicTh 30epiratu
HAJTAIITYBaHHS KOPHUCTyBaya Ta aBTOMAaTHYHO OHOBIIOBATH MpaBmiia Oe3meku 0e3
JOJJATKOBUX PY4YHUX BTpydaHb. lle ocoOiuBO akTyajibHO B yMOBaX 3MIHHOI
3arpo3JIMBOi CUTYallll, KOJIM IIBHJIKE pearyBaHHs € KPUTHYHO BaXJIUBUM [23].

BpaxoBytoun mnorpedy y mBUAKOMY 1H(GOpPMYBaHHI KOPHUCTYBadiB IIOJ0
MOTEHIIHUX 3arpo3, PEKOMEHIY€EThCs 1HTerpalis 3 610110TekaMu 1Jisi CTBOPEHHS
IHTEPaKTUBHUX CIOBILIEHb, HAIIpUKIa, SweetAlert. 3aBIsIKM BUKOPUCTAHHIO TAKHX
016;110TeK MOXKHA HAOYHO JEMOHCTPYBATH KOPUCTYBayaM Pi3HI PiBHI PU3HKY Ta
MPOIMOHYBATH 3pO3yMUJII PEKOMEHAAIIIT OO0 MOJATIBIINX Ai (TATBEpIKEHHS a00
OJIOKYBaHHS 3aIUTY ).

CxeMy, II0 JIEMOHCTPYE CHCTEMYy BHSBICHHS Ta 3amoOiraHHs arakam

«MmixkcanToBa miapoOka 3anutiB» y Chrome-miaridi HaBEAEHO Y PUCYHKY 2.2.

i / AHans v 4
AHaIli3 3aMiTy 3a IMepexonnenHs . IHTepakTHEHIIT [TpuiHATTS
TIOIIOMOTOI0 » ——"* 3aTOIOBKIB i —s . g F L'
- 7 3AIMHTY . intepdeiic pileHHs
Chrome-nnarina TOKEHIB
A 4 v Y
> 2 ' R Ilokazatu
JlopipeHiii BincyTHill/ . ,
3aIHT HekopekTHHuii PRCHEQIS ™Y Hossommi
P Ta geTami
h 4 r
3ammT - OKVBATIY
ONiHKa PHIHKY | Buokysatn
II03BOJIEHO TMonepemnti

PucyHnok 2.2 — Cuctema BUSIBIICHHS Ta 3aro0IraHHs arakaM '"MiKcalToBa miapooka

3anuTiB" y Chrome-miarini
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Takum 4YMHOM, KOMIUIEKCHE BHMKOPHUCTaHHS TexHosori JavaScript,
webRequest API, Content Scripts API, Chrome Storage API, a Takox cydacHux
010J110TeK U1 pO3pOoOKH 1HTEep(dECiB KOPUCTYBaua, T03BOJISIE 3a0€3MCUUTH BUCOKY
e(eKTUBHICTh, MPOAYKTUBHICTb Ta 3PYYHICTb B3Aa€EMOJIi KOpUCTyBaya 3
pO3IIUpPEHHM, 3a0e3Meuyroun HaIiiHWI 3aXUCT BiJ arak TUIy «MDKcaiToBa

miapoOKa 3amuTiBY.

BucHoBOK 110 po3miny 2

AHari3 iCHyI0YMX M1IXO0/IIB JI0 3aXUCTY BiJI aTak TUITY «MIXKcalHToBa MiapoOKa
3aIUTIB» JI03BOJIMB 3pOOUTH KiJIbKa MPUHIMIIOBUX BUCHOBKIB 100 €()EKTUBHOCTI
KJIIEHTCHKHUX 3aC001B 0€3MEKH Ta KIIOYOBUX BUMOT J0 po3poOku BiacHoro Chrome-
rariHa.

[To-mepiie, MOCBiA BOPOBADKEHHS TaKWX PIMICHh TOKa3ye, IO Xoda
Opay3epHi pO3MIUPEHHSI HE MOXKYTh MOBHICTIO 3aMIHUTH CEPBEPHUM 3aXHCT, BOHU
3/1aTH1 1CTOTHO 3HU3UTH PU3UKH HUISIXOM MOHITOPUHTY Ta OJIOKYBaHHS MiAO3PUIAX
3aMUTIB HAa CTOPOHI KileHTa. BusBieHO, 1m0 Halie)eKTUBHIMIMMU € TUIAr1HU, SIKI
3a0e3MeuyIoTh THyYKE YMPaBIiHHSA pU3UKAMU, IHTETPAIlil0 HaBYAJILHUX MOIYJIB 1
JIO3BOJISIFOTh  KOPUCTYBaueBl MpUNAMATH YCBIJIOMJICHI PIIICHHS W00 O€3MeKu
BJIACHUX cecii. TakoX 4iTKO MPOCTEKYETHCS HEOOX1THICTh KOMIUIEKCHOTO T1IXOMY:
ABTOHOMHUI aHalli3 3aMuTIB, MEepPeBipKa MOJITUK Oe3MeKU, TUHAMIYHE OHOBJICHHS
KOH(Irypaliil Ta IHTEpaKTUBHA Bi3yasli3allisi pU3UKiB.

BusznauenHst QyHKITIOHAIBHHUX 1 TEXHIYHUX BUMOT JO IJIariHa JEMOHCTPYE,
0 YCIIX peami3allii HampsMy 3aJieKUTh BiJl 3[aTHOCTI €(PEKTUBHO IHTErpyBaTH
cyuacHi API Opaysepa, 3a0e3neunTu CyMICHICTh 13 aKTyaJbHUMHU CTaHAapTaMu
Chrome 1 npw 1bOMYy 3aJHINIATUCA 3PYYHUM JUIsl KIHIICBOTO KOPHUCTYBaua.
KimtouoBumMu BuMoramu cranu: nepexoryieHHs Ta anam3 HTTP-zanutiB y
peasibHOMY uaci, oOpoOKa TOKEHIB Jii 3aXHCTy B aTak THUIy 'MiXcalToBa
nigpoOka 3amuTiB", aNaNTUBHICTh HaJAIITyBaHb OE3MEKHM Ta HAJaHHS IOBHOI

MPO30POCTI MO0 M1 PO3IIUPEHHS.
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VY3aranpHIOIOUM, MOXKHAa KOHCTaTyBaTH, 10 po3pobka Chrome-miarina asns
OopoThOM 3 aTakaMu THUIYy "MDKCaiTOBa MigpoOKa 3amuTiB" € CKIAIHHUM, alie
TEXHIYHO BUIPABIAHUM 3aBJaHHAM, sIKe MOTpeOye peTelabHOro OajaHcy Mix
0e3MeKor0, MPOAYKTUBHICTIO Ta 3PYUYHICTIO BUKOpHCTaHHS. OTpuMaHi pe3yinbTaTH
JOCTIKEHHS Ta aHaII3y MPOTOTUITIB JSDKYTh B OCHOBY apXITEKTypH ManiOyTHBHOTO
IPOAYKTY, IO JTO3BOJUTH CTBOPUTH €()DEKTUBHHUM IHCTPYMEHT IS JOAATKOBOTO

3aXMCTy KOPUCTYBauiB B1J JAHOIO TUITY aTakK.
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PO3JIUI 3. PO3POBKA CHROME-TIJIATIHA 3 IHTEPAKTUBHOIO
CUCTEMOIO HABUYAHHSA /11 BOPOTHBU 3 ATAKAMU TUITY
"MIKCAMUTOBOI MIIPOBKHU 3AITNTIB"

3.1 CtBopennst Chrome-riiariHa 3 1HTEpaKTUBHOIO CUCTEMOIO HaBUAHHS IS
O00pOTHOM 3 aTakaMu THUITY ""MicalToBa IiIpoOKa 3armuTiB"

[Ipouec ctBOopenHs Chrome-miarina ans OOpoTHOM 3 aTakaMu THITY
«MDKCaWTOBa MiAPOOKAa 3alUTIB» OXOIUIIE JEKUIbKAa KIOYOBUX  ETalliB:
IUIaHYBaHHS, PO3pPOOKY CTPYKTYpH, HANMCAaHHS Ta IHTErPallil0 KOAy, a TaKoX
HaJAIITyBaHHS I1HTEPAKTUBHOI B3aeMoJli 3 KopucTyBadyeM. OCHOBHOIO METOIO
pO3pOOKH € CTBOPEHHS IHCTPYMEHTY, SKUM 3a0e3nedye HE TIIbKHM 3aXHUCT
KOpPHCTYBaulB Bl HEOE3MEYHUX 3aNUTIB, a il MiABUIILYE PIBEHb IXHBOI K10epOe3neKu
[UISIXOM 1HTEPAKTUBHOTO HaBYaHHsI 0e3MmocepeIHbO M1 yac poOoTH y Opaysepi.

Jlnst peanizanii miarina 6yno oopano texuosorii JavaScript, HTML ta CSS,
AK1 € CTaHJAPTHUMH U1 PO3POOKH PO3LIMPEHB Opay3epiB 1 JO3BOJIAIOTh €PEKTUBHO
IHTErpyBaTUCh 3 THTEPPEiCOM KOpHUCTYBaya.

Crpykrypa crBopeHoro Chrome-miiariHa CKJIaa€ThCsl 3 TaKUX KIFOYOBUX
€JIEMEHTIB:

o ®@aiin xoHpiryparii (manifest.json)

o ®onosuii ckpunt (background.js)

o KontenTtHuit ckpunt (content.js)

o Cxpunr iH'exmii (page_inject.js)

o IHtepdeiic kopuctyBaua (daiinu popup.html, popup.css, popup.js)

[Tepmmm 1 xkmrogoBuM (aitiom miuarina € manifest.json. Y HbOMY MICTHTBCS
iHQopMarlisi Mpo BepcCito, JA03BOJIM, BUKOPUCTAHI CKPUOTH Ta PECypcH, IO

3a0e3neuytoTh po0oTy 1uiarida. JIiCTUHT 1boro (aiiay HaBeIeHo B AOAATKY A.
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daiin onMcye OCHOBHI 1I03BOJIM, TaKl SIK storage 11 30epiraHHs HaJlallTyBaHb
KOopuCTyBada Ta tabs i KepyBaHHs BKJIagKaMd Opay3epa, 10 HEOoOXiTH1 s
MOBHOIIIHHOT pOOOTH ILJIariHa.

®onoBuit ckpunt background.js BiAmoBigae 3a JOTIKy poOOTH IUIariHa Ha
piBHI Opay3epa. Y mpoMmy (aiiii peayizoBaHO KepyBaHHS CTAaTyCcOM ILIariHa
(aKTHBHHI 4M H1), 3aKUC TOAIN y )KypHaJ, a TAKOXX pearyBaHHS Ha MOBIJOMJICHHS
BiJl KOHTEHTHOTO CKpunTy. MOHOBUI CKPUNT yHpaBisie Bi3yaJbHOIO 1HIWKAIIEIO
CTaTycy BKJIQJKW 4epe3 1IKOHKU Ta Ocimki. IloBHMI micTuHT (aitiny HaBenaeHO y
JIOAaTKy A.

KonTtentauii ckpunt content.js BOYTOBY€ThCS O€3MIOCEPEAHBO B KOHTEKCT
Be0-CTOPIHOK, sIK1 BiJBIAy€ KOpucTyBad. OCHOBHUMH (DYHKIIISIMU LIBOTO CKPHIITA €
noaaBaHHAa 3axucHuX CSRF-tokeHiB 10 (opM Ha BEO-CTOPIHKAX Ta NMEPEXOIUICHHS
o HajcuiaaHHsg GOpM JUIS aHAi3y 1 MOMEpPeKEHHS MDKCAUTOBHX MiApOOOK
3anuTiB. KOHTEHTHMII CKpPUOT TaKOX B3aeMONIl€ 3 (OHOBUM CKPHUIITOM,
MOBIJIOMJISIFOYH TIPO MOTEHIIIHI 3arpo3u. JlicTHHT (aiiny BUHECEHO 10 A0AaTKy A.

Ckpunt iH'ekii page inject.js 103BoJsie 001kt ooMmexxeHHss Content Security
Policy (CSP) BeG-ctopinok 1 mepexoruiroBaty XMLHttpRequest ta Fetch API-
3aMUTH, U0 HEMOXJIUBO 3pPOOMTH 3BHUYAMHMMH KOHTEHTHUMHU cKpunrtamu. Lle
KJIFOUOBHM €JIEMEHT y 3a0e3MeueHH] Oe3IeKH, M0 JTO3BOJISE€ BYACHO BHSBIISATH Ta
OJOKyBaTW MOTEHUIWHO HeOe3neyHl 3anuTh. JleTanbHUil JICTHUHT LbOTo Qaiity
MpEACTABICHUN Y JOIaTKy A.

Jl1s B3aeMojiil 3 KOpUcTyBadeM po3po0JieHo crieliaibHul 1HTepdeic, aKui
ckrnagaetbes 3 HTML-daitny popup.html, crunizamiitnoro ¢aiimy popup.css 1
JavaScript-daiimy popup.js. Lleit iHTepdeiic 103BoMsIE KOPUCTYBAUEBI MTEPETIISAATH
cTaryc poOOTH TuIariHa, KepyBaTH HaNAIITYBaHHSIMH O€3TEKH, 3alyCKaTh aylauT
¢dbopM Ta OTpUMYBaTH HABYAIbHY 1H(OpPMAIIITO.

HTML-gaiin dopmye cTpykrypy iHTepdeiicy. Crumizamis iHTepdency
ormucana y CSS-daitni. OyHkIioHanbHA JIOTiKa 1HTEepdecy peaizoBaHa y ¢aiini

JavaScript.c Y nomatky A mpeacTaBieHo JIICTUHT IuX (ailmis.
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IaTepdeiic miarina A03BOJsIE HE TITBKA KEPYBaTH HAJIAIITYBaHHSIMHU, alie H
1HTErpy€e HaBYAIBbHUN MOMYJIb, Jie KOPUCTYBAaY MOXKE O3HAHOMUTHCS 3 1H(POpMAIIi€l0
PO araku TUIy '"MDKcaWToBa MiapoOka 3amuTiB", iX HACHIOKA Ta MEXaHI3MHU
3axucTy. TakuM YUHOM, CTBOPEHMH TIJIATiH € KOMIUIEKCHUM PIlICHHSAM, SKe HE JIUIIe
3a0e3Meuye 3aXiCT y peaJlbHOMY 4aci, a i akTUBHO MIABUIILY€ PIBEHb 1HPOPMAIIITHOT

0e3MeKu KIHIEBUX KOPUCTYBayiB.

3.2. OcHoBHI QyHKUII IJ1ariHa

Po3poOnenuit Chrome-miarii MICTUTh HHU3KY BaXKIMBHUX (YHKIIH, SKi
KOMILIEKCHO BUPIIIYIOTh 33/1a4y 3aXMUCTy KOPUCTYBaulB BiJ] aTaK TUITY «MI>KCaTOBa
nigpoOka 3amutiBy. JletanpHimie 11 GyHKIlT omucaHl HUXKYE:

Opnuiero 3 ocHOBHMX (yHKUIA € nepexonnennsi HITTP-3anumis, 110
3MIMCHIOETBCS 3a JomoMoror texHosorii webRequest APIL. s dynKiist aHanmizye
napameTpu 3anuTiB, Taki sk meton (Hanpukian, GET, POST, PUT), 3aronoBku

(Referer, Origin) Ta URL-aapecy, 3 METOIO BUSIBIIEHHS MOXJIMBUX 3arpo3 Oe3merr.

const origFetch = window.fetch;

window.fetch = function(input, imit = {}) {

const url = (typeof input === ‘'string'} ? input : input.url;
const method = (indit.method || "GET').toUpperCase();
const dest = new URL(url, location.href).origin;

/f ARy Kpoc-pomeHHMA SanuT 1 MeTop e ¥y SAFE -+ confirm
AR AR SRR AR, RAno rrnniet 5 2T _ "
if (dest ! locaticn.origin &8 !SAFE.includes{method}) {
const allow = confirm(
Ay CSRF Defender:n™ +
“$imethod} ${url}in® +
KpOC-A0MEHMA POST-3aneT.\n™ +

menwHs background npo pesyneTaT

lessage({ source:'csrf-defender’, url, allowed: allow }, "*");

if (lallow) |
return Promise.reject{new Error('CSRF fetch blocked'));
return crigFetch.apply(this, arguments);
i

Pucynok 3.1 — ®parmeHT kony, 1o peanizye nepexorienHs HTTP-3anuTis

3a monomoroto webRequest API
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[Inarin mpoOBOAWTH aBTOMATUYHY HePeGipKY HAAGHOCMI Md NpaGUIbHOCHI
cneyianvbHux 3axucHux mokenis, BimjoMux sk anti-CSRF TokeHH, Kl BCTaBISIOTHCS
y dopmu BeO-caiiTiB  mns  imeHTH(dikamii 3akoHHMX 3anuTiB. JlomaTkoBo
aHami3yroThcs Baxiusi 3aronioBku HTTP-3anutiB (Hanpukinazn, Referer ta Origin),
IO JTO3BOJISIE TJIariHy BU3HAYaTH BIAMOBIIHICTH JPKEpesia 3amuTy A0 LITLOBOTO
JIOMEHY.

3aBnsku BukopuctanHio Content Scripts API, mnarin mMae MOXIUBICTD
aBTOMAaTUYHO 000a8amu 3aXUCHI MoKeHU 00 ¢hopm, SIKIO TaKl TOKEHH BIJICYTHI, 1110
3HaYHO TIIJBUILYE PIBEHb O€3MeKku KopuctyBada. KpiM Toro, miariH Moxe
aBTOMATHYHO JIOJaBaTH CIIEIlalibHI 3aroJIoBKU Oe3neku, 30kpema Content Security
Policy (CSP), o noaarkoBo 3axuiiiae KOPUCTyBaya Bij MOTEHIIHHUX aTak.

PeanizoBana cucmema sizyanizayii puzuxie, mo iHGOpPMy€e KOpUCTyBaya Mpo

piBEHb O€3MEeKU aKTUBHOI BEO-CTOPIHKH 32 JOIOMOTOK0 KOJBOPOBUX 1HAUKATOPIB:

. 3eJIeHHid — BIJICYTHICTh 3arpo3;

. JKoBTuii — BUSBIIEHI MI03PLI1 €IEMEHTH, SIK1 MOTPEOYIOTh yBaru;

. YepBoHMiA — BUSBIEHI peanbHI 3arpo3d, IO MOXYTh CTaHOBHUTHU
HEeOEe3IeKy.

s ¢yHKIIS AO3BOJSAE KOPUCTYBAYEBI MUTTEBO OIIHUTH MOTEHIINHHY
HeOe3MeKy MpH Nepensil pi3HUX BeO-CalTIB.

[Inarin nporoHye 1HTYITUBHO 3pO3YMUIMH iHmepgelic kopucmysaua, 1Mo
JI03BOJISIE JIETKO KOHTPOJIOBATH Ta HAJAIITOBYBATH OE3MEKy KOPHUCTYBAHHS
BeOcepBicaMH, NepenisiaTi 1HHOPMAIIIIO PO CTaH MOTOYHOI CTOPIHKH Ta KEPyBaTH

noJitTukamu 6e3neku. [aTepdeiic arina mokasano Ha pucyHkax 3.2-3.7.



= [CSRF Detector] Op

Ayawur Geznexmn
[3anycrumi ayaut| [Qunctury icTopito] [Excnopr JSON|

20/100

Huzbkuid pieeHs Bezneku

MoacHenns inavkaTopis:

*  — OsHaka Gesnekn (pekomeHgosaHo)

s X — O3Haka pusuky (HebaxaHo)

» besneynnid metog: POST 300 iHWWA, Wo He 3MiHE cTaH (GET —
HeBaKEHO ANA HYTAMBMX Aik)

* besneunwnid URL: HTTPS (sawndpoeano)

* Same Origin: 3anuT Ha Toi camwid gomer

* CSRF Token: HareHicTs saxvcHoro TokeHa y Gopmifsanati

Popmm

®opma 1

MeToa: get
URL: https://evil-site.com/steal

iH 4 Besneuruil URL: o Same Origin: X

3aronosuu Gesnexm:
CED w

Pucynok 3.2 — I'onoBna cropinka ruiarina "Aynut 6e3nexn”

X-Frame-Options: X
X-Content-Type-Options: X

Mona goprn:

csrf-token (hidden)

sensitive_data (text)

®opma 2

MeTog: post
URL: https://evil-site.com/steal

BesneqHWiA MeTog: v Besneutnid URL: Same Origin: X

3aronoexkw Desnexw:

C5P: X

X-Frame-Options: X
X-Content-Type-Options: X

Mona gopmn:

csri-token (hidden)

sensitive_data (text) I}

AJAX sanuTn

MpumiTia: Jeaki AJAX-33nuTi morau GyTv 336N0K0S3HI NCAITUKC
CORS, ane cam $akT i 5i4Npasky 3ahikcoBaH0,

Hewmae sHafgeqwx AJAK-zanuTie

Kyki
3aranbHa CTaTUCTMKA KyKi:

Beovoro kyki: 1 =

Pucynok 3.3 — Otpumanuii aHasi3 Be0-CTOpIHKH, 110 B110OpakeHO HA

TOJIOBHIM CTOPIHIII IJIariHa
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PeanizoBano euyuki kopucmysaywvki uanawmysamHs. KopuctyBad Moxe
CaMOCTIMHO YBIMKHYTH a00 BHMKHYTH aBTOMAaTW4yHe OJIOKYBaHHS 3aIlUTIB,
HaJAITyBaTH PIBEHb YYTIMBOCTI JIO 3arpo3, a TAKOXK CTBOPIOBATU OUIMIA CIUCOK

JIOMEHIB, SIK1 HE MJISITal0Th TIEPEBipINi Ta OJIOKYBaHHIO.

MeHro X O

Hanamfyéén HA:

AETOMETWYHE BNOKYEIHHA -
Mpw yBiMKHEHOMY aETOBNOKYEAHHI NAAMIH NPALOE B
X
PEXMMI «EUCOKE HYTAMEICTh=.
HacTynHa eepcia 404acTs rHYYKE PEMYAGEAHHA PIEHIE
YYTAMEOCTI.
el BNoK HANaLWTYEaHE 3anvma€‘1{q 6es 3miH.
¥

AyauT Gezneku
Binuit cnucok
Yer-nnet

HaeuaneHui Mogyns

(GET —

-

Pucynok 3.4 — Mento minarina CSRF Detector



[CSRF Detector] O

Aoaath gomeH B 6inviA cnMcoK

example.com ‘ Q l

google.com X
www.donnu.eduua X

Pucynok 3.5 — Cropinka "binnii crimcok" twiariga
Y p

= [CSRF Detector] (2

Yek-nuner Beznekun

¥ci dopmn marote CSRF-Token

[ B kyi marote &/HttpOnly
BukopucToeyeToca HTTPS
BecranoeneHo Content-Security-Policy
BcraHoenero X-Frame-Options

] <]

Pucynok 3.6 — Cropinka "Yek-nuct" miarina

33
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[Tnarin asmomamuuno oHosm0OE €60 npasuna Oe3nexku, BUKOPUCTOBYIOUH
Chrome Storage APIL. Ile no3Bomnsie 3aBkau MIATPUMYBATH aKTyaJdbHHH pPIBEHb
3aXHUCTy KOPUCTYBAYiB, BPaXOBYIOUHU 3MIHU Y TIPUPO]II 3arpo3.

[Tnaria ocHaIeHU HaguabHUM MOOYem, SKUH TMOSICHIOE KOPUCTYBadaM, 110
SBJISIE COOOIO aTaka TUIy «MDKCAMTOBa MiApoOKa 3amUTIBY, 1i HACTIAKA Ta METOIU

IPOTHIIT, COPUSIOUH MIABUILEHHIO PIBHS 1H(GOpMAIIIITHOT Oe3MeKH.

= [CSRF Detector] O

HasuanbHuii mogyns
o rake CSRF-araka?
Cross-Site Request Forgery (CSRF) — ue ataxa, konm snoemumcHmk
npuMywWwye saw Spaysep EMKOHATK Git0 Ha caliTi, 4e BM
BETODWM3OEAHMIA,

Ax npauroe uei naarin?

- MNepexonatoe AJAX-3anuTi Ta nepeeipAc ixxi 3aroncekw i Content-
Type.

— lopae saxucni CSRF-Tokenw y dopun.

— Baokye nigospini sanuti i sege wypHan sarpos.

YHomy ue samnueo?

3axucr sig CSRF ponomarae yHMKHYTW HECEHKLIOHOBaHMX il Big
BAWOrS iMeHi Ta sBepertv Gesnexy saluvx AaHWX

CORS:

CORS (Cross-Origin Resource Sharing) — ue Mexasizm Besneki
Bpaysepa, AKMIA KOHTPONOE, YU MOXHE BeB-cTopiHKaM 3 0gHoro
AOMEHY 3AMUTYBATW pecypay 3 iHworo domeny. Le aonomarae
33noGirTi NESHUM THMaM aTak.

3 PIra0TeCA Ha BaLWO MY KomMN worepi. BoHk
TECA 4/1A 3ENaM ATOBYEEHHA IHGopMaLil npo sac,
Hanpuknag, npo snogoBadds abo cTad sxoy. Hesaxvieni kykl
MOXYTE '5'}-'7/ BPasNMEMMA 40 aTak

Pucynok 3.7 — Cropinka "HaBuanbHuii Monyib'" muiarina

Oxkpemoro PyHKIIEI € MOOVIb, NPUSHAYEHUU 05 NPOBEOEHHs ayoumy 6eo-
dodamkié 3 METOI BHSIBICHHS 1X MOTEHIIHHOT BPa3IUBOCTI 10 aTak THITY
«MDKcaiToBa miapoOka 3armuTiBy. Llell MOmynb € BaKJIMBUM 1HCTPYMEHTOM LIS

PO3POOHUKIB Ta CIEIIATICTIB 3 KiOepOe3neKH.

3.3. MexaHni3M poOOTH miiariHa

Mexanizm GyHKIIOHYBaHHS po3podbiaeHoro Chrome-marina mnependadae

K1JIbKA B3a€EMOIIOB'I3aHUX €TAaIllB:
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[Ipn akTuBamii TIariHa 3aBaHTaXYIOThCS HAJANITYBaHHS KOpHUCTyBada 3

Chrome Storage API, taki sik aBTomarnyHe ONOKyBaHHS HEOE3MEUHHUX 3aMUTIB 1

CIIMCOK JOBIPEHUX JTOMEHIB, 110 3a0e3rneuye 1HAUBIAyTbHUN MAXIT 10 KOXKHOTO

KOpPHUCTYBaya.

3a J0MOMOTOI0 CHEIlajJbHO CTBOPEHOTO CKpHUIITa page inject.js, SKHii

00xoauTh oOMexeHHs ToMTHK Oe3mnexku BeO-cTopiHok (Content Security Policy),

3MINACHIOETHCS TepexoruieHHsT Ta nepBuHHui aHamiz XMLHttpRequest ta Fetch-

BaHI/ITiB, 10 JO3BOJIAAE€ OIICPATUBHO BUABIIATH MIKCAMTOBI 3arpo3u.

KonTenTHmi1 ckpunt content.js aBTOMaTU4HO J0JA€ 3aXUCHI TOKEHU A0 (HopM

Ha BeO-CTOPIHKAX, SIKI I[OTO MOTPEOYIOTh, MIABULLYIOUM HAMIAHICTh 3aXUCTY MPHU

nepenavi JaHuX KOPUCTyBadyaMu.

2 function generateToken(len = 32} {
13 const chars = 'ABCDEFGHIJKLMNOPQRSTUMMXYZabcdefghijklmnopgqrstuvwxyz@123456789° ;
4 return Array.from({ length: len }
5 .map{() => chars[Math.floor{Math.random() * chars.length}]
Jjoin{**);

2
function ensureCSRFTok
document .querySele
20 let inp = form.gue
21 if (tinp) {

‘form" ) .forEach(form => {
ector(*input[name="csrf-token"]1'};

22 inp = document.c lement('input');
23 inp.type = 'hidden';

24 inp.name = 'c oken';

25 inp.value = generateToken():

26 form.prepend{inp);

27 }

28 s

pL: T
3@ document.addEventListener( submit®, e =» {

31 const form = e.target;

32 if (!(form instanceof HTMLFormElement}) return;

33 ens Token();
34 const de new URL(form.action || location.href).origin;
35 if (dest !'== location.origin) {
35 e.preventDe 1
37 console.log{"CSRF Defender -+ intercept form submit to", dest);
3 const allow
N SAF Defander: | 5 &rd Y (iHumiE o . Anpd ATH D
3 A\ CSRF Defender:i\ndpgve signpasnaeteca na ${dest} (inwwi gomen).'\nMpgngexiTn:
48 LE
41 window.postMessage({ source:'csrf-defender', url: form.action||location.href, allowed: allow }, '%');
42 if (allow) form.submit();
43 3
44 T, trusli:
45

PucyHok 3.8 — @parMeHT KoJly aBTOMaTUYHOI'O JOAABAHHS 3aXUCHUX

TOKEHIB

[Tnarin iHpOpMy€e KOpUCTYBayua Mpo MOTEHIIIMHI 3arpo3u yepe3 IHTepaKTUBHI

MOB1IOMJIEHHS, JJO3BOJISIFOYM KOPUCTYBaYeBl IPUHUMATH YCBIIOMIJICH] PIIICHHS 11100

MPOJIOBKEHHS POOOTH 3 KOHKPETHUMHU BeO-caiiTaMH.
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VYci B3aeMoiii KoprcTyBaya Ta BUSIBIICHI 3aTPO3H 3aMUCYIOThCS Y CIIeLiabHUIN
XKypHaJI TMOMINA, KWW AOCTyMHHMM y Mexkax 1HTepdeicy IuiariHa, Mo J03BOJISE

KOPHUCTyBauyaM KOHTPOJIIOBATH PiBEHb CBO€ET 1H(GOPMAIIHHOT OE3TEKH.

3.4. TecTyBaHHs IJIariHa Ta OIliHKA €()EKTUBHOCTI

TectyBannust pospoOnenoro Chrome-miarina MOPOBOAUIIOCS 3  METOIO
Bepu(ikallii KOpeKTHOCTI peaizalli 3asBieHrux (QyHKIIIH, OLIHKKH HOTO 3JaTHOCTI
BUSIBIISITH TOTEHINMHI BPA3IMBOCTI /10 aTak TUIY "MiXKcaiWToBa migpoOka 3amutiB"
Ta cTabiabHOCTI poboru. Ilpolec TecTyBaHHS MaB ITEpaTUBHUN XapakTep,
IHTETPYIOUYHChH 3 €TalaMy PO3pOOKH Ta HAIAaroAKEHHSI OKPEMUX MOAYJIIB.

MeTtonomoris TeCTyBaHHS:

Jlist eeKTUBHOTO TeCTyBaHHs OyJI0 MiJATOTOBJIEHO CIEIIa/Ii30BaHy TE€CTOBY
BeO-cTopiHKy (test.html), sixa imiTyBanma TUTIOBI crieHapii BUKOPUCTaHHA (opM Ta
AJAX-3anuTiB, MO MOXYTh OyTH 00'€KTaMu arak TUIly ''MDKCaWTOBa MIIpOOKa

3anuTiB".

[CSRF Detector]

|
\
| TecroBa cropinka 1ast CSRF Detector | Mmsenen o oo ‘

f
\
| \
1. Tect nedesneunoi gopyn (GET) ‘
|
[

2. Tecr Gesneunof popyu (POST)

tst_deta

3. Tect AJAX 3anurtis

4. Tecr kyki

|

Pucynok 3.9 — BijioOpakeHHs1 TECTOBO1 CTOPIHKHU JIJIsl IEPEBIPKU POOOTH

JIariga
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TectoBa cTopiHKa BKJIIOYANa:

1. HTML-dopmu 3 pizaumu arpubyramu method (GET, POST) ta action
URL BgiamnoBigHo 10 moToyHOro goMeHy Same Origin Ta Ha iHImwMi qomeH Cross-
Origin.

2. dopmu, 10 MICTUIM Ta HE MICTHJIM MPUXOBAHI MOJIS, SKI IMITYIOTh
HasBHICTB/Bi/ICyTHICTH anti-CSRF-TokeHiB.

3. Ckpuntu, mo iHimioBaan AJAX-3amuTH 3  BUKOPUCTAHHSIM
XMLHttpRequest Ta fetch Tako)k Ha pi3HI JOMEHH Ta 3 PI3HUMHU
3aroJ0OBKaMHU/TaHUMH.

4. EnemenTn nans  JaeMOHCTpalii BCTAHOBJICHHS KyKl 3 PpI3HUMH
arpubyramu 6e3nexu (HttpOnly, Secure, SameSite=Strict/Lax/None), BKIto4arouu
cookies, BctanoBieHi s [P-anpecu.

TecTyBaHHSI MPOBOJIUIIOCS IUISIXOM BCTaHOBJIEHHS PO3pPOOJIEHOro IJiariHa y
opay3ep Chrome, BIZKpUTTS TECTOBOI CTOPIHKM T4 BUKOHAHHSI HACTYITHUX KPOKIB:

Bisyanvna oyinka BinoOpakeHHsA 1HTEp(ENCy KOpUCTyBaya, KOPEKTHOCTI
poOOTH eJIEMEHTIB HaBiraii, mepeMukaHHss MK cekimismu ("Aynutr Oe3mexu",
"Bimuit cnmcok", "Uek-nuct", "HaBuanus"). TectyBanHs (yHkiionany "bimgoro
cnucky" (101aBaHHs/BUIAJICHHS IOMEHIB) Ta 30€pe)KEHHS HaJaIlITyBaHb.

3anyck ayoumy 3 iHTepdehcy KOpHCTyBaya Ha TECTOBIA CTOpIHIII.
MOHITOPUHT B110Opa’KEHHS PE3YAbTATIB Y CEKIli "AyauT Oe3neKku", BKIIOYatoun:

1. [lepeBipky KOpeKTHOCTI 1AeHTH(IKAIIT Ta BiJOOpakeHHs BCiX (Gopwm,
MPUCYTHIX Ha CTOPIHII, Ta IX OCHOBHUX aTpUOyTIB.

2. Bepudikamito anamizy ¢dopm Ha HasBHICTH anti-CSRF-tokeHiB,

0e3MeyHICTh METOly Ta BiAMOBIAHICTL Same Origin.

3. [lepeBipky i1neHTU(]iKaIii Ta BimoOpaxeHHs AJAX-3anuTiB 3 iX
arpubyTamu.
4. O1iHKY KOPEKTHOCTI PO3PaxyHKy Ta BIHOOpaKeHHsI CTAaTUCTUKH KYKI,

BKJIIOUAIOYM 3arajibHy KUIBKICTh Ta po3mnoAin 3a arpubyramu Secure, HttpOnly,

SameSite.
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5. Bepudixkariito po3paxyHKy Ta BiIOOpa)KE€HHS 3arajlbHOTO MOKa3HHUKA
oe3mekn (score) B miama3oni 0-100. Ha erami HajaromkeHHS IbOTO ITOKa3HHKA
AKTUBHO BHUKOPUCTOBYBAJMCSl IHCTPYMEHTH po3poOHHMKa Chrome Ta KOHCOJbHE
JIOTYBaHHS JUIS MOKPOKOBOTO BIJCTE)KEHHS OOUMCICHb Ta BUSBIICHHS JIOT1UHUX
MTOMMUJIOK.

VY BUMAJKy BUSIBICHHS HEKOPEKTHOTO BifoOpakeHHs a00 (DyHKI[IOHYBaHHS
(Hampukian, mnpoOieMud 3  BiIOOpakeHHAM (GopM, CTaTUCTUKOIO — cookies,
HEKOPEKTHUM Score) MPOBOJIMBCS aHAJI3 KOHCOJI1 pO3pOOHUKA IIJIariHa Ta CTOPIHKU
s ineHTadikaiii noMwiok JavaScript Ta JIOTIYHUX HEBIJAMOBIAHOCTEH, IO
JTIO3BOJIMJIO BHECTU HEOOX1TH1 BUITPABJICHHS.

Ha erami TecTyBaHHsS OlLlIHKa €(QEKTUBHOCTI 30CEpe/KEHa IMEPEBaXKHO Ha
3ATHOCT] IUIariHa KOPEKTHO BUSIBISATU Ta aHal3yBaTH NOTEHIIIHO Bpa3iHBi
€JIEMEHTH BEO-CTOPIHKH.

3a pesyabTaTaMy IMPOBEICHOTO TECTYBaHHS Ha CIHeIliali30oBaHid TeCTOBiM
CTOpIHLI OyJIO BCTAHOBJICHO:

[Inarin moka3aB BHCOKY TOYHICTh 1neHTU(]iKamii dopm. 100% dopwm,
MPUCYTHIX Ha TECTOBIM CTOPIHII, OyJIu YCHIIIHO BUSBIIEHI KOHTEHT-CKPHUITOM Ta
nepeaaHi s aHamizy.

Busnauenns Takux kpuTuuHO BakiauBux 111 CSRF-ananizy napamerpis, sk
meton 3armuty, URL npusnadenHs (action), BiamoBiAHICTs Same Origin Ta HassBHICTb
MIPUXOBAHOTO MOJISI-TOKEHA, MPOIEMOHCTPYBAJIO BUCOKY TOYHICTh, O1n3bKy 710 100%
Ha CTPYKTYpOBaHUX (pOpMax T€CTOBOI CTOPIHKU. AHAJI3 3arojOBKIB O€3MEKU TaKOXK
BUKOHYETHCSI KOPEKTHO HA OCHOB1 HasIBHOCTI BIJITIOBIJHUX META-TETIB.

[TepeBuznauenns HaruBHuX MeTomiB XMLHttpRequest ta fetch mo3Bommiio
¢ikcyBatu OIbIIICTh BUXIIHUX AJAX-3anuTiB, IHIIIAOBAaHMX Ha CTOPIHIN, Ta
aHami3zyBaru ix 0a3zoBi mapametrpu (Meton, URL, HasBHICTH TOKEHA B 3ar0JIOBKax).
TouHicTh 1AeHTU(IKALIT 3aTI€KUTh BiJl cIocO0y (POpMYBaHHS 3alUTIB HA peaIbHUX
cauTax.

[Inarin  ycmimHO OTpuMye Bci cookies, JOCTymHI i HOTOYHOTO

nomeny/URL, gepe3 B3zaemoito 3 ¢donoBuM ckpuntom Ta Chrome Cookies API.
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Craructuka 3a arpudbytamu Secure, HttpOnly, SameSite po3paxoByeThCs KOPEKTHO
Ha OCHOBI OTPUMAaHMX JaHUX Mpo cookies.

IToka3Huk Oe3neKku KOPEKTHO BimoOpaxae y3araiabHeHui Oan Big 0 mo 100,
IPOMOPIIAHUN KUIBKOCTI Ta "Oe3rmeuHocTi" BUSBICHUX (POPM, 3alUTIB Ta KyKi.
Hamnpukan, Ha TeCTOBiM CTOPIHII 3 MIHIMAJIBHUM 3aXHMCTOM IOKa3HUK CTaHOBHUB
omuspko 20-30/100, a mpu jomaBaHHI 3aXWCHHUX €JIEMEHTIB (TOKEHIB, 3MiH1
METO/1B/AOMEHIB) 3pOCTaB BiAMOBIIHO.

3aranom, Ha erari po3poOKu (YHKIIOHAT ayAUTy Ta Bi3dyali3allii pU3UKIB
POAEMOHCTPYBAB 3a/I0BUIbHY €(EKTUBHICTb Ha KOHTPOJIHOBAHOMY TECTOBOMY
cepenoBuil. Lle miaTBepIKye )KUTTE3NaTHICTh OOpaHOi apXITEKTYPH Ta MIAXOAIB JI0
aHai3y BeOenemMeHTIB. EQekTUBHICTh aKTUBHOTO 3aXUCTY (OJ0KyBaHHs) IOTpedye

OKpEeMOi peaJizallii Ta TECTYBaHHS Y MallOyTHbOMY.

3.5. PexoMeHganii o710 MOKpauieHHs IiariHa B Mail0yTHbOMY

Po3pobnenuit Chrome-tarin "CSRF  Detector" €  ¢yHKIIIOHAIBHUM
IIPOTOTUIIOM, SIKAW MOKE OyTH 3HAUHO BIOCKOHAJIEHHUH y moAaiblInX iTepamisx. Ha
OCHOBI OTPHUMAHOTO JIOCBiy Ta aHaji3y MOTOYHOTO CTaHy IUIariHa, MO)KHa
c(hopMyBaTH HACTYITHI PEKOMEH/IAIIIT JIJIi MAaHOYTHIX MOKPAIEHb:

1. [Torounnii anamiz ¢opm Oazyerbcs Ha crpyktypt HTML. [ns
Cy4acHUX BeO-/10/IaTKiB, SIKI 4aCTO BHUKOPHUCTOBYIOTH JavaScript st BIANpPaBKU
nanux y popmarax JSON, XML a6o FormData 6e3 Tpanuuiitaux Gbopm, He0OX1IHO
posmmputu po36ip Tina 3amuty (ocodmuBo POST, PUT, PATCH), nepexomieHux
yepe3 XMLHttpRequest/fetch, mi1s BuUSBICHHS TOKEHIB Ta I1HIIUX MapaMeTpiB
Oe3MeKH.

2. CydacnHi BeO-(ppeliMBOPKM BUKOPHUCTOBYIOTh pI3HI MIAXOAH [0
peamizanii CSRF-3axucty (Hanpukian, Tokenu y 3arosioBkax HTTP (X-CSRF-
Token), mongiitne Haacunanns cookies (Synchronizer Token Pattern with Cookie).

[Tnaria mae OyTu po3mUpEeHUi 11 pO3ITi3HABAHHS Ta Bajifallii I[UX MaTepHiB.
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3. [Ticns peanizariii MexaHi3My OJOKyBaHHS, TPOBEACHHS KOMILJIEKCHOTO
TECTYBaHHS IIJIariHa Ha IIUPOKOMY CIHEKTPl peajbHUX BeO-CalTIB, BKIIOYAIOUYH
CalTu 3 PI3HUMH OCKEH/I-TEXHOJIOTIIMH Ta cydacHUMH JavaScript-pperiMBopkaMu,
JUIS BUSIBIIGHHS Ta YCYHEHHS MOXJIMBHX TIPOOJEM CyMICHOCTI Ta XHOHUX
CIIpaIbOBYBaHb.

Peamizartis mux pekoMeHAaliii 103BOJIUTH CYTTEBO MMiIBULITUTH €()EKTUBHICTD,
(byHKIIOHATBHICTH Ta 3py4HicTh BukopucTanus Chrome-mnarina "CSRF Detector"

SIK KOMIUIEKCHOTO 3ac00y 3aXHMCTY Bl MI?KCAWTOBOI MIIPOOKH 3aIHTIB.

BucHoBok 110 po3niny 3

Tpetiii po3ain OakanaBpchbkoi poOOTH OyB HPHUCBIYEHHH Oe3mocepenHin
po3poOiti Chrome-miarina 3 iHTEPaKTUBHOIO CUCTEMOIO HaBYaHHS Jjisi OOpOTHOU 3
aTakaMl THIy «MDKcalToBa MigpoOKa 3amuTiB». Y pamMKax LbOro po3ainy Oyio
YCIHIIIIHO CIPOEKTOBAHO Ta Peaai3oBaHO 0a30By apXITEKTypy IUIariHa, 1o BKIJIIOUae
HEOoOX1HI KOMITOHEHTH: (aitm MaHiecTy, (OHOBUI CKPHUNT, KOHTEHT-CKPUIIT,
CKPHIT 1H'€KLIi Ta IHTEPAKTUBHUN KOPUCTYBallbKUil 1HTEpPENC.

byno peanizoBaHo kiI0UOBI (PYHKIIIOHANBHI MOAYNI TIUIAriHa, 30KpeMa:
MexaHi3mu ineHTudikamii ta anamzy HTML-bopm 1 AJAX-3anutiB Ha BeO-
CTOpIHKax, 301p Ta BIAOOPaXEHHsS CTATUCTUKHU COOKies, a TakoX pO3paxyHOK
IHTETPOBAHOTO TIOKa3HUKAa OE3MEeKU CTOpIHKU. Po3po0ieH0 KOpHCTyBallbKUN
iHTepdeiic 3 HaBiramicw, cekiico "butoro cnucky" mis ynpaBiIiHHS JTOBIpEHUMH
JIOMEHAMH, JETali30BaHUM 3BITOM ayAuTy Ta 0a30BUM HABYAIbLHUM MOJYJIEM.
3actocyBanHs chrome.storage.local 3abe3neunsio 30epeXeHHS HalaITyBaHb Ta
ICTOpIi aynIuTy MiX cecisiMH, a BUkopuctanHs chrome.storage.onChanged B miarini
— IWHaAMIYHE OHOBIICHHS 1HTEp(EHCY.

B nipotieci po3poOku OyJ10 BUPIIIEHO HU3KY TEXHIYHUX 3aBJIaHb, BKIIOYAIOUH:
KOpeKTHe oTpumaHHsi cookies pns [P-agpec Ta HecTaHAapTHUX TOPTIB,
HAJIATOJDKEHHSI MDKCKPHUITOBOI B3aeMOJii Ta BIJOOpaXeHHS IMOKa3HUKA Oe3meKu

CTOPIHKH JjIsl 3a0e3medeHHs Horo KopekTHoro Aianazony (0-100).
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[IpoBenene movyaTkoBE TECTYBAaHHS Ha CIEIlalli30BaHIM TECTOBIN CTOPIHII
HiATBEPANIIO CIIPOMOXKHICTh PO3POOJICHOr0 IUIariHa KOPEKTHO i1AeHTH(]IKyBaTH
KJIFOYOB1 €JIEMEHTU BEO-CTOPIHOK, 1110 MatoTh 3HaueHHs uist CSRF-ananizy (dbopmu,
3anmuTH, cookies), Ta HaJaBaTH Bi3yaldi30BaHUN 3BIT MPO BUSBICHI MOTEHIIHHI
BPa3JIMBOCTI.

TakuMm 9rHOM, 3aBIaHHS TPETHOTO PO3ALTY OO po3podku Chrome-marina,
SKHUI BKITIOYA€ CUCTEMY ayANTy Ta IHTEPAKTUBHI €JIEMEHTH HaBYaHHS, OyJIO YCIIIITHO
BUKOHAHO. Po3po6meHmii miarid € QyHKIIIOHAJIBLHIM IPOTOTHIIOM, III0 JEMOHCTPYE
NPaKTHYHE 3aCTOCYBaHHS METOJIB BHUSBJICHHS PHU3UKIB aTrak TUMY ''MiKcaWToBa
nigpoOKa 3amuTiB" Ha CTOPOHI KJIIEHTAa Ta CTBOPIOE OCHOBY IS TOJAJBIIOTO

PO3BUTKY NPOEKTY y HAIPSIMKY MOBHOIIIHHOTO 3ac00y 3aXMCTy KOPUCTYBauiB BiJl

arak.
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BHUCHOBKHA

PesynbratoM mpoBeAeHOTrO0  AOCHIKEHHS B  MeXax OakajlaBpChKOi
kBani(ikamiitHoi poOoTH Oya0 JOCATHYTO OCHOBHOI METH — 3IACHEHO
KOMIUJICKCHHM aHalli3 aTak TUITy "MiKcailToBa migpoOKa 3anuTiB", BUBYCHO CydacH1
METOJIM 1X BUSABIICHHS Ta MPOTHU/II, & TAKOXK Peaji30BaHO MPAKTUYHUN THCTPYMEHT
JUTSL TOJATKOBOTO 3aXUCTy KOpHUcTyBauiB y BUsal Chrome-miarina.

VY nepmioMy po3naui Oyllo BCTaHOBJIEHO, IO arakud TUITY "MiXcailToBa
migpoOKa 3anmuTiB" 3aIUIIAIOTHCS aKTYallbHOIO KiOep3arpo3oro, sika 06a3yeTbes Ha
BUKOPHCTaHHI JIOBIpM MiX Opay3epoM 1 BeOcepBicoM. Xoda ICHY€ HH3Ka
e(eKTUBHUX CEPBEPHHUX METOJIB 3aXUCTy (SK-OT MEpeBIpKa TOKEHIB, 3arojIOBKIB
Origin/Referer, arpuOyt SameSite), Ha MpakTULI IX IMIJIEMEHTaLIs HE 3aBXKIH €
HajexHow. Lle BigkpuBae MmpocTip /i HOBUX BEKTOPIB arak, 30KpeMa Ha OoIli
KJIi€HTa. Y 1hOMY KOHTEKCTI 0COOMMBOI Barn HaOyBa€ i7esi BUKOPHCTaHHS
KJIIEHTCHKUX 1HCTPYMEHTIB 3aXUCTY, TAKUX K Opay3epHI ILJIariHu.

Jpyruit po3ain A03BOJIMB BUSIBUTH, IO XO4a IJIAriHU HE € MaHAaleer0, BOHU
30aTHI 3HAYHO 3HMU3UTU PU3MK aTak THUMY "MDKCailToBa MigpoOKa 3amuTiB" 3a
paxyHOK IepexoIieHHs, aHamizy Ta onokyBaHHss HTTP-3anuTiB y peasbHOMY yaci,
a TaKOX 3a JOTOMOIOK IHTErpalii HaB4YaJbHUX €JIEMEHTIB ISl IT1JIBUIICHHS
0013HaHOCTI KopuctyBada. byino copMysiboBaHO KIHOYOBI BUMOTH JI0 IJIariHa —
TEXHIYHI Ta (PYHKI[IOHAJIIbHI — 3 ypaxXyBaHHSIM CTaHAApTIB O€3MEKU Ta 3py4HOCTI
BUKOPUCTAHHS.

Y TperboMy pozaini Oyno peanizoBaHo nportotun Chrome-miariHa, 1o
MOEHY€E 3aXMCHY (PYHKLIOHAJIBbHICTh 3 IHTEPAKTUBHOI OCBITHBOIO CHCTEMOIO.
Po3mupeHHst A03BOJIs€E MOHITOPUTH 3allUTH, NEPEBIPSITH HASBHICTh TOKEHIB IS
OpoTUIIi  aTakaMu TUIy ''MDKcalWToBa TiApoOka 3amuTiB", i1H(OpMyBaTH
KOpUCTyBaua MpO PHU3UKK Ta (GOpMyBaTH 3BITH. TECTyBaHHS IMiJTBEPAMIIO
npare3aTHICTh KIIOYOBUX (YHKIIA Ta MEepCrneKTHBHICTh miaxomy. OkpiM Toro,

c(hOpMYIIbOBaHO PEKOMEHIAITIT JIJIsl TTOIATIBIIIOTO PO3BUTKY IUIAriHA, 30KpeMa 1010
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MOKPAIICHHS aIallTUBHOCTI, MAcIITA00OBAHOCTI Ta 1HTErpallii 3 1HITMMHU 3aco0amMu
Oe3MeKH.

3aranom, pe3yibTaTd 0akalaBpChbKOi poOOTH MiATBEPAKYIOTh aKTYaJIbHICTb
MO€THAHHS CEPBEPHUX 1 KIIIEHTCHKUX METO/IB 3aXHUCTY BiJ aTak THUITY "MiXKCalTOBa
nigpooka 3anutiB". CtBopeHuit Chrome-rutariH € TPUKIAIOM 1HHOBAIIMHOTO
IHCTPYMEHTY, 110 HE JIUIIIE MiJBUILY€E PIBEeHb O€3MeKH, a U crpusie HopMyBaHHIO
Ki0eprpaMOTHOCTI cepell KopucTyBadiB. Po6oTa Moxke CiyryBaru MiAIPyHTSIM st
NOJANbIINX JOCHII)KEHb 1 BJOCKOHAJEHHSI TEXHOJIOTIA KIIIEHTCHKOTO 3aXUCTY B

BeOCEpEIOBHILII.
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JIOJIATOK A

Jlictunr daitny manifest.json
{

"manifest version": 3,
"name": "CSRF Defender",
"version": "1.4.0",

"description": "BusBiaeHHsS Ta MOMNEPEPKEHHS MPO MIKCAMTOBI MiAPOOKH
3anuTiB (CSRF)",

"permissions": [
"storage",
"tabs",
"alarms",
"declarativeNetRequest",
"declarativeNetRequestFeedback",
"scripting",

"cookies"

"host permissions": [

"<all urls>"

1,

"declarative net request": {
"rule resources": [{
"id": "csrf rules.json",
"enabled": true,

"path": "csrf rules.json"

i1



"background": {

"service worker": "background.js"

5

"action": {
"default popup": "popup.html",
"default icon": {
"16": "icon.png",
"48": "icon.png",
"128": "icon.png"
b
s

"web_ accessible resources": [{
" ", " nn M
resources": ["popup.css", "popup.js
"matches": ["<all urls>"]

P

"content_scripts": [

{

"matches": ["<all urls>"],
"js": ["content.js"]
h
]

"nn
9

page inject.js"],
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const COLOR_MAP =

green: '#2ecc7l',
yellow: '#t1c40f,
red: '#eT74c3c'

)5

let settings = {
autoBlock: true,
trustedDomains: [],
tokenUrl: "

I

let csrfToken = null;

const pageStatus = {};

Jlictunr daitmy background.js

{

// KoHCTaHTH 1JIs1 OHOBJIEHHS HOJIITUK

const POLICY UPDATE INTERVAL =24 * 60 * 60 * 1000;
const POLICY SERVER URL = 'https://policy-server.com/policies'

/I JonaBanus @yHkii g 6nokyBanHs URL yepe3 DNR

async function blockUrlWithDNR (ruleld, url) {

const rule = {
1d: ruleld,
priority: 1,

action: { type: 'block' },

condition: {

urlFilter: url,

resourceTypes: ['xmlhttprequest']

}
55
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try {

await chrome.declarativeNetRequest.updateDynamicRules({

removeRulelds: [ruleld],
addRules: [rule]
$);
console.log('DNR rule updated: [${ruleld}] block ${url}");
} catch (e) {

console.error('"Error updating DNR rules:', ¢);

b
h

// 1) 3aBaHTa)keHHs HaJaITyBaHHs pa3oM 13 tokenUrl
function loadSettings() {
chrome.storage.local.get(
['autoBlock’, 'trustedDomains', 'tokenUrl'],
data => {
if (typeof data.autoBlock === 'boolean') settings.autoBlock =
data.autoBlock;
if (Array.isArray(data.trustedDomains)) settings.trustedDomains =
data.trustedDomains;
if (typeof data.tokenUrl === 'string') settings.tokenUrl =
data.tokenUrl;

}
);
}

/1 2) Ilintaryemo CSRF-ToKeH 13 cepBepa
async function fetchCsrfToken() {

if (!settings.tokenUrl) return;

try {

50
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const resp = await fetch(settings.tokenUrl, { credentials: 'include' });
if (resp.ok) {
const payload = await resp.json();
csrfToken = payload.csrfToken; // cepBep mae moBepraru { csrfToken:
"y
chrome.storage.local.set({ csrfToken });
console.log('CSRF token updated:', csrfToken);
} else {
console.warn('"He Baanocs orpumatu CSRF-TokeH, cTaryc', resp.status);
b
} catch (err) {
console.error('[Tomunka npu fetchCsrfToken():', err);
j
h

// DyHKIIS A5 Baigallii 3arojloBKiB Ta TOKEHIB
async function validateRequestHeaders(details) {
const urlObj = new URL(details.url);
const originHeader = details.requestHeaders.find(h =>
h.name.toLowerCase() === 'origin')?.value;
const refererHeader = details.requestHeaders.find(h =>
h.name.toLowerCase() === 'referer')?.value;
const tokenHeader = details.requestHeaders.find(h => h.name === 'X-

CSRF-Token')?.value;

// TlepeBipka Origin
if (originHeader && originHeader !== urlObj.origin &&
Isettings.trustedDomains.includes(urlObj.origin)) {

return { valid: false, reason: 'INVALID ORIGIN' };
}
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// TlepeBipka Referer, sikmro Origin BincyTHIN

if ((!originHeader || originHeader === "null') &&
refererHeader &&
I'refererHeader.startsWith(urlObj.origin) &&
Isettings.trustedDomains.includes(urlObj.origin)) {

return { valid: false, reason: 'INVALID REFERER' };
b

// TlepeBipka CSRF Tokena
if ('tokenHeader || tokenHeader !== csrfToken) {
return { valid: false, reason: 'INVALID TOKEN' };

b

return { valid: true };

// TIpocTuit listener aysa nepeBipku akTuBalli Service Worker
chrome.runtime.onlnstalled.addListener(() => {

console.log('Service Worker aktuBHuit!');

s

/1 4) Ilpu BCTaHOBJICHHI Ta 3aIyCKy PO3IIUPEHHS — 3UUTATH HATAIITyBaHHS

1 I IXOMUATHA TOKEH

chrome.runtime.onlnstalled.addListener(() => {
loadSettings();
fetchCsrfToken();

$);

chrome.runtime.onStartup.addListener(() => {

loadSettings();



53

fetchCsrfToken();
1)

//'5) CaigkyBaHHS 3a 3MIHOIO HajamTyBaHb y Popup
chrome.storage.onChanged.addListener(changes => {
if (changes.tokenUrl || changes.trustedDomains) loadSettings();

if (changes.csrfToken) csrfToken = changes.csrfToken.new Value;

s

// 6) OHOBJIEHHS 1IKOHKH
function updateBadge(tabld, level) {
pageStatus[tabld] = level;
chrome.action.setBadgeText({
text: level === "green' ? " : level.charAt(0).toUpperCase(),
tabld
$);
chrome.action.setBadgeBackgroundColor({
color: COLOR_MAP[level],
tabld

N]
}

/I T) JloryBaHHS MOAiH
function logEvent(e) {
chrome.storage.local.get({ eventHistory: [] }, ({ eventHistory })=> {
eventHistory.push(e);
chrome.storage.local.set({ eventHistory });
$);
b
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// OTpuMaHHSI CUTHAJIIB 3 content.js
chrome.runtime.onMessage.addListener((msg, sender) => {
if (!sender.tab) return;

const tabld = sender.tab.id;

if (msg.type ==='CSRF_WARN") {
/I msg.level: 'yellow' a6o 'red'

pageStatus[tabld] = msg.level,

chrome.action.setBadgeText({ tabld, text: msg.level ==="red' ?'!" : '?' });
chrome.action.setBadgeBackgroundColor({ tabld, color:

COLOR MAP[msg.level] });

logEvent({
type: msg.level ==="red" ? 'blocked' : 'warned',
url:  msg.url,
level: msg.level,

time: Date.now()

Y
§
s

// TIpy 3aKpUTTI BKIQJAKH OYUCTKA CTATyCy
chrome.tabs.onRemoved.addListener(tabld => {

delete pageStatus|tabld];
});

chrome.runtime.onMessage.addListener((msg, sender, sendResponse) => {
if (msg.type ==="'GET_COOKIES') {

const url = new URL(msg.url);
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chrome.cookies.getAll({}, cookies => {
console.log('BCI KYKI:', cookies.map(c => ({name: c.name, domain:
c.domain, value: c.value})));
const filtered = cookies.filter(c => {
return c.domain.replace(/*\./, ") === url.hostname;
$);
console.log('BIA®IJIBTPOBAHI KYKI:', filtered.map(c = ({name:
c.name, domain: c.domain, value: c.value})), 'url:', msg.url, 'hostname:',
url.hostname);
const cookieAudit = {
total: filtered.length,
secure: filtered.filter(c => c.secure).length,

httpOnly: filtered.filter(c => c.httpOnly).length,

sameSite: {
strict: filtered.filter(c => c.sameSite === 'Strict').length,
lax: filtered.filter(c => c.sameSite === 'Lax').length,
none: filtered.filter(c => c.sameSite === 'None').length,

unspecified: filtered.filter(c => !c.sameSite).length

}
s
sendResponse(cookieAudit);
$);
return true;
b
$);

Jlictunr aitny content.js

console.log("CSRF Defender content script loaded");
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// 1) Imxekuis Qaitn page inject.js y DOM cropinku

(function(){
const s = document.createElement('script');
s.src = chrome.runtime.getURL('page inject.js');
(document.head || document.documentElement).appendChild(s);

s.onload = () => s.remove();

$0;

// 2) Inxkexuist CSRF-Tokena y Bci <form>
function generateToken(len = 32) {
const chars =
'"ABCDEFGHIJKLMNOPQRSTUVWXY Zabcdefghijklmnopgrstuvwxyz0123456
789';
return Array.from({ length: len })
.map(() => chars[Math.floor(Math.random() * chars.length)])
Join(");
b
function ensureCSRFToken() {
document.querySelectorAll('form').forEach(form => {
let inp = form.querySelector('input[name="csrf-token"]');
if (linp) {
inp = document.createElement('input’);
inp.type = 'hidden’;
inp.name = 'csrf-token';
inp.value = generateToken();
form.prepend(inp);
b
1);
b

document.addEventListener('submit', e => {
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const form = e.target;
if (!(form instanceof HTMLFormElement)) return;
ensureCSRFToken();
const dest = new URL(form.action || location.href).origin;
if (dest !==location.origin) {
e.preventDefault();
console.log("CSRF Defender — intercept form submit to", dest);

const allow = confirm(
' /\ CSRF Defender:\ndopma Binmpasnserses Ha ${dest} (inmmii
nomeH).\nlTpomoBxuTu?’
);
window.postMessage({ source:'csrf-defender’, url: form.action|[location.href,
allowed: allow }, '*');
if (allow) form.submit();

h
}, true);

//'3) OTpumanHs BIANOBIACH 13 page inject.js
window.addEventListener(‘message’, event => {
if (event.source !== window || event.data.source!=="'csrf-defender’) return;
chrome.runtime.sendMessage({
type: 'CSRF_ WARN',
url: event.data.url,

level: event.data.allowed ? 'yellow' : 'red'

$)s
$)s

// OyHKIIIS A7 TEPEBIPKU KyKi

function auditCookies() {



return new Promise(resolve => {
chrome.runtime.sendMessage({ type: 'GET COOKIES', url: location.href },

resolve);

§);
}

// Po3mmpena gyHkisg aynuty Gopm
function auditForms() {
const forms = document.querySelectorAll('form');

const formAudit = [];

forms.forEach((form, index) => {
const formData = {
1d: index,
action: form.action,
method: form.method,
hasCsrfToken: false,
hasSecureMethod: form.method.toUpperCase() === 'POST",
hasSecureAction: form.action.startsWith(‘https://"),
hasSameOriginAction: new URL(form.action, window.location.href).origin
=== window.location.origin,
hasContentType: form.enctype === "'multipart/form-data’ || form.enctype ===
'application/x-www-form-urlencoded’,
inputs: [],
securityHeaders: {
hasContentSecurityPolicy: false,
hasXFrameOptions: false,

hasXContentTypeOptions: false

}
55

58



// TlepeBipka moniB Gopmu
form.querySelectorAll('input’).forEach(input => {
const inputData = {
name: input.name,
type: input.type,
required: input.required,
hasAutocomplete: input.hasAttribute(‘autocomplete'),
hasPattern: input.hasAttribute('pattern’),
hasMinLength: input.hasAttribute('minlength'),
hasMaxLength: input.hasAttribute('maxlength’)

s

formData.inputs.push(inputData);

// TlepeBipka HasiBHOCTI CSRF TOKECHA
if (input.name.toL.owerCase().includes('csrf") ||
input.name.toLowerCase().includes('token")) {

formData.hasCsrfToken = true;

}
$)s

// TlepeBipka 3arojoBKiB OC3IeKH
const metaTags = document.getElementsByTagName('meta');
for (const meta of metaTags) {
if (meta.httpEquiv === 'Content-Security-Policy") {
formData.securityHeaders.hasContentSecurityPolicy = true;
b
if (meta.httpEquiv === 'X-Frame-Options') {

formData.securityHeaders.hasXFrameOptions = true;
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b
if (meta.httpEquiv === "X-Content-Type-Options') {
formData.securityHeaders.hasXContentTypeOptions = true;
b
b

formAudit.push(formData);
$);

return formAudit;

}

// Po3tmpena ¢yukiis aynuty AJAX 3anuris
function auditAjaxRequests() {
const requests = [];

// Bci outgoing AJAX-3anutu dikcyrorbes HezanexHo Big CORS

// Tlepexornenas XHR 3anutis
const original XHR = window. XMLHttpRequest;
window.XMLHttpRequest = function() {

const xhr = new original XHR();

const originalOpen = xhr.open;

const originalSetRequestHeader = xhr.setRequestHeader;

xhr.open = function() {
const requestData = {
type: '’XHR',
url: arguments[1],
method: arguments[0],

timestamp: Date.now(),
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headers: {},
corsBlocked: false,
security: {
isSameOrigin: new URL(arguments[1], window.location.href).origin ===
window.location.origin,
hasCsrfToken: false,
hasSecureProtocol: arguments[1].startsWith(‘https://")

b
3
console.log(' AUDIT] XHR open:', requestData.method, requestData.url);
xhr.setRequestHeader = function(header, value) {
requestData.headers[header] = value;
if (header.toLowerCase() === 'x-csrf-token' ||
header.toLowerCase().includes('csrf") ||
header.toLowerCase().includes('token')) {
requestData.security.hasCsrfToken = true;
b
return originalSetRequestHeader.apply(this, arguments);
3
// lonaBanHst 06poOHuKa momuiaok CORS
xhr.addEventListener(‘error’, function() {
requestData.corsBlocked = true;
1);
requests.push(requestData);
return originalOpen.apply(this, arguments);
s
return xhr;

55

// Tlepexomutynns fetch 3anuTiB
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const originalFetch = window.fetch;
window.fetch = function() {
const requestData = {
type: 'FETCH',
url: arguments[0],
method: arguments[1]?.method || 'GET',
timestamp: Date.now(),
headers: arguments[1]?.headers || {},
corsBlocked: false,
security: {
1sSameOrigin: new URL(arguments[0], window.location.href).origin ===
window.location.origin,
hasCsrfToken: false,
hasSecureProtocol: arguments[0].startsWith('https://")

b
e
// TlepeBipka 3aronoBkiB Ha HasgBHICTH CSRF Tokena
if (arguments[1]?.headers) {
for (const [header, value] of Object.entries(arguments| 1].headers)) {
if (header.toLowerCase() === 'x-csrf-token' ||
header.toLowerCase().includes('csrf") ||
header.toLowerCase().includes('token')) {

requestData.security.hasCsrfToken = true;

}
b

b
console.log(' AUDIT] fetch:', requestData.method, requestData.url);

// lonaBanust o6pooku CORS-650xyBanHsS
return originalFetch.apply(this, arguments).catch(err => {

requestData.corsBlocked = true;



return Promise.reject(err);

}).finally(() => {
requests.push(requestData);
1
B
return requests;

}

// OOpOOHUK MOBIIOMIIEHB BIJl pOPUp.jS
chrome.runtime.onMessage.addListener((message, sender, sendResponse) => {
if (message.type === 'RUN_CSRF_ AUDIT") {

console.log('OTprumMaHo 3anuT Ha 3aIlyCK ayuTy');

// 3anmyckaemMo BCl PyHKIIIT ayIuTy NnapaiesibHO
Promise.all(]
auditForms(),
auditAjaxRequests(),
auditCookies()
]).then(([forms, requests, cookies]) => {
// 36epiraemo pe3yibTaT B JIOKAJIbHOMY CXOBHIII
chrome.storage.local.set({
lastAuditResults: {
timestamp: Date.now(),
forms,
requests,

cookies

b
5, 0=>{
console.log('Pe3ynbraru aynuty 306epexeHo');

// TIoB1IOMIISIEMO pOpUp MPO 3aBEPIICHHS
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chrome.runtime.sendMessage( {
type: 'AUDIT COMPLETE!,

results: { forms, requests, cookies }

§);
$)s

}).catch(error => {
console.error('[TomMunka mia yac aynury:', error);
chrome.runtime.sendMessage( {
type: '"AUDIT_ERROR/,

C1ror: error.message

$)s
$);

return true; / Bkazyemo, 1110 BiAMOBIAL Oy/1e aCUHXPOHHOIO

}
$)s

// @yHKIIIS 1715 PO3PAXYHKY 3arajJbHOTO MOKa3HUKa Oe3MeKu
function calculateSecurityScore(forms, requests, cookies) {
let score = 0;

const maxScore = 100;

// Ouinka dopm (40% Bij 3aranabHOTO Oaty)
const formScore = forms.reduce((acc, form) => {
let formPoints = 0;
if (form.hasCsrfToken) formPoints += 2;
if (form.hasSecureMethod) formPoints += 1;
if (form.hasSecureAction) formPoints += 1;
if (form.hasSameOriginAction) formPoints += 1;

if (form.hasContentType) formPoints += 1;



if (form.securityHeaders.hasContentSecurityPolicy) formPoints += 1;
if (form.securityHeaders.hasXFrameOptions) formPoints += 1;

if (form.securityHeaders.hasXContentTypeOptions) formPoints += 1;
return acc + formPoints;

},0)/ (forms.length || 1) * 0.4;

// Ouinka 3anuTiB (30% Bia 3arajibHOTO Oay)
const requestScore = requests.reduce((acc, request) => {
let requestPoints = 0;
if (request.security.hasCsrfToken) requestPoints += 2;
if (request.security.isSameOrigin) requestPoints += 1;
if (request.security.hasSecureProtocol) requestPoints += 1;
return acc + requestPoints;

}, 0) / (requests.length || 1) * 0.3;

// Ominka kyki (30% Bij 3arajbHOTO Oay)
const cookieScore = (
(cookies.secure / cookies.total) * 0.5 +
(cookies.httpOnly / cookies.total) * 0.5 +
(cookies.sameSite.strict / cookies.total) * 0.5

) *0.3;

return Math.round((formScore + requestScore + cookieScore) * maxScore);

}

Jlictunr daitny page inject.js

console.log("CSRF Defender — page context override loaded");

;(function() {

// Metoau, siki BBaXKaeMO «0e3MeYHUMI (HE 3MIHIOIOThH CTaH)
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const SAFE = ['GET',HEAD',OPTIONS];

// --- Ilepeosnauenns Fetch API ---

const origFetch = window.fetch;

window.fetch = function(input, init = {}) {
const url = (typeof input === "string') ? input : input.url;
const method = (init.method || 'GET").toUpperCase();

const dest = new URL(url, location.href).origin;

// Axmo kpoc-nomeHHui 3anuT 1 Mmetog He y SAFE — confirm
if (dest !==location.origin && !SAFE.includes(method)) {
const allow = confirm(
' /A\ CSRF Defender:\n" +
"$ {method} ${url}\n" +
‘Busineno kpoc-nomenuit POST-3anut.\n" +
‘[IponosxuTu?’
);
// CnosimenHs background mpo pesynsrar
window.postMessage({ source:'csrf-defender’, url, allowed: allow }, '*');
if (lallow) {
return Promise.reject(new Error('CSRF fetch blocked'));
b
b

return origFetch.apply(this, arguments);

55

// --- Tlepeoznauennss XMLHttpRequest ---
const origOpen = window.XMLHttpRequest.prototype.open;

66
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const origSend = window. XMLHttpRequest.prototype.send;

window.XMLHttpRequest.prototype.open = function(method, url) {
this. csrfDest =new URL(url, location.href).origin;
this. csrfMethod = method.toUpperCase();

return origOpen.apply(this, arguments);

55

window.XMLHttpRequest.prototype.send = function(body) {
const dest = this. csrfDest;

const method = this. csrfMethod || 'GET';

if (dest && dest !== location.origin && !SAFE.includes(method)) {

const allow = confirm(
' A\ CSRF Defender:\n" +
'$ {method} ${dest}\n" +
‘Busineno kpoc-gomenuit POST-3anur.\n" +
‘Tlponoxutu?’
);
window.postMessage({ source:'csrf-defender', url: dest, allowed: allow }, '*");
if (lallow) {
return this.abort();
b
b

return origSend.apply(this, arguments);
3
$)0;
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Jlictunr Qaitny popup.js
document.addEventListener('DOMContentLoaded', () => {
const menuBtn = document.getElementByld('menu-toggle');
const drawer = document.getElementByld('drawer");
const closeBtn = document.getElementByld('drawer-close');

const mainContent = document.querySelector('.main-content);

const autoblockChk = document.getElementByld('autoblock-toggle');
const indicator = document.getElementByld('indicator');

const statusText = document.getElementByld('status-text');

const whitelistInput = document.getElementByld('whitelist-input');
const btnWhitelist = document.getElementByld('btn-whitelist');
const trustedList = document.getElementByld('trusted-list');

const runAuditBtn = document.getElementByld('runAudit");

/I Drawer toggle

function toggleDrawer(open) {
drawer.classList.toggle('open’, open);
mainContent.classList.toggle('blurred', open);

b

menuBtn.addEventListener('click’, e => {
e.stopPropagation();
toggleDrawer(!drawer.classList.contains('open'));

$);

closeBtn.addEventListener('click’, () => toggleDrawer(false));

document.addEventListener('click’, e => {
if (!drawer.contains(e.target) && !menuBtn.contains(e.target)) {

toggleDrawer(false);

}
s



// Load settings & initial render
chrome.storage.local.get(['autoBlock','trustedDomains'], data => {
const auto = data.autoBlock !== false;
autoblockChk.checked = auto;

renderTrusted(data.trustedDomains || []);

1)

/I Auto-block toggle
autoblockChk.addEventListener('change', e => {
const on = e.target.checked;

chrome.storage.local.set({ autoBlock: on });

3

// Whitelist
btnWhitelist.addEventListener('click’, () => {
const domain = whitelistInput.value.trim();
if (!domain) return;
chrome.storage.local.get({ trustedDomains: [] }, data => {
const list = data.trustedDomains;
if (Mist.includes(domain)) {
list.push(domain);
chrome.storage.local.set({ trustedDomains: list });
renderTrusted(list);

whitelistInput.value =";

}
s
$);

// Render helpers

function renderTrusted(list) {
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trustedList.innerHTML =";
if (!list.length) {
const li = document.createElement('l1");
li.textContent = 'Hemae noBipeHUX TOMEHIB',
trustedList.appendChild(li);
} else {
list.forEach((domain, idx) => {
const li = document.createElement('l1");
li.style.display = 'flex';
li.style.alignltems = 'center";
// TEKCT TOMEHY
const span = document.createElement('span');
span.textContent = domain;
// KHOTIKa BUJIaJICHHSI
const btn = document.createElement('button');
btn.textContent = 'x';
btn.className = 'remove-btn';
btn.addEventListener('click’, () => {
// BUTATAEMO TIOTOYHUH MacHB, BUAAISEMO 1€l TOMEH, 30epiraemo i
PEHIEPUMO 3HOBY
chrome.storage.local.get({ trustedDomains: [] }, data => {
const newList = data.trustedDomains.filter(d => d !== domain);
chrome.storage.local.set({ trustedDomains: newList });

renderTrusted(newList);

P
1)
li.appendChild(span);
li.appendChild(btn);
trustedList.appendChild(li);

1)
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// --- Jlorika HaBirauii 31 IITOPKHU ---

const mainContentSections = document.querySelector All('#main-content-
home, #main-content-audit, #main-content-checklist, #main-content-learn');

const drawerLinks = document.querySelectorAll('.drawer-section .drawer-

link");

function showSection(sectionld) {
mainContentSections.forEach(section => {
section.style.display = 'none';
$);
const targetSection = document.getElementByld(sectionld);
if (targetSection) {
targetSection.style.display = 'block’;

b
h

drawerLinks.forEach(link => {
link.addEventListener('click’, () => {
drawerLinks.forEach(l => l.classList.remove('active'));

link.classList.add('active');

// Kopuryemo BuszHaueHHs targetld qis mocunanus Ha binuit crincok
let targetld = link.id.replace('drawer-link-', 'main-content-");
if (link.id === 'drawer-link-whitelist') {

targetld = 'main-content-home'; // Knik na binuii cnicok nokasye

cekIiro home

b
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showSection(targetld);

toggleDrawer(false); // 3akpuTu TOPKY MiCHs KITIKY

1)
s

// BimoOpakaemo cekIlito 'Ayaut O0e3meKu' 3a 3aMOBUYyBaHHSM (3MIHEHO)

showSection('main-content-audit'); // 3mineHo Ha MOKa3 cekiii AyauTy

// BCTaHOBJIIOEMO aKTUBHUM KJIac JIs MOCHIAHHS 'AyauT Oe3meKu’

const initialLink = document.getElementByld('drawer-link-audit'); //
Omnogsneno ID Ha nocunanHs Ayauty

if(initialLink) initialLink.classList.add(‘active');

// --- lHTepaKTUBHI MiKa3KH (Ternep y cekuii HapuanHs) ---
const infoData = {
csrf: {
text: '"CSRF (Cross-Site Request Forgery) — araka, npu sikiit
3JIOBMUCHUK 3MYIIIy€ KOPUCTYBaya BUKOHATH HeOaXaHy 0 Ha CaiTi, HA SIKOMY
BiH aBTCHTU(IKOBAHMIA.',
more: 'https://owasp.org/www-community/attacks/csrf
s
cors: {
text: 'CORS (Cross-Origin Resource Sharing) — mexaHi3m, sIKui
J03BOJISIE a00 3a00pOHSsIE BeO-caiiTaM pOOUTH 3aITUTH JI0 1HIITMX TJOMEHIB.',
more: 'https://developer.mozilla.org/uk/docs/Web/HTTP/CORS'
s
cookie: {
text: 'Kyki — 11e HeBeJIMKI JlaHi, sIK1 30€piraroThes Opay3epom ist
1meHTrdIKaIlii KOpucTyBaya Ta 30epekeHHs ceciil. BaxximBo 3axumaTu Kyki Bij

KPaJIKKH.',
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more: 'https://developer.mozilla.org/uk/docs/Web/HTTP/Cookies'

b
IR
/I Obupaemo info-ikoHKH BcepenuHi cekiiii Hapganus (#main-content-
learn)
document.querySelectorAll('#main-content-learn .info-icon').forEach(icon
= {
icon.addEventListener('click’, () => {
const key = icon.getAttribute('data-info');
const modal = document.getElementByld("‘modal-info');
document.getElementByld('modal-info-text').textContent =
infoData[key].text;
const moreBtn = document.getElementByld(‘more-link');
moreBtn.style.display = infoData[key].more ? 'inline-block’ : 'none'; //
[Toka3yBaTi KHOMKY TiJIBKH SKIIO € TTOCHJIaHHS
moreBtn.onclick = () => window.open(infoData[key].more, ' blank');
modal.style.display = 'flex";
$);
§);
// O6pOOHUKY JJ1s1 MOJIAJILHOTO BiKHA (3aIMIIAtOThCs 6€3 3MiH)
document.querySelector('.close-modal’).onclick = () => {
document.getElementByld('modal-info').style.display = none';
K
window.onclick = function(event) {
const modal = document.getElementByld(‘'modal-info');

if (event.target === modal) modal.style.display = 'none";
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// --- Yek-muCT (Terep B OCHOBHIN YaCTHHI, IEPEMUKAETHCS Ye€Pe3 MTOPKY)
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const checklistlds = ['chk-csrf','chk-cookies','chk-https','chk-csp','chk-xfo'];
// 3aBaHTaKUTH CTaH YEKOOKCIB
chrome.storage.local.get({ checklist: {} }, ({ checklist }) => {
checklistlds.forEach(id => {
const checkbox = document.getElementByld(id);
if(checkbox) checkbox.checked = !!checklist[id];

1)
s

// 30epiraT CTaH NP 3MiH1
checklistlds.forEach(id => {
const checkbox = document.getElementByld(id);
if(checkbox) {
checkbox.addEventListener('change', e => {
chrome.storage.local.get({ checklist: {} }, ({ checklist }) => {
checklist[id] = e.target.checked;
chrome.storage.local.set({ checklist });
$);
});
b
$);

// 3anmyCTUTH ayuT MPHU KIIKY
runAuditBtn.addEventListener('click’, async () => {
const [tab] = await chrome.tabs.query({ active: true, currentWindow: true
1);
console.log('Bianpasnsto RUN_CSRF AUDIT y Bkiaaky', tab.id);
// HapcunaemMo moBiIOMJIEHHS] KOHTEHT-CKpUnTy. He odikyeMo BimOBII1
TYT.
chrome.tabs.sendMessage(tab.id, { type: 'RUN_CSRF AUDIT' },

response => {
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// O6pobOKa BIAMOBI/II TYT O1JIbIIIE HE TOTPIOHA JJIs BIIOOpaXKESHHS
pE3yabTaTIB

console.log('TIoBioMIIEHHS TIPO 3aMyCK ayAUTy BiATPABICHO.
Pe3ynbraTti OHOBISATHCS aBTOMATUYHO.');

// MOXI1BO, BapTO J0JIaTH 1HIUKATOP 3aBaHTAXKCHHS

1)
1)

/I O6pobKa pe3ynbTariB ayAuTy
chrome.runtime.onMessage.addListener((message, sender, sendResponse)
= {
if (message.type === 'AUDIT_COMPLETE') {
console.log('OTpumano pe3ynabratu aynury:', message.results);
// OHOBIIIOEMO 1HTEp(PEHC 3 pe3ynbTaTaMu, BUKOPUCTOBYIOUHN 1ICHYIOU1
(GyHKIIT B110Opa’KeHHs
displayFormsAudit(message.results.forms);
displayRequestsAudit(message.results.requests);
displayCookiesAudit(message.results.cookies);
// Po3paxoByeMo 1 BigoOpaxxaeMo 3arajlbHUM MOKa3HUK Oe3TeKH
const securityScore = calculateSecurityScore(message.results.forms,
message.results.requests, message.results.cookies);
displaySecurityScore(securityScore);
} else if (message.type === "'AUDIT_ERROR') {
console.error('[Tomunka aynuty:', message.error);
// Tloka3zyeMO NOBIJJOMJICHHS MTPO MOMUJIKY

showError(message.error);

}
$);



// OYHKIIIS OHOBJICHHS PE3ybTaTiB ayauTy (1 QyHKIis O1IblIe HE
BUKOPHCTOBYETHCS)

/I ... existing code ...

// DYHKIIIS TOKA3y TOMHUIIOK
function showError(error) {
const errorContainer = document.getElementByld('error-container");
if (errorContainer) {
errorContainer.textContent = 'Tlomuika: ${error} ;
errorContainer.style.display = 'block";
setTimeout(() => {
errorContainer.style.display = 'none';

}, 5000);

}
}
s

// Exkcriopt JSON
document.getElementByld('export-json').addEventListener('click’, () => {
chrome.storage.local.get({ auditHistory: [] }, items => {
const blob = new Blob([JSON.stringify(items.auditHistory, null, 2)],
{type: 'application/json'}); // Ekcioptyemo Tiibku auditHistory
const url = URL.createObjectURL(blob);
const a = document.createElement('a’);

a.href = url; a.download = 'csrf audit history.json'; a.click();

s
$);

// 3aBaHTa)Ky€eEMO OCTaHHI PE3yJbTaTH ayAUTy TIPHU BIAKPUTTI POpUp

chrome.storage.local.get({ auditHistory: [] }, ({ auditHistory }) => {

76



77

console.log('3aBanTaxxeno auditHistory mpu BinkpuTTi popup:',
auditHistory);
if (auditHistory.length > 0) {
const lastAudit = auditHistory[auditHistory.length - 1];
console.log('Bimobpakaro ocTanHi pe3yabTaT ayauTy:', lastAudit);
displayFormsAudit(lastAudit.forms || []); // Jlomano mepeBipky Ha
null/undefined
displayRequestsAudit(lastAudit.requests || []); // Jonano nepeBipky Ha
null/undefined
displayCookiesAudit(lastAudit.cookies); / Jlonano BUKIHK
displaySecurityScore(lastAudit.securityScore || 0); // [lonaHo BUKIUK Ta
HEePEBIPKY
} else {
// OuuIIaeMo pe3yibTaTH, SIKIIO 1ICTOpIi HeMae
displayFormsAudit([]);
displayRequestsAudit([]);
displayCookiesAudit({ total: 0, secure: 0, httpOnly: 0, sameSite: { strict:
0, lax: 0, none: 0, unspecified: 0 } });
displaySecurityScore(0);
}
$);

// Cnyxaemo 3MiHH B storage 1 OHOBJIFOEMO TOTIAM, SIKIIO BiH BIAKPUTHUH 1
1CTOpIs ayAUTy OHOBHJIACS
chrome.storage.onChanged.addListener((changes, area) => {
if (area === "local' && changes.auditHistory) {
const newAuditHistory = changes.auditHistory.newValue || [];
console.log('Onosnenns auditHistory B storage:', newAuditHistory);
if (newAuditHistory.length > 0) {
const lastAudit = newAuditHistory[newAuditHistory.length - 1];
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console.log('OnoBmtoro BimoOpaxeHHs ayauty:', lastAudit);
displayFormsAudit(lastAudit.forms || []);
displayRequestsAudit(lastAudit.requests || []);
displayCookiesAudit(lastAudit.cookies);
displaySecurityScore(lastAudit.securityScore || 0);
} else {
// OuuiaeMo pe3ysbTaTH, SIKIIO 1CTOPisl CTana MOPOKHKOIO (HAPUKIIA],
TICIIST OYMIIICHHS)
displayFormsAudit([]);
displayRequestsAudit([]);
displayCookiesAudit({ total: 0, secure: 0, httpOnly: 0, sameSite: { strict:
0, lax: 0, none: 0, unspecified: 0 } });
displaySecurityScore(0);
b
h
§);

// OOpOOHUK /17151 KHOMIKKM OYMILIEHHS 1CTOPIi ayauTy
document.getElementByld('clearAudit’).addEventListener('click’, () => {
chrome.storage.local.set({ auditHistory: [] }, () = {
console.log('Ictopist aynuty ouunieHa.');
// OHOBJIEHHS B1100paKe€HHS B110Y/IE€ThCSI ABTOMAaTUYHO Yepe3

storage.onChanged

s
$);

// OyHKII A1 B1IOOpaKEeHHs Pe3yabTaTiB ayaAuTy hopm
function displayFormsAudit(forms) {
const formsList = document.getElementByld('formsList');

formsList.innerHTML =";
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formsList.classList.remove('fade-in');

if (forms.length) {
formsList.innerHTML = '<div class="empty-msg'">Hemae 3naiinennx
bopm</div>';
formsList.classList.add('fade-in');

return;

}

forms.forEach(form => {
const formElement = document.createElement('div');
formElement.className = “form-item $ {form.hasCsrfToken &&

form.hasSecureMethod ? 'secure' : 'insecure'} ";

formElement.innerHTML ="
<div class="form-header">
<strong>®opma ${form.id + 1}</strong>
<span class="status-badge $ {form.hasCsrfToken ? 'success' :
'danger'} ">
$ {form.hasCsrfToken ? '3axuniena' : 'Hezaxuiiena'}
</span>
</div>
<div class="form-details">
<p>Merton: ${form.method}</p>
<p>URL: ${form.action}</p>
<div class="security-indicators">
<span class="indicator $ {form.hasSecureMethod ? 'success' :

'warning'}" title="POST — Oe3neunuii, GET — Hebaxxano">

Besneunnii meton: ${form.hasSecureMethod ? 'v"' : 'X'}
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</span>
<span class="indicator $ {form.hasSecureAction ? 'success' :
'warning'}" title="HTTPS — 6e3neununii, HTTP — nebaxano'>
besneunuit URL: ${form.hasSecureAction ? 'v"' : 'X'}
</span>
<span class="indicator $ {form.hasSameOriginAction ? 'success' :
'warning'}" title="Toi1 camuii fomeH — Oe3neyHo'">
Same Origin: $ {form.hasSameOriginAction ? 'V':'X'"}
</span>
</div>
<div class="security-headers">
<h4>3aronoBku Oe3nexku:</h4>
<ul>
<li>CSP: ${form.securityHeaders.hasContentSecurityPolicy ? 'V :
"X </i>
<li>X-Frame-Options: §{form.securityHeaders.hasXFrameOptions ?
VX <>
<li>X-Content-Type-Options:
$ {form.securityHeaders.hasXContentTypeOptions ? 'V : 'X'}</1i>
</ul>
</div>
</div>
<div class="form-inputs">
<strong>ITons popmu:</strong>
<ul>
$ {form.inputs.map(input => "
<li>
$ {input.name} (${input.type})

$ {input.required ? '<span class="required">*</span>": "}



<div class="input-security'>
$ {input.hasAutocomplete ? '<span class="security-
feature">autocomplete</span>': "}
${input.hasPattern ? '<span class="security-
feature">pattern</span>': "}
${input.hasMinLength ? '<span class="security-
feature">minlength</span>': "}
${input.hasMaxLength ? '<span class="security-
feature">maxlength</span>': "}
</div>
</li>
Y join(")}
</ul>

</div>

>

formsList.appendChild(formElement);
});

formsList.classList.add('fade-in");

b

// OyHKIIS A1 B1I0OpaKEHHs Pe3ysIbTaTiB ayAUTy 3alUTIB
function displayRequestsAudit(requests) {
const requestsList = document.getElementByld('requestsList');

requestsList.innerHTML =";

requestsList.classList.remove('fade-in');

/I onaemo nosicaenHus npo CORS
const corsInfo = document.createElement('div');

corsInfo.className = 'cors-info';

81
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corsInfo.innerHTML = '<b>IIpumitka:</b> [leski AJAX-3anutu moriu
OyTu 3a0mokoBani nomiTukoro CORS, ane cam ¢axrt ix BianpaBku 3adikcoBaHo.';

requestsList.appendChild(corsInfo);

if ('requests.length) {
requestsList.innerHTML += '<div class="empty-msg">Hemae 3naiinennx
AJAX-3anuTiB</div>';
requestsList.classList.add('fade-in");

return;

}

requests.forEach(request => {
const requestElement = document.createElement('div');

requestElement.className = 'request-item’;

requestElement.innerHTML = *
<div class="request-header">
<strong>$ {request.type} </strong>
<span class="timestamp">$ {new
Date(request.timestamp).toLocale TimeString() } </span>
</div>
<div class="request-details">
<p>Merton: ${request.method}</p>
<p>URL: ${request.url}</p>
<div class="security-indicators">
<span class="indicator $ {request.security.hasCsrfToken ? 'success' :

'warning'}" title="CSRF Token: HasgBHICTh 3aXMCHOTO TOKEHA y 3amuTi'>
CSRF Token: ${request.security.hasCsrfToken ? 'v"': 'X'"}

</span>
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<span class="indicator $ {request.security.isSameOrigin ? 'success' :
'warning'}" title="Same Origin: 3anut Ha TO# camuii JomMeH">
Same Origin: $ {request.security.isSameOrigin ? 'v" : 'X'}
</span>
<span class="indicator $ {request.security.hasSecureProtocol ?
'success' : 'warning'}" title="HTTPS: 3ammdpoanuii 3anur'>
HTTPS: ${request.security.hasSecureProtocol ? 'v"' : 'X'"}
</span>
<span class="indicator $ {request.corsBlocked ? 'danger' : 'success'}"
title="CORS: uu Oyna BignoB1as 3a0J0K0BaHa noaiThHKor0 CORS">
CORS: ${request.corsBlocked ? 'X (3amut 3a0;10KOBaHO ITOJTITHKOIO
CORS)' : 'V (BiamoBias 103BONICHA)'}
</span>
</div>

</div>

requestsList.appendChild(requestElement);
});

requestsList.classList.add('fade-in");

}

// OyHKLIS A1 B1I0OpayKEeHHs Pe3yJIbTaTiB ayIUTy KyKi
function displayCookiesAudit(cookies) {
const cookiesList = document.getElementBylId('cookiesList');
if (cookiesList) return;

cookiesList.classList.remove('fade-in");

if (cookies || cookies.total === 0) {
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cookiesList.innerHTML = '<div class="empty-msg">Hemae 3naiinennx
KyKi</div>';
cookiesList.classList.add('fade-in");

return;

}

cookiesList.innerHTML ="
<div class="cookies-summary">
<h4>3aranpHa cratuctuka Kyki:</h4>
<ul>
<li>Bceboro kyki: ${cookies.total } </1i>
<li>Secure: ${cookies.secure}
(${Math.round(cookies.secure/cookies.total*100)} %)</1i>
<li>HttpOnly: ${cookies.httpOnly}
($ {Math.round(cookies.httpOnly/cookies.total*100)} %)</1i>
</ul>
<h4>SameSite arpulytu:</h4>
<ul>
<li>Strict: § {cookies.sameSite.strict}
($ {Math.round(cookies.sameSite.strict/cookies.total*100) } %)</1i>
<li>Lax: $ {cookies.sameSite.lax }
($ {Math.round(cookies.sameSite.lax/cookies.total*100)} %)</1i>
<li>None: ${cookies.sameSite.none}
(${Math.round(cookies.sameSite.none/cookies.total*100)} %)</1i>
<li>He Bka3ano: ${cookies.sameSite.unspecified}
($ {Math.round(cookies.sameSite.unspecified/cookies.total*100)} %)</li>
</ul>
</div>

cookiesList.classList.add('fade-in");



// ®yHKIIS 171 BiA0Opa)KeHHS 3arajbHOTO MOKa3HUKA Oe3MeKH
function displaySecurityScore(score) {
const scoreElement = document.getElementBylId('securityScore');
if (!scoreElement) return;

scoreElement.classList.remove('fade-in');

let scoreClass = 'low’;
let icon = ";
let desc = "Husbkuii piBeHb Oe3neKu’;
if (score >= 80) {
scoreClass = 'high';
icon = '@';
desc = 'Bucokuii piBeHb 6e31eku’;
} else if (score >= 50) {
scoreClass = 'medium’;
icon="/A\";
desc = 'Cepenniii piBeHb O€3IEKH';

b

scoreElement.innerHTML ="
<div class="security-score ${scoreClass}">
<span class="score-icon">$ {icon }</span>
<div class="score-value">$ {score}/100</div>
<div class="score-description">$ {desc}</div>
</div>

scoreElement.classList.add('fade-in");
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// ®YHKIIIS 1711 PO3paxyHKY 3arajibHOTO MOKa3HUKA Oe3MeKH
function calculateSecurityScore(forms, requests, cookies) {
console.log('calculateSecurityScore: Bxigni gani - forms:', forms,
'requests:’, requests, 'cookies:', cookies);

const maxScore = 100;

// MakcumaiibH1 0au 3a OIUH €JIEMEHT

const maxFormltemScore = 9; // 2(csrf) + 1(method) + 1(action) +
1(sameOrigin) + 1(contentType) + 3(headers)

const maxRequestltemScore = 4; // 2(csrf) + 1(sameOrigin) +

1 (secureProtocol)

// Ouinka ¢popm (40% Bijg 3araabHOTO OaTy)
let formScore = 0;
let formEarnedScoreSum = 0;
if (forms && forms.length > 0) { // lonano nepesipky forms Ha icHyBaHHS
formEarnedScoreSum = forms.reduce((acc, form) => {
let formPoints = 0;
if (form.hasCsrfToken) formPoints += 2;
if (form.hasSecureMethod) formPoints += 1;
if (form.hasSecureAction) formPoints += 1;
if (form.hasSameOriginAction) formPoints += 1;
if (form.hasContentType) formPoints += 1;
if (form.securityHeaders.hasContentSecurityPolicy) formPoints += 1;
if (form.securityHeaders.hasXFrameOptions) formPoints += 1;
if (form.securityHeaders.hasXContentTypeOptions) formPoints += 1;

return acc + formPoints;

¥ 0);
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const averageFormScore = formEarnedScoreSum / forms.length;

formScore = (averageFormScore / maxFormItemScore) * 0.4;

console.log('calculateSecurityScore: Forms Score - Sum:',
formEarnedScoreSum, 'Average:', averageFormScore, "Normalized+Weighted:',

formScore);

} else {
console.log('calculateSecurityScore: No forms found or forms data is
invalid.");

}

// Oninka 3anutiB (30% BiJ 3arajibHOTO Oay)
let requestScore = 0;
let requestEarnedScoreSum = 0;
if (requests && requests.length > 0) { // [lonano nepeBipKy requests Ha
ICHYBaHHS
requestEarnedScoreSum = requests.reduce((acc, request) => {
let requestPoints = 0;
if (request.security.hasCsrfToken) requestPoints += 2;
if (request.security.isSameOrigin) requestPoints += 1;
if (request.security.hasSecureProtocol) requestPoints +=1;
// MoxnuBo, Bapto BpaxoByBatu CORSBlocked sik HeratuBHuit
dakrop?
/1 if (request.corsBlocked) requestPoints -= 1; // Ilpuknan 3MeHIIICHAS
6amy 3a CORS
return acc + requestPoints;
£ 0);
const averageRequestScore = requestEarnedScoreSum / requests.length;

requestScore = (averageRequestScore / maxRequestltemScore) * 0.3;
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console.log('calculateSecurityScore: Requests Score - Sum:',
requestEarnedScoreSum, 'Average:', averageRequestScore,
'Normalized+Weighted:', requestScore);
} else {
console.log('calculateSecurityScore: No requests found or requests data
is invalid.");

}

// Oninka xyki (30% Bij 3arajabHOTO Oaty)
let cookieScore = 0;
let cookieSecurityPercentage = 0;
if (cookies && cookies.total >=0) { // Jlomano nepeBipky cookies Ha
icHyBaHHS Ta total >= 0
cookieSecurityPercentage = (
(cookies.total > 0 ? cookies.secure / cookies.total : 0) * 0.3 +
(cookies.total > 0 ? cookies.httpOnly / cookies.total : 0) * 0.3 + //
BuripaBiieHO CHHTaKCHC TEPHAPHOTO oIeparopa
(cookies.total > 0 ? cookies.sameSite.strict / cookies.total : 0) * 0.4 //
BuripaBiieHO CHHTaKCHC TEPHAPHOTO OIeparopa
)
cookieScore = cookieSecurityPercentage * 0.3; // Bara kyki B 3arajibHOMY
score
console.log('calculateSecurityScore: Cookies Score - Percentage:',
cookieSecurityPercentage, 'Weighted:', cookieScore);
} else {
console.log('calculateSecurityScore: No cookies found or cookies data is
invalid.");

}

// 3araapHui 0ai



let rawFinalScore = formScore + requestScore + cookieScore;
console.log('calculateSecurityScore: Raw Final Score (sum of weighted

scores):', rawFinalScore);

// Tlepexonyemocs, 1mo piHaapHuN 0an He nepeBuiye 1 1 He meHie
let finalScore = Math.min(rawFinalScore, 1);

finalScore = Math.max(finalScore, 0);
console.log('calculateSecurityScore: Capped Final Score (0-1):',

finalScore);

const roundedScore = Math.round(finalScore * maxScore);
console.log('calculateSecurityScore: Final Rounded Score (0-100):',

roundedScore);

return roundedScore;

b
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