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HHEPEJIIK YMOBHUX ITO3HAYEHb

API — Application Programming Interface

Cookie — HeBenuKHi (PparMeHT AaHUX, BIAMpPaBICHUN BeO-cepBEpOM 1 30eperkeHHI
Ha KOMIT I0Tep1 KOpPUCTyBaya.

CORS — Cross-Origin Resource Sharing

CSRF — Cross-Site Request Forgery

DOM — Document Object Model

HTML — Hyper Text Markup Language

HTTP — Hypertext Transfer Protocol

MitM — man-in-the-middle

SDK — Software Development Kit

SSL — Secure Sockets Layer

URL — Uniform Resource Locator

OWASP — The Open Worldwide Application Security Project

W3C — World Wide Web Consortium

XML — EXtensible Markup Language

XSS — Cross-Site Scripting



BCTYII

AKTYaJIbHICTDh JOCIIsKeHHsI. Y KOHTEKCTI CTPIMKOTO PO3BHUTKY BEO-TEXHOJIOT1i
Ta IIMPOKOTO BMIPOBA/KEHHS PO3MOAUICHUX AapXITEKTyp, MIKIOMEHHA B3a€EMOJIS
CTajia KJIFOYOBHUM €JIEMEHTOM Cy4YaCHHUX Be0-3aCTOCYHKIB.

Bomgnodac mikmoMeHHa B3a€MOJIisI CTBOPIOE JOJATKOBI BEKTOPH aTak, 30Kpema
yepe3 MEXaHi3MH, IO BHUKOPUCTOBYIOTH Opay3epHi OCOONHMBOCTI, Taki SK
aBTOMaTHYHE HajcuiaHHsa cookie abo HesaxumieHl API-3anuTu.

Oco0MBO aKTyaJIbHOIO 1 IpoOsiemMa CcTae s Cy4aCHUX apXITEKTYpPHHX PIIIECHb
npu po3poOIll BeO-cailTiB. BiACyTHICTh HaNEXKHOTO 3aXHCTy Yy TaKHUX CIEHapisx
CTBOPIOE KPUTUYHI PHU3UKH SIK JJI KOPUCTyBadiB, Tak 1 nisi OizHecy. Tomy
TOCITIJIKEHHS ICHYIOUNX METOJIB 1 CITOCOOIB 3aXWCTY BiJ IIKIIJIMBUX MIKIOMEHHUX
3aMUTIB Ma€ BAXKIIMBE TEOPETUYHE M MpaKkTUUHE 3HaueHHs. Lle 103BoJsie miABUIIUTH
piBeHb Oe3mekn BeO-cucTeM 1 chopMyBaTH KOMIUICKCHUU TMIAXI1T 10 3aXHCTy
MIKJIOMEHHOI B3a€MO/II.

MeTo10 AOCJIIZKEHHSI € JIOCTIIUTH ICHYIOYl METOJM 1 CIOCOOM 3aXHUCTy Bif
MIKiJJIMBUX ~MDKIOMEHHUX 3alHTiB. 3ampomoHyBaTH e(EeKTHBHHM Crmocid iX
TECTYBaHHS OI[IHUTHU PIBEHb 3aXUIICHOCTI, SKUW BOHU HAIAIOTh.

J1Jist TOCSITHEHHS! TIOCTABJICHOT METH MOTPIOHO BUKOHATU HACTYTIHI 3aB/JIAHHS:

1. Anani3 MK VIMBUX MIXKIOMEHHHUX 3aIlUTIB.

2.0ra51 1ICHYOUMX METOJIIB 1 3ac001B 3aXHUCTy BIJ IIKIJIUBUX MIKIOMEHHUX

3aIuUTIB.

3.AHaJi3 MIAXO0/AIB O TECTYBaHHS Ha BPa3JIMBICTh J0 IIKIJJIUBUX MIXKIOMEHHUX

3aIuTIB.

4.CTBOpEHHSI CKpUIITY JUIsl CKaHyBaHHS Ha BpasIWBICTh 10 IIKIJIUBUX

MDKIOMEHHUX 3alUTIB.

O0’€eKT HOCTITAKEHHSI € METOAM 1 CIOCOOU 3aXUCTY BIJI IIKIUIMBUX MIKIOMEHHHUX
3aMuTIB.

IIpeamer mocaimkeHHs € OLIHKAa €(EKTHUBHOCTI TOEJHAHHS IPOAHAII30BaHUX

METO/IH 1 CIIOCOOU 3aXUCTY B[ MIKIJUIMBUX MI>KJIOMEHHHUX 3aIUTIB.
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Anpobanisa. Crarta Ha temy “UIkianuBi MibKIOMEHH1 3anuTH” Oyia omyOJIiKOBaHi
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po6oTu 44 CTOPIHOK, MICTUTD 2 TaOIUIb, 8 PUCYHKHU.



PO3I1J1 1 AHAJI3 AOCJLIKEHD HIKIVIMBUX MIDKIOMEHHUX
3AIIMTIB

1.1 3acTocyBaHHSI MIXKTOMEHHHMX 3aIIUTIB

Ha mnouarky CTBOpeHHsI I00anbHOI Mepexi Ta MEepIIMX CalTiB MiXKIOMEHHI
3aMUMUTH HA BUKOPUCTAHHS BMICTY OYJIM HEMOXIIUBI. APXITEKTypa CTaTUYHOTO BEO-
caity Oyma mpocroro. Borna mictmna gume onna HTML daiin skuit mictuB DOM-
JIEPEeBO, SIKE HE MICTHJIO CTOPOHHIX IMiIKIIO4YEeHb. Taki calTu He MPUIMAalOTh 3aIUTIB
BIJl KOPUCTYBauiB Ha CEpBEP Ta HE MICTATh IHTEPAKTUBHUX €JIEMEHTIB.

Ane 13 3pOCTaHHSIM KIJIBKOCTI KOpPUCTYBadiB y IHTEpHETI modajud 3MIHIOBATHCS
IHCTpYMEHTH JUIsI CTBOpPEHHS BeO-caiTiB. Tak MJis CTBOPEHHS IHTEPAKTHUBHUX
€JIEMEHTIB Ta 3pYYHOCTI NIATPUMKHU ¥ MacliTa0yBaHHS CAMTIB 3’ SIBUJIMCS TEXHOJOTI]
MDKIOMEHHUX 3aIlNTIB.

Axmo Mu 3aiiieMo, HaNpUKIIAJA, Ha Cy4aCHHUW CaMT MH 3 BHUCOKOK WMOBIPHICTIO
nobauynMo Tam (GoTo, Bijfeo, KapTu MicTa. Yl 11l JaHI MalTh pi3HUN (hopmaT Ta HE
MICTATBCSI B TOJIOBHOMY cratudHoMy DOM-nepeBi. Taki gaHi MICTATbCS Ha
CTOPOHHIX cepBepax 1 BIMOOPaKAIOTHCSA TIIBKA KOJM KOPHUCTYyBad BIJIKPUBAE
CTOPIHKY THM CaMHUM IOCHJIA€ 3allUT Ha OTPUMAaHHS BMICTY CTOPOHBOTO BeO-pecypcey.

Jlist BigTBOpeHHs aynio Ta BigeodaitniB y moBi po3mitku HTML ctBOpunu Tter
“<source>" 13 arpuOyroM ‘‘src=", skuii mictuth URL-anpeca Ha CTOpIHKyY, sKa
BU3HAYAE 3MICT €JIEMEHTA.

[lepenaua nmanux BinOyBaeThesi 3a gonomororo mnporokony HTTP. HTTP — e
MPOTOKOJI I OTPUMAaHHsI PecypcCiB, HAIMpUKIAJ, 3a JOMOMOrow Opaysepa . Bin
JICKUTh B OCHOBI OOMIHY JaHMMH B [HTEpHETI Ta € MPOTOKOJOM KIIEHT-CEPBEPHOI
B3a€MO/IIi, 110 O3HAYa€ IHILIIOBAHHS 3alUTIB JO CEpPBEpa CaMHUM OJCpPKYBaueM,

3a3Buuail Be0-Opaysepom [1].



Web document

- ~ GET index.html
GET styles.css
. Web server
image . GET header.png
GET video.mp4
Video server
GET advert,j
Video Advertisement e i) & L
Ad server
Sy ./
Puc. 1.1.1 — CtpykTypa cyuyacHOro BeO-canTy
MUDKJIOMEHHI 3aluTH — [ BaXKIMBUH MEXaHI3M s peamizaimii 0araTbox

apxXiTEeKTypHUX pIlIeHb y BeO-po3poOii. BiH mo3Bosise peanizyBaTd pO3MOJIiICHE
PO3MIILIEHH BCIX PECYpCIB, II0 B CBOIO YEpPry AO3BOJISIE JIETKO MIATPUMYBATH,
MacTadyBaTd Ta pO3BMBAaTH NPOEKTH BEJIMKOK KOMaHIO0K. MuH MOXeMO Iie
no0aYUTH KOJIM MIKAOMEHHI 3alIUTH BUKOPUCTOBYIOTHCA y (PPOHTEH] AOAAaTKaX AJis
B3a€MO/IIi 3 OEKEH/I0M, PO3MILIEHUM Ha 1HIIOMY JOMEHI, JJIid 1HTEerpalii CTOPOHHIX
CEPBICIB, Y MIKPOCEPBICHIM apXITEKTypl, KOJIU Pi3HI CEpBICH MaIOTh BJIAaCHI JOMEHHU
a0o0 MiIIOMEHH.

MixnomeHH1 3aUTH Y GPOHTEHI-A0JaTKaX BUKOHYIOTh KPUTHUHO BAKIUBY POJIb Y
CydacHi apxiTEeKTypl Be0-3aCTOCYHKIB, /i€ 1HTepdeiic KopucTyBaua Ta CepBEpHa
JIOT1Ka YacTO PO3MIIIEH] Ha PI3HUX JIOMEHaX. Takuil MO € TUTIOBUM JJIsI XMapHUX
1H(GpaCcTpyKTYp, a TaKoX Mpu BHUKOpucTaHHI cTopoHHiX APIl. Hampuknan, xomu
(GpOHTEH]T NOJAaTKy PO3MIIICHUN HAa OKPEMOMY cepBepi, a OCKeHI, sSIKhili 00pobIIse
3alUTH, — Ha IHIIOMY, HEOOX1JHa MOXJIMBICTh KOMYHIKalli MIX LMMH JIBOMA
KOMIIOHEHTaMU. Taki 3alliTH BUHHUKAIOTh, KOJU BEO-I0JATOK, II0 3aBaHTAXXCHUU Y

Opay3epi 3 OJHOr0 MOXOKEHHS (TOOTO JOMEHY, MOPTY Ta MPOTOKOIY), HAMAraeThCs
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OTpUMATH PECYPCH 3 1HIIOTO MOXOKEeHHs. [loiTHKa 0JTHAKOBOrO MOXOMKEHHS, SAKY
peani3yoTh Opay3epH, 3a00pOHSE TOCTYM IO BIAMOBIIEH 3 1HIIMX MMOXOKEHB, 00
3amo0IrTH HECAHKIIIOHOBAHOMY JIOCTYITY N0 TaHMX KopucTyBaua. [IpoTe B Garatbox
peanbHUX CICHAPISX MOTPIOHO, MO0 Pi3HI JOMEHH B3a€EMOIISIM MiX coboro. J[ms
I[OTO 3aCTOCOBYETHCS MEXaHI3M MIKJIOMEHHMX 3allUTIB, SKUW JO3BOJIIE CEPBEPY
SBHO BKa3aTH, SIKUM caMe MOXOJ/KEHHSM J03BOJICHO 3BEPTATHUCS /10 HOro pecypciB
[2].

MiDKIOMEHH]I 3amUTH [IUPOKO BUKOPUCTOBYIOTHCS MJIsi 1HTErpalii CTOPOHHIX
cepBiciB y BeO-momatkax. lle mo3Bossie po3poOHHMKAM IIBUAKO Ta €(PEKTHBHO
nojaBaTé (QYHKIIOHAIBHICTh, Ka BUMAarae 3HaA4HUX PecypciB abo cremiaaizoBaHuX
3HaHb, 0€3 HEOOXIJHOCTI peanizoByBaTH ii camocTiiHo. Hampukian, cepBicu Ha
kmrtanT Google Maps, Stripe, Firebase a6o Facebook Login HamaroTh MOTYXHI
IHCTpYMEHTH JUisi peami3anii kaprorpadii, oOpoOku miarexiB, aBTeHTUDIKaIli
KOPUCTYBauiB, XMapHOTO 30€pEeKEHHS JaHMX Ta IHIIUX KIOYOBUX MOMXJIHMBOCTEH
yepe3 API, 10 IKuX 10CTyN 31IMCHIOETHCS 3a IOMMOMOTOI0 MIXKJOMEHHUX 3aITUTIB.

Komu Be6-101aTOK 1HTErpy€e CTOPOHHIN cepBic, BiH, SIK MpaBujo, B3aemo/ie 3 API,
SKUU pO3MILIECHUN Ha IHIIOMY JOMEHI, HDK caMm JojJarok. Hampuknaa, npu
BUKOpPUCTaHHI Stripe i OOpOOKM IUIATEXKIB, KIIEHTCbKA YaCTUHA JOJATKY
3BEPTAETHCS /10 CEpPBEPIB Stripe, 110 3HAXOAAThCSA Ha JOMEHI stripe.com. bpaysep npu
I[OMY 3aCTOCOBY€ TOJITHKY OJHOTO MOXO/KEHHS 1 JO3BOJISIE€ TaKi 3alUTH JUIIE Y
BUIAJIKY, SIKIIO CEPBEP CTOPOHHBOTO CEPBICY HAJAIITOBAHWM BIAMOBIAHO [0
craugapty CORS 1 siBHO 103B0JIsIE 3BEPHEHHS 3 MMOXOKEHHS T0JaTKy. AHAJIOTI4HO,
KOJIM KOpHUCTyBaud BxoauTh uepe3 Facebook Login, ¢ppoHTeHn Haacmiae 3amuT 10
nomeHiB Facebook, a Toii moBepTae BIAMOBIAb, IO MICTUTh TOKEH a00 JaHi IPodiiato
KOpPUCTYBaua — 3HOBY > TakKH, L€ MDKJIOMEHHA KOMYHIKalis, SKy HOTpPIOHO
00poOuTH OE3MEeYHO Ta BIAMOBIHO 10 CTAH/IaPTIB.

[HTerpanis CTOPOHHIX CEpBICIB 3a JOMOMOIOK MDKIOMEHHHX 3alUTIB BHPIIIYE
HU3Ky npobiuem. [lo-mepiie, BOHA 103BOJISIE AENETYBATH CKIIATHY Ta YYTJIMBY JIOTIKY
(manpukian, 30epiraHHs IUIATDKHUX JIaHUX, aBTEeHTU(iKaliio, OOJiK ceciil)

crenliagi30BaHUM IpoBaiiiepaM, skl TapaHTYIOTh BUCOKY HAJIMHICTh 1 BIAMOBIIHICTb
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cyyacHUM BuMoram Oe3neku. [lo-mpyre, 1e ckopouyye 4dac po3poOKH, OCKUIbKU
OUIBLIICTh TAaKWUX CEpBICIB HanawTh Ao00pe 3agokymeHtoBani APl ta SDK,
amantoBaHi mif nomyispHi (dpeiimMBopku. [lo-Tpere, Taka iHTerpaiis MiIBUILYE
MacIITabOBaHICTh 1 HANIWHICTH JJOJIATKY, OCKUIBKH 00pOOKa pecypcoOMICTKUX 3aIlUTIiB
MOKJIAJIA€ThCs Ha 30BHIINIHIO 1HPpacTpykTypy[3].

VY Toit yac sik GPOHTEH]I-0/IATKH aKTUBHO BUKOPUCTOBYIOTh MDKIOMEHHI 3alUTH
JUTS 3B°SI3KY 3 O€KEHIOM, a CTOPOHHI CepBiCH — IS pO3IIHPEHHS (QYHKIIOHAIBHOCTI
Be0-3aCTOCYHKIB, MIKPOCEPBICHA apXITEKTypa CTaBUTh Ili MEXaHI3MU Ha CIIyXKOy
BHYTPIIIHIM  B3a€MOJII BCEpEIMHI OJHIET PO3MOAUIEHOI CHUCTEMHU. Y TaKHUX
apXiTeKTypax QyHKI[IOHAIbHICTh PO3OMBAETHCS HA HE3AJIEKHI CEPBICH, KOKEH 3 IKUX
BIJINOBIJIA€ 32 OKpeMy JUISTHKY OI3HEC-JIOTIKM — HalpuKIaJ, KepyBaHHS
KOpPUCTYBadyaM#, OOpOOKY IJIATEKIB, BIAMPABICHHS MTOBIIOMJICHD, TCHEPAIIIIO 3BITIB
tomo. Lli cepBicM MOXyThb OyTH peali3oBaHl PI3SHUMH KOMAaHJIAMH, Ha PI3HUX
TEXHOJIOTISX, 1 HAaBITh PO3rOpTATHCS B PI3HUX CEpeOBHUINAX. BHACIIIOK IIOTO
B3a€EMOJIISl MI>)K HUMHU 4acTO BiAOYBAa€ThCS HE B MEXKaxX OJHOTO MOXOJKEHHS, a uepes
OKpeMi JIoMeHH a0 IiITOMEHH.

VY 1bOMYy KOHTEKCTI MIKAOMEHHI 3allUTH CTAIOTh BHYTPIUIHIM IHPPACTPYKTYPHUM
IHCTPYMEHTOM, 1[0 MIATPUMYE ULUIICHICTh  PO3MOAUIEHOI cucTteMu. BoHu
3a0€31e4yr0Th KOMYHIKAI[II0 M1 JIOT1YHO OB’ 3aHUMHU, ajie PI3UYHO 130JIbOBAHUMHU
KOMIIOHEHTaMH, HE MOpyIIyloun Oe3nekoBoi mojaeni Opaysepa. Ha BiamiHy Bix
iHTerpaii 31 croponHiMu API, ne ngoctym g0 pecypciB mMae OyTu OOMEKEHMH 1
BUOIPKOBHUIA, y MIKpOCEpBicax MI>KIIOMEHHA B3a€MO/IiS YACTO HAJIAIITOBaHA HA TICHY 1
MOCTIIHY CHIBIpaL0 MK ciyx0amu. [IpoTe HaBITh y TAKOMY CEPEIOBHILI BaXKIUBO
YITKO pEerjaMeHTYBaTH JI03BOJICHI TMOXO/KEHHS, aBTEHTU(IKAIII0 CepBiCiB, OOMiH
TOKEHaMH Ta 0OpOOKY 3alUTIB 3 ypaXyBaHHIM MOKIMBUX BPAa3IUBOCTEM [4].

3aBAsSKA  MDKIOMEHHUM  3allMTaM  MIKpOCEpBICHa  apxiTeKkTypa 30epirae
MOJYJIbHICTh Ta B3a€MO3aMIHHICTh KOMIIOHEHTIB. Y pa3i MOTpeOW MEBHUM CEpBIC
MO>KHa OHOBHUTH a00 3aMIHUTH 0€3 ICTOTHOTO BILTUBY Ha BCIO CHCTEMY — JOCTAaTHBO
auiie 306epertu oro iHTepdeiic 1 103BoJeH] NUIAXU B3aemo/ii. [le poOuts cucrtemy

OUTBIII THYYKOIO IO 3MiH, PO3IIMPIOBAHOIO, & TAKOX CTIHKOIO 10O 300iB, OCKIJIBKH
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BIJIMOBAa OJITHOTO CEpBICY HE OOOB’SI3KOBO MNPU3BOAUTH JO IOBHOTO 3YIHUHEHHS
pobotu [5].

OT1xe, MDKJIOMEHHI 3alIUTH € HE3aMIHHUM 1HCTPYMEHTOM Y Cy4acHiil BeO-po3pooiii,
[0 BUKOPUCTOBYETHCS MPAKTUYHO B YCIX aKTyaJIbHHX apXITEKTYPHUX IMiIX0JaX —
BiJl KJIAQCHYHHMX KJI€HT-CEPBEPHUX pIlIEHb JO I1HTErpalii CTOPOHHIX CEpBICIB 1
MIKPOCEpBICHHX CHCTEM. IXHE IIMPOKE 3aCTOCYBaHHS 3YMOBJIEHO THYYKICTIO, SKY
BOHM HAJalOTh y TNOOYA0BI MacmTabOBaHMX, PO3MOAUICHHX 1 (YHKIIOHAIHHO
HAaCHYEHUX Be0-3aCTOCYHKIB. BojgHOuac, Xo4ya MIKJIOMEHHA B3a€MOJIis TOB’si3aHa 3
HU3KOI0 TIOTEHIIHHUX Bpa3iauBocTed y cdepl Oe3meku, Il PU3UKH HE HIBETIOIOTH
3arajibHy KOPHUCTh Ta HEOOXIAHICTh IbOro MexaHi3My. HaBnaku, BOHM JuIIe
MIJKPECTIOI0Th  BAXKJIUBICTh HAsABHOCTI KOMIIETEHTHOI'O ITAXOAY JO peamizarii
MDKJOMEHHUX 3aluTIB, KU BpaxoBY€ Cy4YacHI BHMOTH 10 3aXHCTy JaHUX Ta
KOHTPOJIIO JOCTyIy. BimMoBa Bij MDKIOMEHHOI B3aeMOIl O3Hayalla O CYTTEBE
oOMexkeHHsI (DYHKI[IOHAJIIBHOCTI Ta 1HTErpaliifiHUX MOXJIMBOCTEH CydacHOro BeOy,
TOAL SIK TPaMOTHE BUKOPUCTAaHHS UbOrO IHCTPYMEHTA JI03BOJISIE €(EKTHUBHO
BUPIIITYBaTH MIUPOKUN CHEKTp 3aBJaHb, 3a0€3MeUyovd MpPU IbOMY HEOOX1THHIMA

p1BEHb OE3MEKHU.

1.2 CTpyKTypa MI:KIOMEHHHX 3aNUTIB

APl (Application Programming Interface) — 1e 1HTepdelic TPUKIATHOTO
nporpaMyBaHHs, SIKMM BH3HA4yae Ccroci®0 B3aeMOJili MK PI3HUMU NPOTPAMHUMHU
KOMITIOHEHTaMu. Y BeO-po3pobui APl HaliyacTinie BHUKOPUCTOBYETbCS SIK HaOIp
paBui Ta TPOTOKOJIB, 332 SIKUMHU OJUH JOJIATOK (Hampukiaz, (GpPOHTEHI) MOXKe
OOMIHIOBATHCS JaHUMH 3 IHIIUM — 3a3BUYail OCKEHIOM a00 CTOPOHHIM CEPBICOM.
[Is B3aemomisi BimOyBaeTrhbesi uepe3 HTTP-zamutu, siki J103BOJIAIOTH OTPUMYBATH,
HAJCWJIATH, 3MIHIOBaTH a00 BUAAIATH JIaHl Ha cepBepi [6].

[Ipu po3poOmi BIacHOTO calWTy MOXKHa 3HaWTH Oarato noctymHux APl Ha
oQiIHHUX cailTax BEJIMKUX KOMIaHiki. Hampukiaa, Jerko Mo)kHa peasi3yBaTu

aKTyaJIbHUI KypC BaJIFOT YU NIOTOIHI YMOBH.
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PosrisitHemo ocoGnmBoCTI peanizaiii MDKIOMEHHHX 3aluTiB Yy BeO-MPOJyKTax,
po3po0JIeHNX 3 BUKOPUCTAaHHSAM MOBHM IporpamyBaHHs JavaScript. JavaScript sk
OCHOBHa MOBa JJi1 KIIE€HTCHKOI YacCTMHU BE0-3aCTOCYHKIB 3a0e3leuye HIMPOKHiA
Habip iHcTpymeHTIB ansa iHimianii HTTP-3amuTiB, 30kpema 3a momomororo fetch,
XMLHttpRequest, abo 6i06miorek Tunmy Axios. Came uepe3 11 MeXaHI3MH
Bi1I0yBaeThcs B3aemojis 3 API, mo po3MiiieHi Ha 30BHINMIHIX AoMeHaX. Peamizaris
MDKJIOMEHHOI B3aemMojii B JavaScript Bumarae He JiMIlle TEXHIYHOTO HaJIallITyBaHHS
3aMuTIB, ajie i pO3yMiHHS 0€3MEeKOBUX OOMEKEHb Ta MPUHIUIIIB OOPOOKH BiAMOBIACH
3 IHIIUX MOXO/’KEHb.

XMLHttpRequest. XMLHttpRequest — 1e crangaptHuii 00'€KT, BOYyIOBaHHHA y
OUIBILICTh CydyacHUX OpaysepiB, sikuii qae 3mory JavaScript kony Hancunatu HTTP-
3aIIUTH 70 cepBepa 0e3 HEOoOXiJHOCTI mepe3aBaHTaXKeHHs CTOpiHKM. Moro mossa
CTajJla KIIOYOBHM €TalioM Yy PO3BUTKY JMHAMIYHMX BeO-J0JaTKIB, OCKUIbKU
JI03BOJIMJIa PEaTi30BYBAaTU TaK 3BaHY '"aCHHXPOHHY" B3a€EMOJII0 MiX KIIEHTOM 1
cepBepoM. Xo4a Horo HazBa MIiCTUTh ci10BO "XML", el 00'eKT 31aTeH npaloBaTu 3
pI3HOMaHITHUMH PopMaTtaMu AaHuX, a He jauiie 3 XML. 3 floro 1onomMoror MoxHa
HAJCWIATH Ta OTPUMYyBaTH (aimm 3 cepBepa, KOHTPOIIOBATH XiJ 3amuTy Ta
peani3oByBaTH 1HII aCIEKTH ACHHXPOHHO1 B3aEMO/I1i 3 CEPBEPHOIO YaCTHUHOIO.

3a 3amoBuyBaHHsIM 00’ekT XMLHttpRequest He mepenae CTOPOHHIM JKepeaM
taki fgaHi, sk HTTP-3aronoBku aBropmsarii ta cookie. Lle 3pobieHo 3 MipKyBaHb
Oe3mneku, 100 3ano0IirTM HECAHKIIIOHOBAHIN nepenayl 0011KoBo1 1HGOopMaIlii i1 yac
MDKIOMEHHUX 3aIlNTIB.

Opnak, Km0 MOTPIOHO 3a0e3mednTH aBTEHTH(IKOBAHUN JOCTYI O pecypcy Ha
IHIIIOMY JIOMEH1, MOKHa BpPYYHY JO3BOJUTH Tepelnaudy Takux AaHux. s 1mporo
HeoOX1THO BcTaHOBUTH BiacTuBicTh xhr.withCredentials y 3nauenns true. lle mae
3Mory BKiIro4aTt cookie, TOKeHH cecli abo 1HIm 00JIIKOBI JJaH1 y 3aIuT, ajie JIUIIE 3a
YMOBH, 1110 CEPBEP TAKOXK HANTAIITOBAHUN MPUHAMATH TaKl 3alUTH [7].

PosrnsiHemMo HWXK4Ye KON, SKUH JEMOHCTPYE TIOBHOIIHHUN IMKI poOOTH 3

XMLHttpRequest: inimiamizaito, HaJacWIaHHS, OOpPOOKY BIAMOBIII, BiJICTEKCHHS
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nporpecy Ta oOpoOKy moMuiiok. Takuii miaxim € 6a30BUM MPHUKIAJIOM peaiizarlii

ACMHXPOHHOI B3a€MO/IIi 3 cepBepoM y JavaScript.

e let xhr = new XMLHttpRequest();

2

3 xhr.open('GET', '/article/xmlhttprequest/example/load');
4

5 xhr.send();

6

7 ~ xhr.onload = function() {

8 v if (xhr.status != 280) {

9 alert( Momunka ${xhr.status}: ${xhr.statusText} );
18 v } else {

11 alert( 3anuT 3asepweHo, oTpumaHo ${xhr.response.length} 6aiit );
12 }

13 &M

14

15 ~ xhr.onprogress = function(event) {
16 v if (event.lengthComputable) {

17 alert( OTpumaHo %${event.loaded} iz ${event.total} 6GaiiT );
18 v } else {

19 alert( OTpumaHo ${event.loaded} 6aiiT );

20 }

| })

e

23 ~ xhr.onerror = function() {

24 alert("zg BAaNOCA BUKOHaTKM 3anuTt");

B A\

Puc. 1.2.1 — IlporpamHuuii koJ BUKOHaHUI MOBOIO IporpamyBaHHs JavaScript
Psnox 1 ctBOproe HoBuit ex3zemuiip 06’ekrta XMLHttpRequest, sxuit no3Bossie
Hagcwiatn HTTP-3anuTi 1o cepBepa Ta 00poOIATH BiAMOBIII.
Panok 3 — imimam3zamis.
OCHOBHI MapaMeTpu 3anuTy, SKi METO/IU TPUNMAE:
method — HTTP-meton. 3assuyaii "GET" a6o "POST".
® URL — URL nns 3anury, 3a3Budaii 1e psaok, aie Mmoxe 0ytu 1 00’ exrom URL.
async — SIKIIO SIBHO BCTAHOBJICHO 3HaueHHs false, TO/l 3amuT Oyae CHHXPOHHUM,
MU PO3TIISIHEMO 1€ TPOXH Mi3HIIIIE.
® user, password — jorin Ta maposib aig 6azoBoi HTTP-ayrentudikarii (skimo

MOTP10HO).
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Meron open, He3BaKalOYu Ha CBOIO Ha3BY, HE BCTAHOBIIIOE 3’ €IHAHHS 3 CEPBEPOM.
HMoro 3aBoaHHA — JIMINE IiATOTYBAaTH NapaMeTpH 3alMTy. PeallbHa MepexeBa
AKTUBHICThH PO3MOYMHAETHCS JIUIIIE TICTS BUKIIUKY METOy send.

Psmok 5 — namcunaHHS 3anuTy.

Lle#i MeTO] BCTAHOBIIOE 3’€JHAHHS Ta IHIIIIOE HAJICUJIAHHS 3alUTy JI0 CepBepa.
[Tapametp body, sxuii € HeOOOB’ I3KOBUM, MOKE MICTUTH BMICT 3aIIHTY.

Hesxki HTTP-metronu, 3oxkpema GET, He mepenbayaroTh HAsIBHOCTI Tija 3amuTy.
Haromicte inmi, Hanpukinang POST, akTuBHO BUKOPUCTOBYIOTH body s
nepeaaBaHHsa JaHuX Ha cepBep. [Ipukiamym Takoro BUKOPUCTaHHS MU PO3TIITHEMO
Jaii.

Psnxu 7-13 — 00poOKa 3aBepIilieHHS 3aIuTy.

Lleii 6110k KOy BUKOHYETBCS TICIs 3aBEPLICHHS 3AMUTY:

Sxmo craryc BignoBiai He 200 (yCmilmHO), BUBOJIUTHCS TMOBIJOMIICHHS TIPO
MOMUJIKY 13 KOJIOM CTaTycy Ta onucoM (statusText).

Sxmo craryc 200, BUBOAUTHCS MTOBIOMIICHHSI PO YCITIIIHE 3aBEPIICHHS 3aMUTy Ta
KUIBKICTh OTPUMAaHHUX OAMTIB y BIAMOBIAL.

Psnku 15-21 — BicTex)eHHs IPOrpecy 3aBaHTaKEHHS.

[le#t 0OpOoOHMK AO3BOJISE BIICTEKYBATH MIPOrPEC 3aBaHTAKEHHS:

Sxmo Bimoma 3arambHa KimbkicTh OalTiB (lengthComputable), mokasyerbcs
CIBBIHOIIIEHHS 3aBaHTAXEHOTO 00’ €MY JI0 3araJIbHOTO.

[HakIe moKa3yeThCs JTUIIEe 0OCIT BXKE OTPUMAHUX JaHUX.

Psiaxu 23-25 — 00poOKka mMOMMIIOK.

Lle#i 0OpOOHUK BUKIMKAETHCS y pa3l BUHUKHEHHS MOMWJIKH TIiJ] 4aC BUKOHAHHS
3aMuTy (HaAIpUKIA/, SKIIO CEPBEP HE BIANOBIIA€ 00 BIICYTHE IHTEPHET-3’€THAHHSA).

06’ext XMLHttpRequest Takoxx MIATPUMY€E BEJIHUKY KITBKICTh MOJIIN, K1 CYyTTEBO
CIIPOIIYIOTh pOOOTY 31 cTaHamu 3anuTiB, 00poOkor0 HTTP-3aronoBkiB, a Takox 13
dbopmyBanusm POST-3anutiB, Hanpukiaa, Ha ocHOBI maHux 3 HTML-popmu. Lli
nojii HajalTh PO3POOHHMKY THYYKMM I1HCTPYMEHTapid nJisi moOyJOBU CKJIAIHOI

JIOT1KHM B3a€EMOJI1 3 CEPBEPOM Y PEATTLHOMY Yacl.
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Opnak y mexax 1i€i poOOTH MU He OyJIeMO JeTaabHO 3yMUHSATUCA Ha BCIX
MOxJIMBOCTAX Ta noAiaix XMLHttpRequest, ockibkH iX pO3IIIs BUXOIUTH 3a MEXI
OCHOBHOI TE€MH. 3aMiCTb LBOIO MM 30CEPEIUMOCS Ha 3arajbHUX MPUHLUIAX
BUKOPHUCTAHHS Ta KIIOYOBUX aCMEKTaX, IO CTOCYIOTHCS MI>KIOMEHHOT B3a€MO/II.

Ha creorogni o6'ekt XMLHttpRequest yce e 3anuinaeTscs mMpane3laTHUM 1
aKTUBHO MIATPUMYEThCA OUIBIIICTIO CydacHMX BeO-OpaysepiB. [Ipore y HOBHX
OpOo€EKTaX MOro Jmefani dacTille 3aMiHIOIOTh OUTBII CyYacHHM Ta 3pyYHUM
IHCTpYMEHTOM — BOynoBaHUM iHTepdeiicom Fetch.

Fetch. Fetch BBaxaeThcst cyuacHowo anprepHaTnBor0 XMLHttpRequest, ockinbku
NPOMOHYE CHPOIIEHUN CHUHTAaKCHUC, 0a3yeTbhCcs HAa BHUKOPUCTAHHI MPOMICIB Ta
3a0e3nedye Kpally I1HTerpaiilo 3 I1HIIMMH cydacHUMH JavaScript TeXHOJOTisIMHU.
Ioro BHUKOpHCTAaHHS POOHMTH KOJ UHCTiLIMM, OiNBII 3PO3YyMilMM i JIETKHM JUIS
MIATPUMKH.

Intepdeiic Fetch peamizoBano Ha ocHOBI 00'ekta Promise, 1mo mgae 3mory
opraHizoByBat acuHXpoHH1 HTTP-3anutu 3 MiHIMaJIbHUMHU BUTpaTaMu Ha 0OpOOKYy.
Takwuit miaxig 103BOJIsE€ BUKOPUCTOBYBATH CUHTaKcHC then/catch abo async/await, 1o
ICTOTHO TOKpally€e YMTAOEIbHICTh 1 MIATPUMYBAHICTh KOAY. AcuHXpoHHICTh Fetch
API ycyBae HeoOX1IHICTh y OaraTopiBHEBUX 3BOpOTHUX BUKIHUKax (callback hell), ski
oymu Tunosumu i XMLHttpRequest.

Mertogn fetch(input, init) mpuiiMae aBa apryMeHTH: Pecypc, J0 SKOTO 311MCHIOEThCS
3anuT, Ta 00’ekT mapameTpiB. OcTaHHIA [103BOJISE HANTAIMITOBYBATH KIIFOYOBI
XapaKTEPUCTUKH 3aMUTY:

HTTP-meton (method: GET, POST, PUT, DELETE Tom10),
3aronioBku (headers),

Ti70 3anuTy (body),

aBreHTU(ikaiiini nani (credentials),

nomtuky CORS (mode),

MOBEIIHKY KeuryBaHHs (cache),

npaBuia nepeaapecariii (redirect).
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Taka cTpykTypa crpusie yHiBepcaibHOCTI 3actocyBanHsi APl sk y mpoctux, Tak 1y
BHCOKOHABAHTAKEHUX PO3MOIICHUX CHCTEMAaX.

Fetch API 3a6e3neuye moBHOLIIHHY MIATPUMKY ycix ctanaaptaux HTTP-meronis,
Bkimovaroun HEAD, OPTIONS ta PATCH, mo 103BoJisie peani3oByBaTU IOBHHIMA
Ha61p CRUD-onepariit 3rigno 3 npunnunamu RESTful-apxiTtextypu.

Opniero 3 TexHiuHUX mnepeBar Fetch € MOXIUBICTH mepedaBaHHsS BMICTY Tija
3anuTy y 6aratbox opmarax:
® TeKCTOBI 3Ha4YeHHS (TuMy text/plain),

JSON (13 3actocyBannsiMm JSON.stringify()),
00’extn Tuity FormData gist HTML-dopwm,
6inapsi naxi (Blob, ArrayBuffer),

notoku (ReadableStream).

Lle no3Bomsie anantyBatu API 10 pi3HHX clieHapiiB: BiJ HaJICUIAHHS TPOCTUX HOPM
JI0 3aBaHTAXXEHHS BETUKUX MesiadaitiiB a0o po60TH 3 MOTOKOBUMHU JJAHUMU.

O06’ext Response, sikuif MOBEPTAETHCS MICIsA BUKOHAHHS 3aMUTy, HAAA€ JAOCTYII 10
TaKuX MeTOoAiB, sK .json(), .text(), .blob(), .formData() Ta .arrayBuffer(). Lle nae
3MOTY €(eKTHBHO TpaloBaTH 3 pI3HUMH THUIAMH BIINOBiAEH cepBepa 0e3
HEOOX1THOCTI JOIaTKOBOTO TTapCHHTY abo0 mepeTBoperb. Kpim Toro, Response Hamae
MeTaiH(opmaIllito, 30KkpemMa cTaTyc BiJIIOBI/I1, 3ar0JIOBKU, TUIl KOHTEHTY Towlo [§].

Fetch API morpumyetbcst momituku Cross-Origin Resource Sharing (CORS) 3a
3aMoOBUyBaHHsIM. JlJis TOro, 00 MO3BOJIUTH HAJCWIAHHS cookie, TOKeHIB a00 1HIITUX
OOJIKOBUX MJaHUX Yy MDKJIOMEHHUX 3aluTaxX, HEoOXiJHO BCTAaHOBHUTHU MapameTp
credentials: 'include'. CymicHicts 3i crienudikamiero CORS poouts Fetch 6e3neunnm
Ta HaJIAHUM 3ac000M y TOOYZOBI PO3MOJAUIEHUX CHUCTEM 13 3aXUIICHUM OOMIHOM
JAHUMH M1 KJIIEHTOM 1 CEPBEPOM.

Jist npukiiany posrisiHemo peantizaiito POST 3anuty 3a nonomororo Fetch.
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1 async function postData(url = "", data = {}) {

2

3 const response = await fetch(url, {

4 method: "POST", // *GET, POST, PUT, DELETE, etc.

5 mode: "cors", // no-cors, *cors, same-origin

6 cache: "no-cache", // *default, no-cache, reload, force-cache, only-if-cached
7 credentials: "same-origin", // include, *same-origin, omit

8 headers: {

] "Content-Type"”: "application/json",
10 ¥s
p redirect: "follow"”, // manual, *follow, error
12 referrerPolicy: "no-referrer", // no-referrer, *client
13 body: JSON.stringify(data), // body data type must match "Content-Type" header
14 });
15 return await response.json(); // parses JSON response into native JavaScript objects
16 }
17
18 postData("https://example.com/answer", { answer: 42 }).then((data) => {
19 console.log(data); // JSON data parsed by " response.json()’ call
26 });

Puc. 1.2.2 — IlporpamHuuii koJ BUKOHaHUN MOBOIO MporpamyBaHHsl JavaScript
KopoTko po3riisiHeMo sIKi HaJlalITyBaHHS BUKOPUCTAH1 B HABEJIEHOMY BHUIIIE KOI:
fetch(url, options) Bianpasnse HTTP-3anmut 3a 3agaHor0 agpecoro,
metos1 POST BUKOPUCTOBY€ETHCSA IS BIANIPaBKU JaHUX,

BCTAHOBJICHO PEXHM COTS, L0 J03BOJIIE POOUTH 3alUTU MK PI3HUMH JOMEHAMH,
KeIlTyBaHHs BUMKHEHe uepe3 cache: "no-cache",

JlaH1 BIMPaBISIOThCS B popMarti application/json,

nmomTthka pedepepa no-referrer o3Hawae, 1Mo Opaysep He Oyae HaICUIATH

3aroioBok Referer,

naHi 3 00'ekta data cepianizyrorbest y JSON uepes JSON . stringify,

BIIMOBIb TAPCUTHCS B 00'€KT uepe3 response.json().

VY3aransHioroun, Fetch API € TexHiuHO TPOrpecUBHUM 1HCTPYMEHTOM JIsl pOOOTH 3
HTTP-3anutamu y BeO-cepenoBumii. BiH Hagae mmpokuii HaOip HalTAamITyBaHb Ta
¢dynkmiit. Unm ycyBae He0OX1IHICTh BUKOPUCTAHHSA CTOPOHHIX 010J10TEK.

Axios. Axios — 1e nomyssipHa JavaScript 0i0iioTeka 3 BIAKPUTHM KOJOM LIS
3niiicnenHs HTTP-3anuTiB 13 KIII€EHTChKOI 00 CEpBEPHOI YaCTUHU 3aCTOCYHKY. BoHa
noOyoBana noepx crangaaptHoro API XMLHttpRequest (y 6pay3epi) abo http/https
moayniB Node.js (Ha cepBepi) 1 MPOMOHYE CIPOIIEHU Ta yHipiKoBaHUN 1HTEpdeEiic

JUISL peasti3aliii 3aruTiB J0 30BHIIMIHIX PECypCiB.
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AX10s aKTUBHO BUKOPUCTOBYETHCS B Cyd4acHUX (POHTEHII-(HPEHMBOPKAX, TAKUX SIK
React, Vue.js, Angular, a TakoX y CEpBEepHHX 3aCTOCYHKaX, IO MpPAIOIOTh Ha
Node.js. OnHi€0 3 KIIOYOBUX MPUYMH HOTrO MOMYJSIPHOCTI € BUCOKUH pIBEHb
a0CcTpakiiii, SKUM Ja€e 3MOry poO3pOOHHUKAM 30CEpEeIUTHCS Ha Oi3HEeC-JIOrTiIl],
3MEHIIyIoud oTpedy B 00poOili Hu3bKOpiBHEBUX AceTanein HTTP-3aemonii.

bibnmioTexka miATpUMY€E TMPOMICH, aBTOMATHYHY TpaHCcPOpMalilo BiIMOBIICH,
THYYKE HaJallITyBaHHS 3arojOBKIB, 1HTEPLENTOPU 3aIMTIB 1 BIAMOBIAEH, a TaKOX
riobanbHe KOHPIrypyBaHHs, I10 POOUTH i 3pyUHOIO ISl TOOYIOBM MacIITa0OBaHUX
apxITEKTyp. AX10S OCOOJIMBO €(PEKTUBHUN Yy BHUIAJKAaX, KOJH IPOEKT NOTpedye
00pOOKM BENMKOi KUTBKOCTI OAHOTUIHHUX 3amuTiB abo interpamii 3 REST API ta
30BHIIIHIMH CepBiCaMHu.

Axios, sk 1 Fetch, BukopucToBye mMexaHi3M MPOMICIB, IO JAE 3MOTY OOpOOIATH
3alUTH B aCHMHXPOHHOMY pexumi 3a jgornomoroio then/catch abo async/await. lle
JI03BOJISIE PEaTi30BYBAaTH JIOTIKY B3a€MO/IIi 3 CEpBEPOM y OUIbII JEKIapaTUBHOMY Ta
3pO3yMIJIOMY BUTJISIAL.

AX10s aBTOMaTHUYHO NEPETBOPIOE BiMOBIb cepBepa 3 JSON y JavaScript-06’exTH,
o ycyBa€e HeoOXimHicTh y BUKIUKY .json() sk y Fetch. Ilpw mamcumanui 3amuTy
010J110TE€Ka TaKOXK MEPETBOPIOE Tepeaani 00'ekTu B JSON-psiaku 0€3 J01aTKOBUX i
3 00Ky pO3pOOHHUKA.

AX108 Mae pO3IIMPEHY MOJedb OOpOOKM TMOMIIIOK: SIKIIO 3alUT 3aBEpLIMBCA 3
kozoM nomuiiku HTTP (naBite 404 uu 500), mpomic Oyzae BiaxuieHo (rejected). Lle
JT03BOJISIE JIETKO Peajii30ByBATH LIEHTPATI30BaHy 00OpOOKY BUHSITKOBUX CUTYAIIIM.

Opniero 3 HallCWIbHIMMX (YHKLIA AX10S € MOXKIMBICTh JOJIaBaTH IHTEPUENTOPU
JI0 3amUTIB 1 BIAMOBiJEH. [HTEpUENnTOpU 103BOJSIOTH aBTOMATUYHO MOAU(IKYBATH
3aMuTH (HAMPUKIIAJ, JO0JaBaTH TOKEHW aBTOpHW3arii) abo MEepexOoIuIIoBaTH BiAMOBI I
JUTs1 OOpOOKH MOMUJIOK YU JIOTYBAHHS.

AX10S J103BOJIIE BCTAHOBUTH TJI00AbHI HaJAIITYBaHHS JUIS BCiX 3aIlUTIB: 0a30BY
URL-anpecy, TaliM-ayT, 3ar0JIOBKH, TTOJITHKY OOpPOOKH OONIKOBUX JaHHX TomIo. Lle

0COOJIMBO 3py4YHO IIpH poOoTi 3 ogHUM API, 10 sSiIKOro HajACKIAETHCS OaraTo 3aIuTiB.
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Axios miarpumye noBuuii cnektp HTTP-meroxis: GET, POST, PUT, DELETE,
PATCH, HEAD, OPTIONS. /I KO)KHOTO METOMy ICHY€E BiAIOBiIHA (PYHKIIS, IO
pobutb API iHTYiITUBHO 3pO3yMiINM.

Axios crpoirye BignpaBky FormData, BkatouHo 3 daiinamu, popMaMu Ta 1HITUMH
MyJIbTUMENIMHUME pecypcamu. Kpim Toro, 010:1i0Teka MiATPUMY€E 3aBAHTAKEHHSI Ta
BUBaHTXKEHHs (ailniB 3 BUKopucTaHHsM blob abo arraybuffer tumni nanux.

Ha Bigminy Bin Fetch, axuii me migtpumyetbes y Node.js 6€3 CTOpOHHIX MOIMIB,
AX10S € YHIBEpCAJIbHUM IHCTPYMEHTOM sIK Juisi Opays3epa, Tak 1 JJii CEpBEPHOIO
cepenouma. lle 3abesneuye enuny Touky pobotu 3 HTTP mHa 000X piBHIX
nporpam# [9].

Jist npukiiay posrisiHemo peatizaiito POST 3anuty 3a ronomoror Axios.

=

import axios from 'axios’;

A

3 v async function postData(url = '', data = {}) {

4 | try {

5 & const response = await axios.post(url, data, {

6 W headers: {

7 'Content-Type': 'application/json',

8 }J

9 withCredentials: false,

le 7 R

11 console.log(response.data);

12 return response.data;

13/~Y } catchv(error) {

14 console.error('Momunka npu eignpasui sanuty:', error);
15 throw error;

16 }

17 ]

18

19 // BMKAUK byHKULI:

20 postData('https://example.com/answer', { answer: 42 });

Puc. 1.2.3 — IIporpaMuuii koJ BUKOHAaHUN MOBOIO MporpamyBaHHs JavaScript
KopoTko po3riisiHeMO sIK1 HaNAIITyBaHHS BUKOPUCTAH1 B HABEJCHOMY BHUILE KOJI:
® axios.post(url, data, config) — Bigmpasmsie POST-3amur,

® headers: { 'Content-Type': 'application/json' } — Bka3ye ¢popmar qaHux,
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® withCredentials: false — He Hancunae kyku. SIKIo cepBep BUMAarae
aBTEHTH(]IKaIliI0 Yepe3 cecito, 3MiHIOH Ha true,
® (00poOKa moOMUIIOK uepes try-catch.

XMLHttpRequest, fetch Ta axios — Tpu mommupeni crocodbu BukoHanus HTTP-
3anuTiB 'y JavaScript, KoXeH 13 SKUX Ma€ CBOi IepeBaru W OOMEKEHHS.
XMLHttpRequest 3’siBUBCSI mepIiuM 1 J0C1 BUKOPUCTOBYETHCS, aje MOr0 CUHTAKCHUC
BBAKAETHCS 3aCTAPUIAM Ta TPOMIZIKUM JJI CYy9acHOI pO3POOKH.

31 3pOCTaHHSAM MOMYJSPHOCTI ACMHXPOHHOTO MPOrpamMyBaHHs OyJ0 3ampoBaKEHO
fetch, sikuit cpocTMB HamMMCaHHS 3alHTIB 32 PaXyHOK TMPOMICIB, 3pOOMBIIH KOJI
JakoHIYHIMM. BoaHoyac BiH nmoTpedye 10AaTKoBOI OOpOOKHM AJIA TaKUX peyeH, K
TaliM-ayTH a00 mepeBipKa CTaTyCcy BiIMOBIII.

Axios — 11e 6i0i0TeKa, AKa MoeaHye 3pyuHicTh fetch 13 mogarkoBuME QyHKITISIMHU,
0 YacTo MOTPIOHI Ha TpakTulll: aBToMarnyHa oOpoOka JSON, BOymoBaHa
MIATPUMKA TaM-ayTiB, 3pyUHI MEPEXOIUTIOBAYl 3aMUTIB 1 BIAMOBIJIEH, @ TAKOX Kpala
NIATPUMKA CcTapux Opay3epiB. 3aBISKM LbOMY BiH 4YacTo € BHOOpOM 3a
3aMOBUYBaHHSIM Yy 0ararbox TMpPOEKTaX, JI€ BaXJMBa IIBUIKICTh PO3POOKH Ta
THYYKICTb.

Xoya BCl TpU I1HCTPYMEHTH BHUPIIIYIOTh OJHY 3ajadyy — HajacunanHs HTTP-
3aMUTIB — BUOIP MK HUMHU 3QJI€KUTH BiJI KOHKPETHOI'O KOHTEKCTY: TOTPEO MPOEKTY,
BHMOT JI0 CyMICHOCTI, po3Mipy KOAY Ta 0COOMCTUX BIOAOOAHb PO3POOHHKA.

VY nopiBHSHHI MDK MMM TpboMa miaxojgamu mnomitHo, mo XMLHttpRequest
BUMarae OUIbIIE KOAY JUIS JOCSATHEHHS 0a30BHX pe3ynibTaTiB, Toal Ak fetch 1 axios
JI03BOJISIIOTH TPAIIOBATH 3 MEHIIUMHU OO0CSTaMy JIOTIKM 3aBIASKH BHUKOPHUCTAHHIO
npomiciB. Hanpukian, o6po6ka BianoBial y fetch Burisigae 3HayHo mpocTiiiie, HiXK Yy
XMLHttpRequest, e noTpiOHO BpyUYHY BIJACTEKYBAaTU 3MIHU CTaHy 3alUTY.

VY nopiBusHHI fetch 1 axios MaroTh 6araTo CHUIFHOTO 3a 3PYYHICTIO, IPOTE axios
Haja€e OUIBIIE MOXKJIMBOCTEH 13 KOPOOKM — TakumxX SK aBTOMaTHYHA
cepiamzariis/necepianizamisi  JaHWX, TaWM-ayTH, TJI00aldbHI  HaJAIITyBaHHS

3aroJIOBKIB Ta TEPEeXOIUTIOBayl, fKi KOpUCHI y Oumpimmx mpoekrax. Fetch, xou 1
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JeTIIMA Ta HATUBHUM, MOTpeOye JOAATKOBUX OOropToK abo (QYHKIN s
JOCSITHEHHSI TAKOT0 5K P1BHS (PYHKI10HAJIBHOCTI.

Takum ynHOM, SIKIIO MOTPiOHA MpocToTa 1 cyyacHui HatuBHUM APl — norinbsHO
BukopuctoByBaTH fetch. fkmro >k BaknmBa mupoka (QyHKIIOHATBHICTh, 3PYyYHICTD
0o0poOKHM 3amuTIB Ta PO3IMIUPEHHS — axioS 3a3BUYail € KpamuM BHOOPOM.
XMLHttpRequest 31e011b1I0T0 3aTUIITUBCS SK CHAIIIUHA JUIS MIITPUMKH CTapOTO

KOy a00 crienudiyHuX CIICHAPIiB.

1.3 HIkigauBi MizK10MeHHi 3aIIATH

HemnpaBunbna peamzaiis CORS € onHi€l0 3 HaWNOMIUMPEHIMHUX MPUYUH
MDKJIOMEHHMX aTak, OCOOJIMBO B 3aCTOCYHKax, $Ki MaioTh BIIKpUTI abo
HamiBBinkpuTi API. Ha Bimminy Bim CSRF, ne araka BinOyBaeThcs yepes "moBipy"
Opaysepa a0 cookie, y Bunaaky CORS 3noBxuBaHb MOBa i1 Ipo JOBIpY cepBepa A0
KJIIEHTA, SKa BUHUKAE BHACNIIIOK HempaBwibHO HajamroBaHux HTTP-3aronokis
JOCTYITY.

Komu cepBep 103BoJIsIE BCIM KEpesiaM HAJICHIIATH 3allUTH, HE TIEPEBIPSAI0YN HOTO,
OyIb-sIKMii CTOPOHHIA CalT MOXe BHUKOHyBaTH 3anuTd 10 API, orpumyBaru
MIOBHOIIHHI BIAMOBIAI BKJIOYalOUd KOH(DIACHIINMHI JaHl, 1 HaBITh B3a€EMOJISITH 3
aBTOPU30BaHUMU cecisiMu KopuctyBaua [10].

Taxki Bpa3IuBOCTI MOKYTh BUHUKATHU 3 JIEKUIBKOX MTPUYHH.

Benennst 0110ro CnucKy aBTOPU30BAaHUX JOMEHIB MOXKE CTaTH BHUCHAKIMBUM
3aBJAaHHSAM, OCOOJMBO KOJIM TIporpaMa Ma€ B3a€MOIISTU 3 BEJIMKOK KUIBKICTIO
nomeHiB. I1[o6 cmpoctutu 1Eed mporec, JedKki MmporpaMu  OOUPaIOTh  OLIBII
JO3BUIBHUM TiAXIiJ, JO3BOJSIOUN JOCTYI JI0 PecypciB 3 Oyab-aKoro aoMeHy. BoHu
JOCSTal0Th I1OTO, 3UUTYIOUM 3HAa4YeHHs 3arosioBka «Originy BXITHOTO 3aIuTy 1
BiToOparkaroun Horo 6e3mocepeIHbO Y BIAMOBI I cepBepa.

Komu kopuctyBau muratrgopmMu BiABIAy€e CaT, Ha SIKOMY PO3MIIICHO IIIKiITHBUI

KOJI, BOHa pOOUTH 3aIUT 1 MOBEPTAE BIMOBIIb HA cepBepi 3moBMHUCHUKA [11].
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Browser example.com Y ScioliE:
site.com
| | |
] ] ]
L POST /login ' :
' '
1 Set-Cookie: JSESSIONID=a7hks... i
I< ------------------- ] ]
: GET /funny-memes : :
; <script> '
] 1 1 : AW
,  httpRequest.open('POST', 'example.com/change-mail’);
1 httpRequest.send('new_mail=attacker@evil.com');
I </script>

: POST /change-mail
) Cookie: JSESSIONID=a7hks...
]

new_mail=attacker@evil.com

Puc. 1.3.1 — Ilpuknan peanizaiii ataku [12]

ABTOpHM3allisl BCIX JOKEpeNl MUIAXOM BiIOOpaKEHHS BMICTY 3arojioBKa €
HEMPaBWILHOIO KOHPITYpalli€lo, sika CTaBUTh Tif 3arpo3y Oesmeky mporpamu. Tomy
PO3pPOOHUKH MOXXYTh BUPIIIATUA JOAATH MEPEBIPKY HA OCHOBI PETYJISIPHOTO BHpPA3y.
Lle pimeHHs MOXe MPaLlOBATH, SKIIO BU J0OpE BOJOAIETE PETYJIIPHUMU BUPA3AMH.
OpHak 1HO/I LI€ HE TAaK, TOMY BU MOJKETE ONMHUTHUCS B CHUTYyalli, KOJU MEPEBIPKY
MoxHa 001iiTH [13-14].

[Tpu nokanpHiN po3poOini BeO-T01aTKIB HEPIIKO 10 OLIOTO CIIMCKY aBTOPH30BAHUX
JOKEpEN NOJAI0Th «HYJbOBEY» MOXOKEHHA. BKIIOUEHHS «HYJIBOBOTO» JKEpENa 10
O1JIOr0 CNMHUCKY MO)KE OYTH MOIIUPEHOI0 MPAKTUKOK JJIS MOJETIICHHS] PO3POOKU Ta
HaJaro/PKeHHs JOAAaTKIB Yy JIOKaJIbHOMY cepefoBull. OaHak, KOJIU JOAATOK
3ayCKAEeThCSl Y BUPOOHUIITBO, BUHMUKAE IMpoOieMa: 1HOMI PO3POOHHKU MOXKYTh
3a0yTH BuganuTu «null» 3 6ij0r0 cucky.

Inoni mpaBuna CORS MoxHa HamamTyBaTH Tak, 00 JO3BOJIMTH JOCTYIT IO
pecypciB 3 Oyab-SKoro cyoaomMeHy BeO-monaTky.Takui miaxig cam mo cobi He €

IIK1IJIMBUM, aJi€ TI03BOJISIE XaKepy AICTaTUCS O MEHII 3aXUILEHUX CyOaoMeHiB [15].
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Taomus 1.3.1. HIkiginBl MIKIOMEHH] 3aIIUTH

HemnpaBunsua koHpiryparis

BpazmuBocTi

bexnop ais po3poOHUKIB

Hesaxuieni mkepena po3poOHMKA/HAATOKEHHS,

taki sk JSFiddler CodePen, maroTe mocTym md0

pecypcy.

BinobpakeHHs TOXOHKEHHS

HOXO,Z[}KCHHH IIpOCTO Bi,[[06pa)Ka€TBCH B 3aroJiIOBKY,

OyJIb-IKOMY CalTy J03BOJICHO JIOCTYI J0 Pecypcy.

HynbsoBa HenpaBWibHa | Byib-iKkOMy cailTy J03BOJIEHO JOCTYI, MNPUMYCOBO

KOH(iryparris BUKOPHCTOBYIOUM  HYJIBOBE IIOXO/DKEHHS  uepes
130160BaHMi 1frame.

[TigcTtanoBka nepena | notdomain.com Mae JOCTYT, SKUH 3TOBMHUCHHUK MOJKE

JIOMEHOM MIPOCTO 3apPEECTPYBATH

[TincTaHOBOYHMM 3HAK MICHA

JIOMEHY

Jlomen domain.com.evil.com 103BOJIEHO ITOCTYII, HOTO

MOJKC IIPOCTO HAJIAIITYBATHU 3JI0OBMHUCHHUK

Jlo3BoJIeH] CyOJOMEHH

sub.domain.com [103BOJICHUH JOCTYI, MOKIIMBE
BUKOPHUCTAHHS, SIKIIO 3JOBMHCHUK 3HaXOIUTh XSS y

OyIb-sIKOMY T11I0MEH1

Jlo3BoneHo caiitu 6e3 SSL

IToxomxennss HTTP mae noctyn no pecypcy HTTPS,

110 A03BoJsie MitM 3namatu mudpyBaHHs.

BucnoBku 10 posainy 1

[Ticns mocnipkeHHS OCTaHHIX TEHJEHIM y BeO-po3polIl. A camMe CTBOPCHHS

Cy4YaCHHUX MIJAXOMAIB 10 apXITEKTypH CalTiB Ta BeO-101aTKiB. Byio BcTaHoBIEHO, 110

MDKJIOMEHHA B3a€MOJisl € 0a30BUM MEXaHI3MOM, SIKUU MIATPUMYE 3B'SI30K MK BeO-

KOMIIOHCHTaMH, IIO IIPAlOIOTh Y pi3HI/IX CCpcaoBHUIIIAX. v XOI[i aHanisy CTalIo

3pO3yMUINM, IO MIKJIOMEHH1 3alUTH CTaJIM OCHOBOIO JUJISl peajizallii TaKuxX pilieHb,

K KIIIEHT-CEpPBEpPHa MOJIelIb, 1HTerpallis ctopoHHix API, MikpocepBicHa apxiTeKkTypa

tomo. Lleit mexaHi3m € He3amiHHUM. | BiH Hece B c001 BENUKUN BIUIMB HAa PO3BUTOK

BeO-po3poOKH Ta poOOTI B Opaysepi.
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Bbyno posrisiHyTo mporpamHi 1HCTPYMEHTH IS pealtizalii MiXKJIOMEHHHUX 3aIluTIB
Ha MPUKJIaJal MOBU mporpamyBanHs JavaScript. [IpoaHanizoBaHO 0COOJMBOCTI BOX
BOynoBanux wmetoniB: XMLHttpRequest, Fetch. Ta oany 3 HalmomyJIspHIIIUX
010110TeK — AXIOS.
AHamizy HayKOBUX JOCHIPKEHb Ha TEMy CTBOPEHHs Ta peaii3alii MiKIOMEHHUX

3aMUTIB JIO3BOJIMB HaM BUJIUIMIM iX BPa3JIMBOCTI, Kl JalOTh 3MOTY peaiizyBaTH

Kideparaky.
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PO311J1 2 OI'JIAA METOAIB I CITIOCOBIB 3AXUCTY BIJ IKIAJINBUX
MIXKAOMEHHUX 3AIIUTIB

2.1 IoxiTHKA €TUHOTO MOXOXKEeHHS

[Tomituka enuHoro mnoxomkenHs (Same-Origin Policy, SOP) — 1me 06a3oBuii
MeXaHI3M Oe3IeKH, pealli30BaHui y CydacHUX Opay3epax, sIKuid 0OMEeXy€e B3a€EMOJIIT0
MiXK pecypcamy, 3aBaHTAKECHHMH 3 Pi3HHX [pKepes. MIoro OCHOBHA MeTa MOJSrae B
TOMY, 100 JT03BOJIUTH MaiikKe HEOOMEKEHE BUKOHAHHS CKPHIITIB Ta B3aEMOJIIIO MiX
CTOpIHKaMH, 10 HaJIeKaTh 0 OAHOTO CAWTy (BH3HAYEHOTO SK OJHAKOBE JOMCHHE
IM’sl, TPOTOKOJI 1 MOPT), BOAHOYAC MaikKe TMOBHICTIO 3a00POHSAIOYM B3a€EMOJII0 3
HECYMDKHUMU caitamu [16].

Tepmin "MOXO/KEHHA" BU3HAYAETHCS CYKYITHICTIO JOMEHHOTO 1MEHi, MPOTOKOIY
NPUKJIAAHOro piBHA Ta (y OLIBIIOCTI cydacHUX OpaysepiB) Homepa mopty HTML
TOKYMEHTA, 3 SKOTO0 BHKOHYETHCS CKPHMNT. [[Ba pecypcr BBaKarOThCS TaKWMH, IO
MalOTh CITUJIBHE MOXOJ/DKEHHS, JIMIIE B TOMY BHUNAAKY, SKIIO BCl TpU TapameTpu
30iraroThcs. Hampukian, y Tabmuili HUKUe HaBEACHO THIOBI PE3yNbTaTH MEePEBIPKU

noxompkeHHs BiqHocHO URL «http://www.example.com/dir/page.htmly.
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Tabmuusg 2.1.1. Pe3ynbratu nepeBipku 0JJHOTO MOXOXKEHHS

URL m1s mopiBHSHHS PesynbTar [Iprunna
http://www.example.com/dir/page.html YCHIIIHO OpnHakoBUl MPOTOKOMN 1
XOCT
http://www.example.com/dir2/other.html | ycmimao OpnHakoBUM TMPOTOKOM 1
XOCT
http://www.example.com:81/dir/other.html | HeBaM0 Pi3ui nmoptu
https://www.example.com/dir/other.html | HEBHATO Pi3n1 mpoTokomm
http://en.example.com/dir/other.html HEBJIAJIO Pi3n1 xoctu
http://example.com/dir/other.html HEBJAJIO Pizni xoctu (moTpiOeH
MOBHUI 301r)
http://v2.www.example.com/dir/other.html | HeBanO Pizni xoctu (moTpiOeH
MOBHU 301r)

Ha mpakTuili He iCHy€ €IMHOI TOJITUKH €IUHOTO MOXOHKEHHS — 3aMICTh 1bOTO
i€ Hallp MeEXaHI3MIB, SIKI MAalTh CXO0XY 3arajbHy JIOTIKY, alié CYTTEBO
BIJIPI3HSIOTHCS Y JACTAIAX pealli3allii 3aJIe’KHO BiJ| THIY pecypcy abo KoHTekcTy. Lli
Bapiamii MOJITHKHA PO3TJISIAIOTECS  OKPEeMO B  TEXHIUHIM JOKyYMEHTaIlli Ta
crierrdikaIisx.

Y miii poOOTI PpO3TASHYTO CIHEHapid TONITHKHA OJHOTO ITOXO/KEHHS IS
XMLHttpRequest.

[Tonpu mupoki dynkmionansHi MoxanBocTi XMLHttpRequest, meit iHCTpymMeHT
TaKOX MOTPeOy€e HANECKHOTO KOHTPOIIO O€3MeKH, OCKIJIBKU BiH JJA€ 3MOTY CKPUIITaM
B3a€EMOJIIATH 13 CEPBEPHOI0 YACTUHOIO 3aCTOCYHKY Ha JIOCUThH TNIMOOKOMY piBHI. Yci
HTTP-3amutn, mo Hagcwiarotbess depes XMLHttpRequest, aBToMatu4HO
BKJIIOUAIOThH cookie, siki 30epirae Opaysep, 110 MOXKE CTAHOBUTHU 3arpo3y Yy BUITAJIKY
HEKOPEKTHO HAIAIITOBAHOT MOJIITUKY JTIOCTYITY 0 PECYPCIB.

Jlns  oOMeXeHHS TMOTCHIIIMHUX PU3UKIB CydacHl Opay3epu peami3yloTh

CHell1aJi30BaHy BEPCIIO MOJITUKH €JUHOTO MOXOJDKEHHS, sIKa PEryJilo€ 3aluTH, 110
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BUKOHYIOThCST uepe3 XMLHttpRequest. Bona wmae kiibka BiMIHHOCTEH Bij

crtaHjaptHoro Mexanizmy DOM pocrymy:

® IrnopyBanHs mapamerpa document.domain: y pasi B3a€MOIli CKPHUMTIB yepe3
DOM wmoxmuBe HajamTyBaHHs document.domain, 1m0 [03BOJSIE TEBHY
B3a€EMOJIII0 MK migmomeHamu. Y Bumnagky XMLHttpRequest meit mapamerp
ITHOPYETHCSI, 110 YHEMOJIMBJIIOE HaBMHCHE TIOCIa0JIeHHs OOMEXKEHb Ha
MDKJOMEHHY KOMYHIKAIIIIO.

® (OOMeXEHHS Ha MPOTOKOJIM, 3aroJIOBKM Ta METOAM: JEsIKI peanmi3aiii Opay3epiB
BBOJISITh JIOJJATKOBI OOMEXKEHHSI 1110/10 BUKOpucTaHHs mneBHuXx HTTP-metoni
(manpuxman, PUT a6o DELETE), cnemudiuyaux 3arojoBkiB abo0 HaBiTh
BIJINTOB1/ICH 3 HETUIIOBUMH KoJlaMu ctarycy. Lle mie Oiubiie 3By:Kye MOMKIUBOCTI
CTOPOHHIX PECypCiB y cripoOax 3JI0BKUBAHHS MEXaHI3MOM 3aIlHTiB.

® VYpaxyBaHHS HOMepa MopTy: y Opaysepi Microsoft Internet Explorer momituka
noxopkeHHs st XMLHttpRequest BpaxoBye Takox mopT, Ha BiamiHy Big DOM
nepeBipok. Lle mocuiroe KOHTpOJb 32 MDKIIOPTOBUMH 3allUTaMU, IPOTE HE €
YVHIBEpCaIbHUM IPABUIIOM JUIsl BCiX Opay3epiB [17].

3 orysiny Ha 1ie, HajexxHe BUKopuctanHs XMLHttpRequest nependauae He nuiie
00OMEKeHHsI JOCTYITy JI0 PECypCiB, a i TOUHE HAJAIITYBaHHSI MIKTOMEHHHUX TOJIITHK,
a TaKOX KOHTPOJIb HaJ[ THUM, SIKI caMe 3alUTU JI03BOJICHO BUKOHYBATH 3 KIII€EHTCHKOTO

OOKYy.

2.2 HanamTyBaHHS IapaMeTPiB T0CTYILYy A0 CILIbHUX PecypciB

CORS (Cross-Origin Resource Sharing) — 11e MexaHi3M Oe3NeKH, SKUH T03BOJISIE
BeO-CepBepy BU3HAYATH, SIKI JIOMEHU MAlOTh IIPABO HAJICUIIATH JIO HHOTO MiXKJIOMEHHI
HTTP-3anutn. Voro BUKOPHCTAaHHS € BaIMBOK YACTHHOIO peasizallil CydacHHX
Be0-3aCTOCYHKIB, J€ (poHTeHA 1 OeKeHJ MOXYTh OYTH pO3MIIIEHI Ha pPI3HUX
nomeHax abo moprax. CORS rpyHryerhest Ha crienudikamii W3C 1 miarpumyerbes

yciMa CydacHUMH Opay3epamm.
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3a 3aMOBUyBaHHAM Opay3epu OJIOKYIOTh 3alMTH 3 OJIHOTO MOXO/KEHHS (origin) A0
1HOIoro, Akmo 1l 3anutd He € "mpoctumu" (Hanpukian, GET 3anutu  6e3
HECTaHJapTHUX 3aroyioBKiB). Ll momiTuka peanizyeTbcsi BIMOBIIHO /10 TaK 3BAHOTO
MPUHITITY €1UHOTO TToXopkeHHS (Same-Origin Policy), skuii 3a6oponsie JavaScript
KOJIOBI Ha OJHIM CTOPIHII B3a€EMOJISITH 3 pecypcamMd 3 1HIIOTO MOXOKECHHS.
Mexanism CORS no3Bosisie cepBepy o00IdTH 10 3a00pOHY BHOIPKOBO, SIBHO
BKa3ylO4H, sIK1 30BHIIIHI JIKepesa € A03BosieHnMH [ 18].
Jlns manamryBanHs CORS cepBep BiamoBizae Ha 3anuT cremianbHumMu HTTP-
3arosioBkamu. OCHOBHI 3 HUX:
® Access-Control-Allow-Origin — BKka3ye, siki JOMEHH 103BOJICHO.
® Access-Control-Allow-Methods — Busnauae HTTP-metomu, sKki 103BOJIECHO
BUKOPHCTOBYBATH 3 KpocAoMeHHO MeToro (Hanpukiaan, GET, POST, PUT).

® Access-Control-Allow-Headers — 3a3Hayae HecTaHJApTHI 3aroJIOBKH, SKI
JI03BOJICHO BUKOPUCTOBYBATH B 3aIUTI.

® Access-Control-Allow-Credentials — sKIIo BCTaHOBJIEHO B true, I03BOJISE
HaJicuIaHHs 00JiKoBuX naHuXx (cookies, HTTP-aBTenTudikariis).

® Access-Control-Expose-Headers — 103BoJisi€ KJI1€HTOB1 YMTATH MEBHI 3ar0JIOBKU
3 BI/IMOBI1/I1 CEpBEPA, sIK1 3a3BHYail 3a0JJ0KOBaHI 32 3aMOBUYBAHHSIM.

® Access-Control-Max-Age — Bu3Hauae, SIK JIOBrO pe3yJbTaTH MOMEPEIHBOTO
3alUTy MOXKHA KelryBatu Opaysepom [19].

Jnst "Henpoctux" 3anutiB (Hanpukiiaa, POST 13 HecranmapTHUM 3aroyioBKoM abo 3
Content-Type: application/json) 6pay3ep crno4yaTky HaJCUIIA€ TaK 3BaHUHN MOMEPeTHINA
3anut MetogoM OPTIONS. lleit 3amuT HE MICTUTH OCHOBHOTO TiIa, a JIMIIE
nepeBipsie, Yu JI03BOJIEHO CEPBEPOM BHUKOHATH CHpaBkHiM 3anuT. Jlume y pasi
MO3UTUBHOI BiAMOBIAL 3 BignoBigHuMu CORS 3aronoBkamu Opaysep MPOAOBXKYE 3
OCHOBHHM 3aITUTOM.

VY Ttexnonorii Node.js, s’ka € HamwcaHa MOBOIO mporpamyBaHHsS JavaScript, 3
BUKOpUCTaHHAM (peiMBOpKy Express peamzauis niarpumkun CORS e mpocrtoro
3aBAsku  odimiiiHomy middleware makeTy cors, SKWi  JO3BOJISIE  THYYKO

HaJamToByBaTU MDKAOMeHHMM jgoctyn. Jlis akrtuBamii CORS  goctaTHbO
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BCTAHOBUTHU IIell mMakeT dYepe3 npm (npm install cors) Ta miakiIOUuTH HOro 10
3aCTOCYHKa 3a Jonmomororw app.use(require('cors')()). 3a morpebu MokHaA nepeaaTh
JIOJIATKOB1 TMapaMeTpu KOH]Irypaillii, HampuKiIaJ, CIHCOK J03BOJICHUX JOMEHIB,
HTTP-metoniB abo 3arosioBkiB. Takwii Mmiaxia J03BOJISE MEHTPATI30BAHO KEPYBATH
npaBuwiamu CORS 1 3ano0iratu HeOe3MmeyHUM MDKIOMEHHUM 3aluTaM 0e3 moTpeou
BPYYHY 3aJ]aBaTy BIJIOBIJIHI 3ar0JIOBKH Yy KOKHOMY MapIIpyTI.

Axmo He BHKOpHUcTOBYBaTU (peiiMBopk, CORS MoOXHa HalalmTyBaTH BpPYYHY,
nonaroun BinnoBigHi HTTP-3aronoBku 6e3nocepeiHbO y BIJIMOBII HA 3amUT. Takuii
NIX11 BUMarae Oulbllle py4HOI pOOOTH, ajie Ja€ MOBHUM KOHTPOJIb HaJ JIOTIKOIO
BianosiAl [20].

CORS € KpUTHYHO BaXKJIMUBOID TEXHOJOTIEID y  PO3POOI  CydacHHX
6araTOKOMIIOHEHTHHX BeO-cHCTeM. MOro IpaBMIbHE HANAIITYBAHHS JO3BOJIIE
3a0e3neunTH O€3MeYHy B3aEMOJII0 MK KIIEHTCHKOIO Ta CEPBEPHOI0 YACTHHAMH,
pO3TAIIOBaHUMU Ha PI3HUX JIOMEHAX, HE MOPYIIYIOUM TOJITUKH Oe3MeKku Opaysepa.
BoagHouac HaBiTh HE3HAUHI MOMWIKK y KOH(Irypauili MOXYTh BIAKPUTH LUIAX [0

atak, Tomy HanamryBanHs CORS mae OyTH yCBIJOMJIEHUM 1 TOYHHM.

2.3 HanamryBanHs napamerpis cookies

VY Mexax MIDKIOMEHHOI B3a€MOJIli OCOOMMBY yBary Ciif NPUAUISITH TOMY, SK
Opay3epu 00poOISIIOTE cookie Tpu BUKOHAHHI 3anmuTiB. HaBiTh TpU KOPEKTHO
HanamroBanomy CORS cepBep Moxke OyTH Bpa3jauBHUM 10 aTakK, SAKIIO HE KOHTPOIIIOE
noBeZiHKy cookie. Came ToMy B cydacHiii Be0-Oe3relll Ba)JIMBY pOJib BiAIrpae
atpuOyT SameSite, sxuii € yacTuHOWO crenudikamii cookie Ta BW3Ha4Yae, YU Mae
Opay3ep HajcwIaTh cookie pa3oM 13 MDKIOMEHHHM 3armuToMm [21].

ATpuOyT SameSite MOXKe TpUIMATH TPU 3HAYCHHS:
® Strict — HaiicyBopimmii pexxuM. Cookie HaJCHUITAIOTHCS JTUIIE JJIs 3aMUTIB 3 TOTO

caMoro Toxo/keHHd. Ile moBHICTIO OJOKye MDKJIOMEHHI 3allUTH 3
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BUKOPUCTAHHAM IUX cookie, HaBiTh SKIIO KOPHUCTYBau TNEPEXOAUTH 3a
MTOCHJTAHHSIM.

® [ax — go3Bosisie cookie B 0OMEXEHHX MINKIOMEHHHUX CHUTYyalliX, 30Kpema IMpHu
nepexoi 3a mocwiaHHsIM abo npu BukoHaHHI GET-3amumrie. Ile Gamanc mix
3pYYHICTIO Ta 6€3I1eK010, OCKUIbKU 010Ky€e OunbmiicTh TuIiB CSRF-arak.

® None — J03BOJISIE TTOBHY MDKIOMEHHY B3a€MOJII0, ajie JIMIE 3a YMOBH, IO
cookie mepemaroThcsi uepe3 HTTPS-3’ennanna. Y 1pomMy BHMAAKY CepBep
MMOBUHEH OYTH JO0JIATKOBO 3axWINeHWil HajmamTyBaHHIM Access-Control-Allow-
Credentials: true y CORS [22].

HenocratHe po3yMiHHS IbOTO MEXaHI3My YacTO MPU3BOAMTH JO CHUTYyalli, KOJH
cepBep no3Bossie MbKAOMeHH1 3anmuTh  (Access-Control-Allow-Origin:  *) Ta
OJIHOYACHO Tepelae aBTOpu3alliitHl cookie 6e3 SameSite, 110 BiAKpUBAE MUIAX 10
CSRF arak. 3okpema, WIKIUIMBUN CalT MOXke 3MYCHTH Opay3ep KOpHCTyBaua
BUKOHATH 3alMT JO BPa3IUBOrO pecypcy (Hampukiaaa, 3MIHMTH Tapojb),
BUKOPHCTOBYIOYH cookie, 30epekeHe i1 9ac CIPaBKHbOTO BXOY.

VY oMy npHKJIal cepBep BCTAHOBIIOE CECIMHY cookie micis aBTopu3allii, sika He

OyJe HaJCUiaTUCS MijJ Yac MEepexXoay 3 IHIIOro JOMEHY — OTXe, TaKuil Miaxina
3amooOirae CSRF.

1 app.get('/login', (req, res) => {

2 res.cookie( 'sessionld', "abcl123', {

3 httpOnly: true,

4 secure: true,

5 sameSite: 'strict’,

6 pakfy » /A~

7 1);

8 res.send('Cecia BcTaHoBneHa');
9

1)
Puc. 2.3.1 — IIporpaMuuii koJ BUKOHAHUN MOBOIO MporpamyBaHHs JavaScript
Buxopucranns arpubyra SameSite € 00OB’SI3KOBOIO MPAKTUKOK B CY4acHUX
opayzepax: 3 2020 poky OUIBIIICTh 3 HUX aBTOMaTUYHO 3aCTOCOBYIOTh SameSite=Lax,

SKIO0 aTpuOyT He BKa3zaHWil sBHO. lle o3Hauae, mo BeO-po3poOHHKAM HEOOX1THO
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CBIJIOMO HaJIAIITOBYBATH MOBEIHKY cOOKie BIJIMOBIHO J0 XapaKTepy B3a€MOJIIT Mix
KOMITOHEHTaMHU cucTtemu [23].

Takum ynHOM, aTpubyT SameSite € BaXIIMBUM 1HCTPYMEHTOM KOHTPOJIIO O€3MeKu
Ha CTOpOHI KIi€HTa, M0 JonoBHIOe wmexaHidsM CORS. Horo MpaBUJIbHE
BUKOPUCTAHHS JI03BOJISIE 3amOOIrTH KPUTUYHUM TurnaMm atak, 3o0kpema CSRF, Tta

3HAYHO MIJABUIILY€E CTIUKICTh BE0-3aCTOCYHKY /10 MIKIJIUBOI MI>KIOMEHHOT aKTUBHOCTI.

BucHoBku 10 po3ainy 2

AHaJi3 CydyacHMX METOJIB 3aXMUCTy BiJ MIKIIJIMBUX MIKIOMEHHUX aTakK J03BOJISIE
3pOOUTH BUCHOBOK, 1110 >KOJCH 3 HUX HE € YHIBEPCAJIbHUM, OJIHAK 1XHE TMOEJTHAHHS
MOKe 3a0€3MeYUTH BUCOKUI PIBEHb OE3MEKH.

[ToniThka €IMHOTO MOXOKEHHS 3aJIMIIAETHCS OCHOBHUM 3aXHCHUM MEXaHI3MOM,
peanizoBaHUM VY BCIX CydYacHUX Opay3epax, OJHAaK BOHa ICTOTHO OOMEXye
(GYHKITIOHATBHICTh B3a€MOJIII MK PI3HMMH YaCTHHAMH Be0-3aCTOCYHKY, OCOOJIMBO
K10 (PPOHTEH]T 1 OEKEH]T PO3MIIIEH] HA OKPEMHX JJOMEHaX.

JUis moponaHHA 1MX OOMEXeHb BUKOpPUCTOBYeTbcs MexaHisM CORS, skwii
J03BOJISIE THYYKO HAJAIITOBYBATH TpaBWja MDKIOMEHHOI B3aemonii. IIpore Bapto
nam’sitatu, 1o CORS cam mo co01 He 3a0e3nedye 3aXHUCT BiJl aTak, MOB’s3aHUX 13
KpaJiKKOIO O0IKOBUX JaHUX, 30Kpema cookie, 0co0amuBo koau koHpirypamis CORS
€ HAJITO JIOSTLHOIO.

Came Tomy  gomiibHO  jomoBHIOBatTH CORS  momiTUKM  10JIaTKOBHUMH
HaJAIITYBaHHAMHM COoOkie Ha CTOpPOHI cepBepa, 30KpeMa OOMEXKEHHSIM IXHBOI
BuaumocTti (HttpOnly), no3Bojom mepenaui juIne dYepe3 3axHIIeHE 3 €THaHHS
(Secure) Ta BuKOpHCTaHHsAM aTpuOyta SameSite, 1m0 oOMexye iX ydacTtp y

Mi}KIIOMGHHI/IX 3alIuTax.
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PO31J1 3 TECTYBAHHS HA BPA3JIMBOCTI 10 IKIJIVIMBUX
MIXKAOMEHHUX 3AIIUTIB

[lepeBipka xondirypamii CORS € BaxIMBHM eTanoM ayauTy Oe3leKkud BeO-
3aCTOCYHKIB, OCOOJMBO SIKIIO 3acTOCyHOK Mmae myomiyne API abo o6polise
KoH(piaeHiHI gaHl. OCHOBHA MeTa TECTYBaHHS MOJATA€ y BUSIBJICHHI MOMMJIKOBUX
HaJalTyBaHb, K1 JO3BOJISIOTh BUKOHAHHS HEOE3MEUHUX MIKJIOMEHHUX 3aIlWTIB, a
TaKOX 3YUTYBaHHS BIJIIOBIJICH 3 1HIIOTO MOXOXKEHHSI.

Icnye nBa migxoau 1o nepeBipku CORS: pyuHumii Ta aBTOMaTU30BaHUM.

[TonynsipHi 1HCTpYyMeHTH, sK-0T Burp Suite a6o OWASP ZAP, MaroTe BOy10BaH1
moayni ananizy CORS, siki aBTOMaTU4HO 11eHTU(DIKYIOTh HEMPABUIIbHI 3aT0JIOBKU Ta
MOBIJOMJITIOTh TIPO PU3WKH. ABTOMAaTH30BaHE TECTYBaHHS Ma€ PsAI KIFOYOBHUX
nepesar. Po3poOHUK MpOrpaMHOro KOy MOKE HE BOJIOJITH TITMOOKUMHU 3HAHHAMHU
IIKIJJIMBAX CIHEHApiiB, TaK sIK CKaHep y)Ke MICTUTh TUNOBI Iradionu. Lle mo3Bosse
IIBUKO HABYHMTHCS Ta BHUKOPHUCTOBYBATH TEXHOJIOTII TeCTyBaHHS. Taki JOJaTKH
MaroTh BUCOKY IIBHJIKICTh Ta BOY/I0BaH1 (DYHKIIIT 1Jisi IEPEBIPKU MACUBY JIKEPEIL.

Pydne TecTyBaHHS T03BOJISIE JOCIITHUKY a00 ayIuTOpy O€3MOCepPEeTHbO 3MIHIOBATH
napameTpH 3aluTiB 1 CIOCTEPIraTH 3a MOBEIHKOI cepBepa. HaityacTime it nboro
BUKOPUCTOBYIOTh 1HCTpYMEHTH Ha 3pa3ok curl, Postman abGo Bmachi JavaScript-
CKPUITH, 110 EMYJIIOIOTh MIKIOMEHHI 3anuTu. Takui miaxig € OUIbll THYYKUM Ta
JIO3BOJISIE 3a JOIIOMOIOK0 HETHUIIOBUX BHIIAJKIB OUIBII ITMOOKHWM aHaji3, SKIIO BeO-
MPOAYKT TOro MOTpedye. Aje Takuid MiJAX1J BUMarae BUILOTO PiBHs KBasidikaiii
criemianicra [24-26].

Toxx Mu 3ynMHUMOCS Ha BaplaHTI: HANMCAHHS BIACHOTO JavaScript ckpunrty ass
tectyBaHHsi CORS 3aronoBkis.

Ile Oynme xoHcosbHHMI 3acTOCyHOK Ha Node.js, sSIKWil MpaioBaTUME 3a TaKUM
npunienom: orpumae URL, Origin Ta mMeTon 13 mapaMeTpiB KOMaHJIHOTO psJiKa,

3poouts HTTP-3anuT, 3untac CORS 3arosioBku it BUBEJE pe3yabTaTH B KOHCOJb.
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OCHOBHI eTanu py4YHOi MepeBIpPKU BKIIOYAIOTh:

BuzHaueHHS IIJTLOBOTO pecypcy, IO BHKOPHUCTOBYE MiNKIOMEHHY B3a€EMOJIIIO.
Hacammnepen gocnimxyerbes, ud 00po0Iisie cepBep MIKIOMEHHI 3aIUTH, 1 SIKIIO
TaK — SIKi PECYpCH € TIOTCHITIITHO Bpa3JINBUMHU.
Hancunanns 3anuty 3 nigpoOiaeHum 3aroioBkoM Origin. 3MIHIOETHCS 3HAUCHHS
3arosioBka Origin  Ha WAO3pUIMK  a00 JOBUIBHUI JOMEH (HalpuKIaj,
attacker.com). SIkimio cepsep y BianmoBias moseptae Access-Control-Allow-Origin
13 Bi/I3epKasieHHsIM 3HaueHHs1 Origin, 11e MOXKE CBIAYUTHU PO BPA3JIUBICTb.
Amnami3 3arosioBka Access-Control-Allow-Credentials. SIkmio BkasaHo true, Iie
o3HAYae, 10 CepBep M03BOJSE HaiCWIaHHS oOyikoBux manmx (cookie, HTTP-
aBTOpU3AIIisl) 3 THIIOTO MOXOKEHHS — 1110 0COOJIMBO HEOE3MEYHO Yy MOEAHAHHI 3
nuHamMigHAM Origin.
[lepeBipka noBeainku 6paysepa. CtBoproetbest HTML-cTopinka abo CKpunT, 10
Hajgcunae fetch() a6o XMLHttpRequest no BpaszmuBoro pecypey. SKino
BIJINTOBIZIb cepBepa JOCTYITHA uepe3 JavaScript, a 3amuT CyIpOBOHKYETHCS cookie
— I1e MIATBEPKESHHS BPa3JIMBOCTI.

[IpoBenemo mepmie TtectyBanHs caiTy URL “https:// www.donnu.edu.ua/uk/” i

poaHai3yeMO OTPUMAHHKA pe3ysIbTarT.

cache-control: max-age=3, must-revalidate
ct-cache-status: DYNAMIC

cf-ray: 9413492727f7bf8a-WAW
connection: keep-alive
content-type: text/html; charset=UTF-8
date: Sat, 17 May 2825 12:58:28 GMT
5

last-modified: 5at, 17 May 282
server: cloudflare

12:18:19 G

strict-transport-security: max-age=31536880
transfer-encoding: chunked

vary: Accept-Encoding,Cookie

x-powered-by: PHP/8.2.16

Puc. 3.1 — Pesynbrar ckanyBanns caiity URL “https://www.donnu.edu.ua/uk/”

1. cache-control: max-age=3, must-revalidate

max-age=3 — Kell Moxe 30epiratu BiJIMOBIAb MAKCUMYM 3 CEKYH/IH.


https://www.donnu.edu.ua/uk/
https://www.donnu.edu.ua/uk/
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must-revalidate — micis 3akiHYeHHS LIBOTO Yacy KIIE€HT (Hampukiaa, Opaysep)
MOBUHEH TIEPEBIPUTH y CEpBEpa, YU PECYpC OHOBUBCS, MEPII HI’XK MOBTOPHO HOTO
BUKOPUCTOBYBATH.

2. cf-cache-status: DYNAMIC

e cermudiunmii 3aronoBok Cloudflare.

DYNAMIC o3nauae, mo koHTteHT He KemryBaBcs Cloudflare, ockiabku BiH
JUHAMIYHO F€HEPYETHCA 1, UMOBIPHO, 3MIHIOETHCS B1J] 3aIIUTY JI0 3aIIUTY.

3. cf-ray: 9413492727f7bf8a-WAW

VYuikanpau# 11eHTH(iKaTop 3anmuTy 10 Cloudflare.

Yactura WAW Bka3zye Ha JaTta-LIEHTp, 4Yepe3 AKui o0poOisiBea 3amut (y UbOMY
BUMa Ky — Bapiaga).

4. connection: keep-alive

3'ennanng TCP He 3akpuBaeTbcsi MiCHs BIANOBIAL, JO3BOJSIOYM TOBTOPHO
BUKOPHCTOBYBATHU MOTO JIJIs1 MOAAJBIINX 3aMUTIB, III0 3MEHIITY€ HAKIIAH1 BUTPATH.

5. content-type: text/html; charset=UTF-8

Bxazye, mo tino Bianosial — e HTML nokyment, 3akogoBanuii y ¢opmati UTF-
8.

6. date: Sat, 17 May 2025 12:58:20 GMT

Yac ctBopenns HTTP-Bianosiai Ha cepBepi.

7. last-modified: Sat, 17 May 2025 12:18:19 GMT

Bkasye, ko1 BMICT pecypcy BOCTaHHE OYB 3MIHEHUH.

Bpay3epu BUKOpPUCTOBYIOTH 1€ 3HaU€HHA Il yMoBHOro keuryBanus (If-Modified-
Since).

8. server: cloudflare

Bkaszye, 1o cepsep, sikuit 00po6sise 3anut — e Cloudflare (3a3Buyaii six mpoxci).

9. strict-transport-security: max-age=31536000

Bxkasye Opaysepy BukopuctoByBatu Tinmbku HTTPS mpotsrom 31536000 cexyHn
(TobTo 1 piIK).

3axucr Bij atak Ty downgrade (mepexin 3 HTTPS na HTTP).

10. transfer-encoding: chunked
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CepBep Hajacwiiae BIJIMOBIIb YaCTMHAMHU (YaHKaMH), KOPUCHO, KOJIU HEBIJIOMHUU
pO3Mip BiMOBII HAMIEPE.

11. vary: Accept-Encoding,Cookie

Bkasye kerry, 1110 BapiaHTH BiAMOBIIi MOXKYTb 3MIHIOBATUCS 3aJI€KHO Bi:

Accept-Encoding — nanpukiaz, gzip ado br.

Cookie — TOOTO BIAMOBIAL MOXKE OYTH IEpCOHalli30BaHa (3aJeXHUTh BiJl cecii
KOPHUCTYyBaua).

Ak Mu Moxkemo mob6auntu caT He MicTuTh HanmamTyBaHb CORS. To6to Hiskuit
CTOPOHHIN CepBiC HE MOXKE€ OTPMMATH BIIMOBIAL 13 KOPHUCHAUM HAaBAHTAKCHHIM Bij
IIHOTO caiTy. Taka KOH(Irypalli€ € THOBOIO OJIsI OLTBIIIOCTI BEO-CTOPIHOK. 3BUYAITHO,
Oarato caiitiB, Takux sk Google, aktuBytoTh 3aronoBku CORS nwuiie st nmeBHUX
pecypciB, a He Oe3MocepeTHbO Ha IITLOBIM CTOPIHIIL.

Jliist HactymHOTO TectyBaHHsA obepeMo API siki € y BUibHOMY focTyIll y [HTEpHETI.
Hamnpuknang API kypcy Bamor URL “https://api.minfin.com.ua/mb/”. I npoBenemo
aHaJli3 OTPUMAaHUX PE3yNbTaTIB.

access-coptrol-allew-credentials: true
‘access-control-allow-origin: ‘_
age: @

cf-cache-status: DYNAMIC
cf-ray: 94127eeab368ee3f-WAW

vary: Accept-Enceding, Accept-Encoding
via: 1.1 varnish (Varnish/6.8)
x-debug-beresp-backend: MINFIN AS1
p-grace: 216
esp-keep: 216
x-debug-beresp-status: 463
x-debug-beresp-ttl: ©.0608

x-debug-cacheable: No

ebug-hits: @
ug-host: mfBl.minfin.com.ua

x-host: api.minfin.com.ua

Puc. 3.1 — Pesynbrat ckanyBanHs API kypcy Banmtor URL

“https://api.minfin.com.ua/mb/”
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1. access-control-allow-credentials: true

Jlo3Bonsie  HancunanHs — cookie, aBTopm3amiiHuX ~TOkeHiB abo HTTP-
ayreHTU]iKaiiHoi iHpopMaIlli B MIKJIOMEHHUX 3aIUTaXx.

2. access-control-allow-origin: *

Jlo3Boutsie Oy Ib-IKOMY MOXOJKEHHIO (0rigin) TOCTYII IO pecypcey.

Kputnuna BpasnuBicTh: 3a cTaHAapToM, access-control-allow-credentials: true ne
MOXKE€ BHKOPHCTOBYBaTHCh pa3oM 3 access-control-allow-origin: *. Ile Moxe
NPU3BECTH 1O MDKJIOMEHHOI aTakh 3 KpaJDKKOW JaHux (Hampukiaa, cookies
KOpPHUCTYBaua), SIKII0 Opay3ep He 0JIOKY€e Taki 3aluTH.

OTpuMy€eMO BaXJIMB1 BUCHOBKH: KOHTEKCT MA€ 3HAUCHHS.

Taka xoHdirypamis IIIKOM MIAXOAUTH JUIS 3aralibHOAOCTYITHUX CaWTIB abo
KiHIeBUX TOUOK API, npusHauenux it noctymny ajis Bcix. Haromicte 11e Moxe 0ytu

KaTacTpopIYHUM /IS IJIATHKHUX CalTiB a00 T1aT@opM COMiaIbHIUX MEPEK.
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BUCHOBKH

VY GakanaBUpChKiA poOOTI OYJI0 JOCIIIKEHO MEXaHI3MH MIKJIOMEHHOI B3a€EMOIIT y
Be0-3aCTOCYHKAaX, 30CEPEKYIOUNCh Ha TPOOJIEMATHIl IIKiITUBUX MDKIOMEHHHUX
3anuTiB. OcoOJMBY yBary MpUIJICHO aHai3y THIMOBUX IMOMUJIKOBUX KOH(DIryparii,
Kl MOXXYTh CTBOPUTH YMOBH JIJIsl aTak uyepe3 HemnpaBuibHO HayamToBaHy CORS-
noniTuky, Binkputi API abo nesaxurieni cookie.

Ornsan cyyacHMX METOJIB 1 3aco0iB 3aXHCTy NPOJEMOHCTPYBaB, IO HE ICHYE
YHIBEPCAJIBHOTO pIllIEHHS], sIK€ O TMOBHICTIO BHKJIOYAIO PU3HKHA MDKIOMEHHOI
ypa3nuBocTi. HaiiBumuii piBeHb 3axuCTy 3a0€3MeuyeThCsi NpPU  BUKOPUCTAHHI
KOMIUIEKCHOI'O M1JIXOAY.

AHaJi3 HagBHUX IHCTPYMEHTIB [Jisi BUSBIIEHHS Bpa3JIMBOCTEH, MOB’SI3aHUX 13
MDKJOMEHHUMU 3alUTaMH, BUSIBUB, 1110 PE3YyJIbTaTH aBTOMATU30BAHOTO CKaHYBaHHS
9acToO € HETOUHUMU 200 HETOBHUMHU. Lle 3yMOBIEHO CKIIQAHICTIO KOHTEKCTY, Y IKOMY
GyHKIIIOHYE MDKIOMEHHA B3a€EMO/IIs, 1 3aJIEKHICTIO B/l cTaHy aBTeHTU(DIKaIi1, poien
KopuctyBauiB, crnerudiky APl Tomo. Takum unHOM, e(pEKTHBHE TECTyBaHHS
BUMAara€ THYYKOrO IMIJIXOJy, PO3YMiHHS BHYTPIIIHBOI JIOTIKM Be0-3aCTOCYHKY Ta
MO€/THAHHS ABTOMATU30BAaHUX 1 PYYHUX METO/IIB MIEPEBIPKH.

3araiioMm, JOCHIUKEHHS MIATBEPAWIO aKTyaJbHICTh TEMH Ta BaXKJIMBICTb
dbopMyBaHHSI YCBIJIOMJIEHO1 CTpATErii 3aXUCTY BiJl MIKIJIMBUX MIKIOMEHHUX 3aITUTIB

Y Cy4aCHHUX BeO-CHCTEMaXx.
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JIOJATOK A

KOI[ KOHCOJIbHOT'O CKaHCpa

const fetch = require('node-fetch');

const { URL } =require(‘url");

// Tlepesipka, un URL e aiiicaum HTTP(S)
function isValidHttpUrl(string) {

try {

const url = new URL(string);

return url.protocol === "http:" || url.protocol === "https:";
} catch (1) {

return false;
b

}

// ExpanyBanasgs HTML cumBo:iB (Ha BUIa 0K TOBTOPHOTO BUKOPUCTAHHS)
function encodeHTML(s) {
return s.replace(/&/g, '&amp;').replace(/</g, '&lt;").replace(/"/g, '&quot;');
b
// OTpuMaHHS 3ar0JIOBKIB
async function getHeaders(url, method, origin) {
try {
const response = await fetch(url, {
method: method.toUpperCase(),
headers: { Origin: origin }
$);
return response.headers;
} catch (err) {
console.error("Tlomuika 3anuty:", err.message);

return null;



42

}
;

// BuBenenns pesynbrarie CORS
function renderCors(headers) {
const allowOrigin = headers.get("access-control-allow-origin");
if (allowOrigin === "*") {
console.log("\x1b[32m¢” CORS nmo3BosaeHo mis Oyap-skoro Origin (*).\x1b[0m");
} else if (allowOrigin !==null) {
console.log("\x1b[33mA Jloctyn mo3Boaero maume it " + allowOrigin +
"\x1b[0Om");
} else {
console.log("x1b[31m X CORS 3aromoBku He 3HaiaeHi (access-control-allow-
origin).\x 1b[Om");
b
}

// BuBeieHHS BC1X 3ar0JIOBKIB
function renderHeaders(headers) {
console.log("\n== OtpumaHi 3aroioBku ==\n");
for (const [key, value] of headers.entries()) {
const highlight = /(access-control-allow-methods|access-control-allow-
headers|access-control-allow-origin|access-control-max-age|access-control-allow-
credentials)/i.test(key);
if (highlight) {
console.log("\x1b[43m$ {key}: ${value}\x1b[0m");
} else {
console.log("${key}: ${value}");
b

;
}

// OcHoBHA (PyHKIIIS



async function main() {
const args = process.argv.slice(2);
const url = args[0];
const origin = args[ 1] || 'https://cors-test.codehappy.dev/';
const method = args[2] || 'get';
if (lisValidHttpUrl(url)) {
console.error("X Henilicaniit URL.");
process.exit(1);
b
if (lisValidHttpUrl(origin)) {
console.error("X Heniiicauii Origin.");
process.exit(1);
b
const validMethods = ["get", "post", "put", "patch", "head", "options"];
if (!validMethods.includes(method.toLowerCase())) {
console.error("X Heniiicauit HTTP meton.");
process.exit(1);
b
console.log(‘Ilepeipka CORS mst: $ {url} ");
console.log("— Origin: ${origin}");
console.log("— Metox: $ {method.toUpperCase()}");
const headers = await getHeaders(url, method, origin);
if ('headers) {
console.error("X He Banocs oTpuMaT 3aroioBKu.");
process.exit(1);
}
renderCors(headers);
renderHeaders(headers);

}

main();
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3anyck Koy

node cors-check.js <url> [origin] [method]
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